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1 Getting to know your wireless
router

1.1 Welcome!

Thank you for purchasing an ASUS ZenWiFi AC Mini Wireless
Router!

The ultra-thin and stylish ZenWiFi AC Mini features a 2.4GHz,
5GHz-1, and 5GHz-2 triple bands for an unmatched concurrent
wireless HD streaming; SMB server, UPnP AV server, and FTP server
for 24/7 file sharing; a capability to handle 300,000 sessions; and
the ASUS Green Network Technology, which provides up to 70%
power-saving solution.

1.2 Package contents

M ZenWiFi AC Mini Wireless Router M Network cable (RJ-45)
M Power adapter M Quick Start Guide

NOTES:

If any of the items are damaged or missing, contact ASUS for
technical inquiries and support. Refer to the ASUS Support Hotline
list at the back of this user manual.

Keep the original packaging material in case you would need future
warranty services such as repair or replacement.



1.3 Your wireless router

N_sondnopnnoaodig AiMesh Node
® 0O m‘“g‘“me
Router Node

WAN (Internet) port
Connect a network cable into this port to establish WAN connection.

WPS button
This button launches the WPS Wizard.

Power (DCIN) port
Insert the bundled AC adapter into this port and connect your router to a power source.

Reset button
This button resets or restores the system to its factory default settings.

LAN 1~ 3 ports
Connect network cables into these ports to establish LAN connection.

NOTES:

+ Use only the adapter that came with your package. Using other adapters
may damage the device.

« Specifications:

DC Power adapter DC Output: +19V with max 1.75A current;

Operating Temperature 0~40°C Storage 0~70°C
Operating Humidity 50~90% Storage 20~90%




1.4 Positioning your router

For the best wireless signal transmission between the wireless
router and the network devices connected to it, ensure that you:

+ Place the wireless router in a centralized area for a maximum
wireless coverage for the network devices.

+ Keep the device away from metal obstructions and away from
direct sunlight.

+ Keep the device away from 802.11g or 20MHz only Wi-Fi
devices, 2.4GHz computer peripherals, Bluetooth devices,
cordless phones, transformers, heavy-duty motors, fluorescent
lights, microwave ovens, refrigerators, and other industrial
equipment to prevent signal interference or loss.

+ Always update to the latest firmware. Visit the ASUS website at
http://www.asus.com to get the latest firmware updates.

<
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1.5 Setup Requirements

To set up your wireless network, you need a computer that meets
the following system requirements:

« Ethernet RJ-45 (LAN) port (10Base-T/100Base-TX/
1000BaseTX)

- IEEE 802.11a/b/g/n/ac wireless capability
+ Aninstalled TCP/IP service

« Web browser such as Internet Explorer, Firefox, Safari, or
Google Chrome

NOTES:

If your computer does not have built-in wireless capabilities, you may
install an [EEE 802.11a/b/g/n/ac WLAN adapter to your computer to
connect to the network.

With its triple band technology, your wireless router supports
2.4GHz, 5GHz-1, and 5GHz-2 wireless signals simultaneously. This
allows you to do Internet-related activities such as Internet surfing
or reading/writing e-mail messages using the 2.4GHz band while
simultaneously streaming high-definition audio/video files such as
movies or music using the 5GHz band.

Some IEEE 802.11n devices that you want to connect to your network
may or may not support 5GHz band. Refer to the device's manual for
specifications.

The Ethernet RJ-45 cables that will be used to connect the network
devices should not exceed 100 meters.


802.11a/b/g/n/ac/ax
802.11a/b/g/n/ac/ax

1.6 Router Setup

IMPORTANT!

+ Use a wired connection when setting up your wireless router to
avoid possible setup problems.

«  Before setting up your ASUS wireless router, do the following:

« Ifyou are replacing an existing router, disconnect it from your
network.

« Disconnect the cables/wires from your existing modem setup. If
your modem has a backup battery, remove it as well.

+ Reboot your cable modem and computer (recommended).

1.6.1 Wired connection

NOTE: You can use either a straight-through cable or a crossover cable
for wired connection.

ASUS ZenWiFi AC Mini




To set up your wireless router via wired connection:

1. Insert your wireless router’s AC adapter to the DC-IN port and
plug it to a power outlet.

2. Using the bundled network cable, connect your computer to
your wireless router’s LAN port.

IMPORTANT! Ensure that the LAN LED is blinking.

3 Using another network cable, connect your modem to your
wireless router’s WAN port.

4. Insert your modem’s AC adapter to the DC-IN port and plug it
to a power outlet.

1.6.2 Wireless connection

ASUS ZenWiFi AC Mini

Smart phone

To set up your wireless router via wireless connection:

1. Insert your wireless router’s AC adapter to the DC-IN port and
plug it to a power outlet.

2 Using the bundled network cable, connect your modem to
your wireless router’s WAN port.

1



3. Insert your modem’s AC adapter to the DC-IN port and plug it

to a power outlet.

4. Install an IEEE 802.11a/b/g/n/ac WLAN adapter on your

computer.

NOTES:

For details on connecting to a wireless network, refer to the WLAN
adapter’s user manual.

To set up the security settings for your network, refer to the section
Setting up the wireless security settings in Chapter 3 of this user
manual.


802.11a/b/g/n/ac/ax

2 Getting started
2.1 Logging into the Web GUI

Your ASUS Wireless Router comes with an intuitive web graphical
user interface (GUI) that allows you to easily configure its various
features through a web browser such as Internet Explorer, Firefox,
Safari, or Google Chrome.

NOTE: The features may vary with different firmware versions.

To log into the web GUI:
1. On your web browser, enter http://router.asus.com.

2. On the login page, key in the default user name (admin) and
password (admin).

3. You can now use the Web GUI to configure various settings of
your ASUS Wireless Router.

Top commland buttons

Information

Qis banner

Navigation
panel

right column

middle
column

NOTE: If you are logging into the Web GUI for the first time, you will be
directed to the Quick Internet Setup (QIS) page automatically.

13
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2.2 Quick Internet Setup (QIS) with Auto-
detection

The Quick Internet Setup (QIS) function guides you in quickly
setting up your Internet connection.

NOTE: When setting the Internet connection for the first time, press
the Reset button on your wireless router to reset it to its factory default
settings.

To use QIS with auto-detection:
1. Log into the Web GUI. The QIS page launches automatically.

¥« Sign In
ZenWiFi AC Mini

Sign in with your ASUS router account

NOTES:

« For details on changing your wireless router's login username and
password, refer to section 4.6.2 System.

« The wireless router's login username and password is different from
the 2.4GHz/5GHz network name (SSID) and security key. The wireless
router's login username and password allows you to log into your
wireless router's Web GUI to configure your wireless router's settings.
The 2.4GHz/5GHz network name (SSID) and security key allows Wi-Fi
devices to log in and connect to your 2.4GHz/5GHz network.



2. The wireless router automatically detects if your ISP connection
type is Dynamic IP, PPPoE, PPTP, L2TP, and Static IP. Key in
the necessary information for your ISP connection type.

IMPORTANT!  Obtain the necessary information from your ISP about
the Internet connection type.

for Automatic IP (DHCP)

|ntemet Please select the Internet connection type from the
Settings  OPtions below. If you do not know the Internet
connection type, contact your ISP.

DHCP >
PPPoE >
Static IP >
PPTP >

2P >

Special Requirement from ISP

Previous

for PPPoE, PPTP, and L2TP

Internet Please enter the required information below.
ISP Account Setting

Username

Password @

15



for Static IP

Inte m et Static IP allows your PC to use a fixed IP address
Static | provided by your ISP.

IP Address

192.168.1.215

Subnet Mask

255.255.255.0

Default Gateway

192.168.1.1

DNS Server1

192.168.1.1

DNS Server2

Frevious “

NOTES:

The auto-detection of your ISP connection type takes place when
you configure the wireless router for the first time or when your
wireless router is reset to its default settings.

If QIS failed to detect your Internet connection type, click Skip to
manual setting and manually configure your connection settings.

Assign the wireless network name (SSID) and security key for
your 2.4 GHz and 5 GHz wireless connection. Click Apply when
done.



Assign a unique name or SSID (Service Set Identifier)
to help identify your wireless network.

Network Name (SSID)

‘ 00000000johnny

Wireless Security

Previous

NOTE: If you want to assign different SSIDs for your 2.4 GHz and 5 GHz
wireless connection, tick Separate 2.4GHz and 5 GHz.

Assign a unique name or SSID (Service Set Identifier)
to help identify your wireless network.

246 Name (SSID)

00000000j0hn

5GHz-1 Network Name (SSID)

00000000johnny

Security

17



2.3 Connecting to your wireless network

After setting up your wireless router via QIS, you can connect your
computer or other smart devices to your wireless network.

To connect to your network:

1. On your computer, click the network icon B in the notification
area to display the available wireless networks.

2. Select the wireless network that you want to connect to, then
click Connect.

3. You may need to key in the network security key for a secured
wireless network, then click OK.

4. Wait while your computer establishes connection to the
wireless network successfully. The connection status is
displayed and the network icon displays the connected Ell
status.

NOTES:

Refer to the next chapters for more details on configuring your
wireless network's settings.

+  Refer to your device's user manual for more details on connecting it
to your wireless network.



3 Configuring the General
settings
3.1 Using the Network Map

Network Map allows you to configure your network’s security
settings, manage your network clients.

System Status
Wireless. Status.

Smart Connect
‘Dl B St Commee]

pual-Band Smart Connect
Network Name (SSID)
cos

Security level:

WPA2-Personal £

Authentication Method
WRA Pesarl W

WPA Encryption
AES v
WPA-PSK key
12345678




3.1.1 Setting up the wireless security settings

To protect your wireless network from unauthorized access, you
need to configure its security settings.

To set up the wireless security settings:
1. From the navigation panel, go to General > Network Map.

2. On the Network Map screen and under System status, you can
configure the wireless security settings such as SSID, security
level, and encryption settings.

NOTE: You can set up different wireless security settings for 2.4GHz and
5GHz bands.

2.4GHz security settings 5GHz security settings

System Status
2.46Hz 5GHz1 5GHz-2 Status

‘Smart Connect:

Wireless name{SSID)
ASUS

Authentication Method
WPA2-Personal
WPA Encryption

AES

WPA-PSK key

20

System Status
2.4GHz 5GHz-1 5GHz-2

Smart Connect:

Wireless name(SSID)
ASUS_5G-1
Authentication Method
WPA2-Personal
WPA Encryption

AES

WPA PSK key



3. On the Wireless name (SSID) field, key in a unique name for
your wireless network.

4. From the WEP Encryption dropdown list, select the encryption
method for your wireless network.

IMPORTANT!  The IEEE 802.11n/ac standard prohibits using High
Throughput with WEP or WPA-TKIP as the unicast cipher. If you use these
encryption methods, your data rate will drop to IEEE 802.11g 54Mbps
connection.

5. Key in your security passkey.
6. Click Apply when done.

3.1.2 Managing your network clients

To manage your network clients:
1. From the navigation panel, go to General > Network Map tab.

2. On the Network Map screen, select the Client Status icon to
display your network client’s information.

3. To block a client’s access to your network, select the client and
click block.

21
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3.2 Creating a Guest Network

The Guest Network provides temporary visitors with Internet
connectivity via access to separate SSIDs or networks without
providing access to your private network.

NOTE: ZenWiFi AC Mini supports up to nine SSIDs (three 2.4GHz, three
5GHz-1, and three 5GHz-2 SSIDs).

To create a guest network:
1. From the navigation panel, go to General > Guest Network.

2. On the Guest Network screen, select 2.4GHz or 5GHz frequency
band for the guest network that you want to create.

3. Click Enable.

Guest Network

The Guest Network provides Intemet connection for guests but restricts access to
your local network

Manual | Utility



4. To change a guest’s settings, click the guest settings you want
to modify. Click Remove to delete the guest’s settings.

5. Assign a wireless name for your temporary network on the
Network Name (SSID) field.

Guest Network

The Guest Network provides Intemet connection for guests but restricts access to
your local network.

(SSID) ASUS_Guest1
Open System

None

ASUS_5G-1_Guest1
Open System
None

ime Remaining

Network Name (SSID) ASUS_5G-2_Guestt

Authentication Method Open System

None

Manual | Utility

6. Select an Authentication Method.

7. If you select a WPA authentication method, select a WPA
Encryption.

8. Specify the Access time or choose Limitless.
9. Select Disable or Enable on the Access Intranet item.
10. When done, click Apply.

23
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3.3 AiProtection

AiProtection provides real-time monitoring that detects malware,
spyware, and unwanted access. It also filters unwanted websites
and apps and allows you to schedule a time that a connected
device is able to access the Internet.

ng i Colset Nakiane, Wrses, and SerLsions batw
facie imas Maf a connacd dmnine s abls o accass
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3.3.1 Network Protection

Network Protection prevents network exploits and secures your
network from unwanted access.

Rouder Security Acsessment

cted Device Prevention and Blocking

Configuring Network Protection
To configure Network Protection:

1. From the navigation panel, go to General > AiProtection.

2. From the AiProtection main page, click on Network
Protection.

3. From the Network Protection tab, click Scan.

When done scanning, the utility displays the results on the
Router Security Assessment page.

25
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Router Security Assessment

Default router login username and password changed -

Wireless password strength check - Very Weak

Wireless encryption enabled - Strong

'WPS Disabled -

UPNP service disabled -

‘Web access from WAN disabled -

PING from WAN disabled -

DMZ disabled -

Port trigger disabled -

Port forwarding disabled -

‘Anonymous login to FTP share disabled -

Disable guest login for Network Place Share -

Malicious Website Blocking enabled -

Vulnerability Protection enabled -

Infected Device Prevention and Blocking -

IMPORTANT! Items marked as Yes on the Router Security Assessment
page is considered to be at a safe status. tems marked as No, Weak, or
Very Weak is highly recommended to be configured accordingly.

4. (Optional) From the Router Security Assessment page,
manually configure the items marked as No, Weak, or Very
Weak. To do this:

a. Clickan item.

NOTE: When you click an item, the utility forwards you to the item’s
setting page.

b. From the item’s security settings page, configure and make
the necessary changes and click Apply when done.

¢. Go back to the Router Security Assessment page and click
Close to exit the page.

5. To automatically configure the security settings, click Secure
Your Router.

6. When a message prompt appears, click OK.



Malicious Sites Blocking

This feature restricts access to known malicious websites in the
cloud database for an always-up-to-date protection.

NOTE: This function is automatically enabled if you run the Router
Weakness Scan.

To enable Malicious Sites Blocking:
1. From the navigation panel, go to General > AiProtection.

2. From the AiProtection main page, click on Network
Protection.

3. From the Malicious Sites Blocking pane, click ON.

Two-Way IPS

Two-Way IPS (Intrusion Prevention System) protects your router
from network attacks by both blocking malicious incoming
packets and detecting suspicious outgoing packets.

NOTE: This function is automatically enabled if you run the Router
Weakness Scan.

To enable Two-Way IPS:
1. From the navigation panel, go to General > AiProtection.

2. From the AiProtection main page, click on Network
Protection.

3. From the Two-Way IPS pane, click ON.

27
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Infected Device Prevention and Blocking

This feature prevents infected devices from communicating
personal information or infected status to external parties.

NOTE: This function is automatically enabled if you run the Router
Weakness Scan.

To enable Infected Device Prevention and Blocking:
1. From the navigation panel, go to General > AiProtection.

2. From the AiProtection main page, click on Network
Protection.

3. From the Infected Device Prevention and Blocking pane,
click ON.

To configure Alert Preference:

1. From the Infected Device Prevention and Blocking pane,
click Alert Preference.

2. Select or key in the e-mail provider, e-mail account, and
password then click Apply.



3.3.2 Setting up Parental Controls

Parental Control allows you to control the Internet access time or
set the time limit for a client’s network usage.

To go to the Parental Controls main page:
1. From the navigation panel, go to General > AiProtection.

2. From the AiProtection main page, click on the Parental
Controls tab.

29



30

Web & Apps Filters

Web & Apps Filters is a feature of Parental Controls that allows
you to block access to unwanted web sites or applications.

To configure Web & Apps Filters:
1. From the navigation panel, go to General > AiProtection.

2. From the AiProtection main page, click on the Parental
Controls icon to go to the Parental Controls tab.

3. From the Enable Web & Apps Filters pane, click ON.

4. When the End Users License Agreement (EULA) message
prompt appears, click | agree to continue.

5. From the Client List column, select or key in the client’s name
from the drop down list box.

6. From the Content Category column, select the filters from
the four main categories: Adult, Instant Message and
Communication, P2P and File Transfer, and Streaming and
Entertainment.

7. Click B to add the client’s profile.
8. Click Apply to save the settings.



3.4 Using the Traffic Manager

3.4.1 Managing QoS (Quality of Service) Bandwidth

Quality of Service (QoS) allows you to set the bandwidth priority
and manage network traffic.

To set up bandwidth priority:
1. From the navigation panel, go to General > QoS> QoS tab.

2. Click ON to enable QoS. Fill in the upload and download
bandwidth fields.

NOTE: Get the bandwidth information from your ISP.

3. Click Save.

NOTE: The User Specify Rule List is for advanced settings. If you want
to prioritize specific network applications and network services, select
User-defined QoS rules or User-defined Priority from the drop-down
list on the upper-right corner.

31
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4. On the user-defined QoS rules page, there are four default

online service types — web surf, HTTPS and file transfers.

Select your preferred service, fill in the Source IP or MAC,
Destination Port, Protocol, Transferred and Priority, then
click Apply. The information will be configured in the QoS rules
screen.

NOTES:

To fill in the source IP or MAC, you can:
a) Entera specific IP address, such as "192.168.122.1".

b) Enter IP addresses within one subnet or within the same IP
pool, such as“192.168.123.*, or“192.168.**"

c¢) Enterall IP addresses as“*.*.*.*" or leave the field blank.

d) The format for the MAC address is six groups of two
hexadecimal digits, separated by colons (:), in transmission
order (e.g. 12:34:56:aa:bc:ef)

For source or destination port range, you can either:
a) Entera specific port, such as“95".

b) Enter ports within a range, such as“103:315" “>100", or
“<65535".

The Transferred column contains information about the upstream
and downstream traffic (outgoing and incoming network traffic) for
one section. In this column, you can set the network traffic limit (in
KB) for a specific service to generate specific priorities for the service
assigned to a specific port. For example, if two network clients, PC
1and PC 2, are both accessing the Internet (set at port 80), but PC 1
exceeds the network traffic limit due to some downloading tasks, PC
1 will have a lower priority. If you do not want to set the traffic limit,
leave it blank.



5. On the User-defined Priority page, you can prioritize the

network applications or devices into five levels from the user-
defined QoS rules’ dropdown list. Based on priority level, you
can use the following methods to send data packets:

+ Change the order of upstream network packets that are sent
to the Internet.

« Under Upload Bandwidth table, set Minimum Reserved
Bandwidth and Maximum Bandwidth Limit for multiple
network applications with different priority levels. The
percentages indicate the upload bandwidth rates that are
available for specified network applications.

NOTES:

Low-priority packets are disregarded to ensure the transmission of
high-priority packets.

Under Download Bandwidth table, set Maximum Bandwidth
Limit for multiple network applications in corresponding order.
The higher priority upstream packet will cause the higher priority
downstream packet.

If there are no packets being sent from high-priority applications, the
full transmission rate of the Internet connection is available for low-
priority packets.

Set the highest priority packet. To ensure a smooth online
gaming experience, you can set ACK, SYN, and ICMP as the
highest priority packet.

NOTE: Ensure to enable QoS first and set up the upload and download
rate limits.
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4 Configuring the Advanced
Settings
4.1 Wireless

4.1.1 General

The General tab allows you to configure the basic wireless
settings.

General WPS WDS  Wireless MAC Filter  RADIUS Setting  Professional Roaming Block List
General

@3 NetWpEchIap Wireless - General

W Aimesh Set up the wireless related information below.
3 ON
&4 Guest Network
Sm Tri-Band Smart Connect (2.4GHz, 5GHz-1 and SGHz-2) ¥
[g) Aierotection
Network Name (SSID) 00000000johnny
A .
() adaptive gos Hide SSID ®ves ONo
L. Trafiic Analyzer i ode Auto ¥

= Auto v
@J uSB Application
O3 Aicloud 2.0

Advanced Settings

TN wiretess ‘
@] tan

@ wan

To configure the basic wireless settings:

1. From the navigation panel, go to Advanced Settings >
Wireless > General tab.

2. Select 2.4GHz or 5GHz as the frequency band for your wireless
network.

3. Assign a unique name containing up to 32 characters for your
SSID (Service Set Identifier) or network name to identify your
wireless network. Wi-Fi devices can identify and connect to
the wireless network via your assigned SSID. The SSIDs on the
information banner are updated once new SSIDs are saved to
the settings.



NOTE: You can assign unique SSIDs for the 2.4 GHz and 5GHz frequency
bands.

4. In the Hide SSID field, select Yes to prevent wireless devices
from detecting your SSID. When this function is enabled, you
would need to enter the SSID manually on the wireless device
to access the wireless network.

5. Select any of these wireless mode options to determine the
types of wireless devices that can connect to your wireless
router:

+ Auto: Select Auto to allow 802.11AC, 802.11n, 802.11g, and
802.11b devices to connect to the wireless router.

« Legacy: Select Legacy to allow 802.11b/g/n devices to
connect to the wireless router. Hardware that supports
802.11n natively, however, will only run at a maximum speed
of 54Mbps.

+ N only: Select N only to maximize wireless N performance.
This setting prevents 802.11g and 802.11b devices from
connecting to the wireless router.

6. Select any of these channel bandwidth to accommodate higher
transmission speeds:

40MHz: Select this bandwidth to maximize the wireless
throughput.

20MHz (default): Select this bandwidth if you encounter some
issues with your wireless connection.

7. Select the operating channel for your wireless router. Select
Auto to allow the wireless router to automatically select the
channel that has the least amount of interference.

8. Select any of these authentication methods:

« Open System: This option provides no security.

+ Shared Key: You must use WEP encryption and enter at least
one shared key.
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- WPA/WPA2 Personal/WPA Auto-Personal: This option
provides strong security. You can use either WPA (with
TKIP) or WPA2 (with AES). If you select this option, you must
use TKIP + AES encryption and enter the WPA passphrase
(network key).

« WPA/WPA2 Enterprise/WPA Auto-Enterprise: This option
provides very strong security. It is with integrated EAP server
or an external RADIUS back-end authentication server.

 Radius with 802.1x

NOTE: Your wireless router supports the maximum transmission rate
of 54Mbps when the Wireless Mode is set to Auto and encryption
method is WEP or TKIP.

9. Select any of these WEP (Wired Equivalent Privacy) Encryption
options for the data transmitted over your wireless network:

- Off: Disables WEP encryption

+ 64-bit: Enables weak WEP encryption

+ 128-bit: Enables improved WEP encryption
10.When done, click Apply.


10.When

4.1.2 WPS

WPS (Wi-Fi Protected Setup) is a wireless security standard that
allows you to easily connect devices to a wireless network. You
can configure the WPS function via the PIN code or WPS button.

NOTE: Ensure that the devices support WPS.
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To enable WPS on your wireless network:

1. From the navigation panel, go to Advanced Settings >
Wireless > WPS tab.

2. In the Enable WPS field, move the slider to ON.
3. WPS uses 2.4GHz by default. If you want to change the

frequency to 5GHz, turn OFF the WPS function, click Switch
Frequency in the Current Frequency field, and turn WPS ON

again.
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NOTE: WPS supports authentication using Open System, WPA-Personal,
and WPA2-Personal. WPS does not support a wireless network that uses
a Shared Key, WPA-Enterprise, WPA2-Enterprise, and RADIUS encryption
method.

3. Inthe WPS Method field, select Push Button or Client PIN
code. If you select Push Button, go to step 4. If you select
Client PIN code, go to step 5.

4. To set up WPS using the router’s WPS button, follow these
steps:
a.Click Start or press the WPS button found at the rear of the
wireless router.

b.Press the WPS button on your wireless device. This is
normally identified by the WPS logo.

NOTE: Check your wireless device or its user manual for the location of
the WPS button.

c. The wireless router will scan for any available WPS devices.
If the wireless router does not find any WPS devices, it will
switch to standby mode.

5. To set up WPS using the Client’s PIN code, follow these steps:

a.Locate the WPS PIN code on your wireless device’s user
manual or on the device itself.

b.Key in the Client PIN code on the text box.

c. Click Start to put your wireless router into WPS survey mode.
The router’s LED indicators quickly flash three times until the
WPS setup is completed.



4.1.3 Bridge

Bridge or WDS (Wireless Distribution System) allows your ASUS
wireless router to connect to another wireless access point
exclusively, preventing other wireless devices or stations to access
your ASUS wireless router. It can also be considered as a wireless
repeater where your ASUS wireless router communicates with
another access point and other wireless devices.
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To set up the wireless bridge:

1. From the navigation panel, go to Advanced Settings >
Wireless > WDS tab.

2. Select the frequency band for the wireless bridge.

3. Inthe AP Mode field, select any of these options:
« AP Only: Disables the Wireless Bridge function.

« WDS Only: Enables the Wireless Bridge feature but prevents
other wireless devices/stations from connecting to the
router.
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+ HYBRID: Enables the Wireless Bridge feature and allows
other wireless devices/stations to connect to the router.

NOTE: In Hybrid mode, wireless devices connected to the ASUS wireless
router will only receive half the connection speed of the Access Point.

4. In the Connect to APs in list field, click Yes if you want to
connect to an Access Point listed in the Remote AP List.

5. In the Control Channel field, select the operating channel
for the wireless bridge. Select Auto to allow the router to
automatically select the channel with the least amount of
interference.

NOTE: Channel availability varies per country or region.

6. On the Remote AP List, key in a MAC address and click the Add
button to enter the MAC address of other available Access
Points.

NOTE: Any Access Point added to the list should be on the same Control
Channel as the ASUS wireless router.

7. Click Apply.



4.1.4 Wireless MAC Filter

Wireless MAC filter provides control over packets transmitted to
a specified MAC (Media Access Control) address on your wireless

network.
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To set up the Wireless MAC filter:
1. From the navigation panel, go to Advanced Settings >
Wireless > Wireless MAC Filter tab.
2. Tick Yes in the Enable Mac Filter field.
3. In the MAC Filter Mode dropdown list, select either Accept or
Reject.
« Select Accept to allow devices in the MAC filter list to access
to the wireless network.
« Select Reject to prevent devices in the MAC filter list to
access to the wireless network.

4. On the MAC filter list, click the Add £&J) button and key in the
MAC address of the wireless device.

5. Click Apply.
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4.1.5 RADIUS Setting

RADIUS (Remote Authentication Dial In User Service) Setting
provides an extra layer of security when you choose WPA-
Enterprise, WPA2-Enterprise, or Radius with 802.1x as your
Authentication Mode.
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To set up wireless RADIUS settings:

1. Ensure that the wireless router’s authentication mode is set to
WPA-Enterprise, WPA2-Enterprise, or Radius with 802.1x.

NOTE: Please refer to section 4.1.1 General section for configuring your
wireless router’s Authentication Mode.

2. From the navigation panel, go to Advanced Settings >
Wireless > RADIUS Setting.

3. Select the frequency band.

4. In the Server IP Address field, key in your RADIUS server’s [P
Address.

5. In the Connection Secret field, assign the password to access
your RADIUS server.

6. Click Apply.



4.1.6 Professional

The Professional screen provides advanced configuration options.

NOTE: We recommend that you use the default values on this page.
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In the Professional Settings screen, you can configure the
following:
« Frequency: Select the frequency band that the professional
settings will be applied to.
- Enable Radio: Select Yes to enable wireless networking.
Select No to disable wireless networking.

« Enable wireless scheduler: You can choose clock format as
24-hour or 12-hour. The color in the table indicates Allow or
Deny. Click each frame to change the settings of the hour of
the weekdays and click OK when done.
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Set AP isolated: The Set AP isolated item prevents wireless
devices on your network from communicating with each
other. This feature is useful if many guests frequently join or
leave your network. Select Yes to enable this feature or select
No to disable.

Multicast rate (Mbps): Select the multicast transmission
rate or click Disable to switch off simultaneous single
transmission.

Preamble Type: Preamble Type defines the length of time
that the router spent for CRC (Cyclic Redundancy Check). CRC
is a method of detecting errors during data transmission.
Select Short for a busy wireless network with high network
traffic. Select Long if your wireless network is composed of
older or legacy wireless devices.



RTS Threshold: Select a lower value for RTS (Request to
Send) Threshold to improve wireless communicationin a
busy or noisy wireless network with high network traffic and
numerous wireless devices.

DTIM Interval: DTIM (Delivery Traffic Indication Message)
Interval or Data Beacon Rate is the time interval before a
signal is sent to a wireless device in sleep mode indicating
that a data packet is awaiting delivery. The default value is
three milliseconds.

Beacon Interval: Beacon Interval is the time between one
DTIM and the next. The default value is 100 milliseconds.
Lower the Beacon Interval value for an unstable wireless
connection or for roaming devices.

Enable TX Bursting: Enable TX Bursting improves
transmission speed between the wireless router and 802.11g
devices.

Enable WMM APSD: Enable WMM APSD (Wi-Fi Multimedia
Automatic Power Save Delivery) to improve power
management between wireless devices. Select Disable to
switch off WMM APSD.
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4.2 LAN
4.2.1 LANIP

The LAN IP screen allows you to modify the LAN IP settings of your
wireless router.

NOTE: Any changes to the LAN IP address will be reflected on your
DHCP settings.
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To modify the LAN IP settings:

1. From the navigation panel, go to Advanced Settings > LAN >
LAN IP tab.

2. Modify the IP address and Subnet Mask.
3. When done, click Apply.



4.2.2 DHCP Server

Your wireless router uses DHCP to assign IP addresses
automatically on your network. You can specify the IP address
range and lease time for the clients on your network.
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To configure the DHCP server:

1.

From the navigation panel, go to Advanced Settings > LAN >
DHCP Server tab.

2. In the Enable the DHCP Server field, tick Yes.
3. In the Domain Name text box, enter a domain name for the

wireless router.

In the IP Pool Starting Address field, key in the starting IP
address.

In the IP Pool Ending Address field, key in the ending IP
address.

In the Lease Time field, specify in seconds when an assigned
IP address will expire. Once it reaches this time limit, the DHCP
server will then assign a new IP address.
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NOTES:

We recommend that you use an IP address format of 192.168.1.xxx
(where xxx can be any number between 2 and 254) when specifying
an IP address range.

An IP Pool Starting Address should not be greater than the IP Pool
Ending Address.

In the DNS and Server Settings section, key in your DNS
Server and WINS Server IP address if needed.

Your wireless router can also manually assign IP addresses to
devices on the network. On the Enable Manual Assignment
field, choose Yes to assign an IP address to specific MAC
addresses on the network. Up to 32 MAC Addresses can be
added to the DHCP list for manual assignment.


192.168.1.xxx

4.2.3 Route

If your network makes use of more than one wireless router, you
can configure a routing table to share the same Internet service.

NOTE: We recommend that you do not change the default route
settings unless you have advanced knowledge of routing tables.
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To configure the LAN Routing table:

1. From the navigation panel, go to Advanced Settings > LAN >
Route tab.

2. On the Enable static routes field, choose Yes.

3. On the Static Route List, enter the network information of
other access points or nodes. Click the Add &) or Delete E]
button to add or remove a device on the list.

4. Click Apply.
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4.2.4 IPTV

The wireless router supports connection to IPTV services through
an ISP or a LAN. The IPTV tab provides the configuration settings
needed to set up IPTV, VoIP, multicasting, and UDP for your
service. Contact your ISP for specific information regarding your

service.
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4.3 WAN

4.3.1 Internet Connection

The Internet Connection screen allows you to configure the
settings of various WAN connection types.
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To configure the WAN connection settings:

1. From the navigation panel, go to Advanced Settings > WAN >
Internet Connection tab.

2. Configure the following settings below. When done, click

Apply.

« WAN Connection Type: Choose your Internet Service
Provider type. The choices are Automatic IP, PPPoE, PPTP,
L2TP or fixed IP. Consult your ISP if the router is unable
to obtain a valid IP address or if you are unsure the WAN
connection type.

. Enable WAN: Select Yes to allow the router Internet access.
Select No to disable Internet access.
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Enable NAT: NAT (Network Address Translation) is a system
where one public IP (WAN IP) is used to provide Internet
access to network clients with a private IP address in a LAN.
The private IP address of each network client is saved in a NAT
table and is used to route incoming data packets.

Enable UPnP: UPnP (Universal Plug and Play) allows several
devices (such as routers, televisions, stereo systems, game
consoles, and cellular phone), to be controlled via an IP-based
network with or without a central control through a gateway.
UPNP connects PCs of all form factors, providing a seamless
network for remote configuration and data transfer. Using
UPnP, a new network device is discovered automatically.
Once connected to the network, devices can be remotely
configured to support P2P applications, interactive gaming,

video conferencing, and web or proxy servers. Unlike Port
forwarding, which involves manually configuring port
settings, UPnP automatically configures the router to accept
incoming connections and direct requests to a specific PC on
the local network.

Connect to DNS Server: Allows this router to get the DNS
IP address from the ISP automatically. A DNS is a host on
the Internet that translates Internet names to numeric IP
addresses.

Authentication: This item may be specified by some ISPs.
Check with your ISP and fill them in if required.

Host Name: This field allows you to provide a host name for
your router. It is usually a special requirement from your ISP.

If your ISP assigned a host name to your computer, enter the
host name here.



MAC Address: MAC (Media Access Control) address is a
unique identifier for your networking device. Some ISPs
monitor the MAC address of networking devices that connect
to their service and reject any unrecognized device that
attempt to connect. To avoid connection issues due to an
unregistered MAC address, you can:

« Contact your ISP and update the MAC address associated

with your ISP service.

« Clone or change the MAC address of the ASUS wireless router

to match the MAC address of the previous networking device
recognized by the ISP.
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4.3.2 Port Trigger

Port range triggering opens a predetermined incoming port for a
limited period of time whenever a client on the local area network
makes an outgoing connection to a specified port. Port triggering
is used in the following scenarios:

+ More than one local client needs port forwarding for the
same application at a different time.

« An application requires specific incoming ports that are
different from the outgoing ports.
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To set up Port Trigger:

1. From the navigation panel, go to Advanced Settings > WAN >
Port Trigger tab.

2. Configure the following settings below. When done, click
Apply.
« Enable Port Trigger: Choose Yes to enable Port Trigger.
+  Well-Known Applications: Select popular games and web
services to add to the Port Trigger List.

« Description: Enter a short name or description for the service.



Trigger Port: Specify a trigger port to open the incoming
port.

Protocol: Select the protocol, TCP, or UDP.

Incoming Port: Specify an incoming port to receive inbound
data from the Internet.

NOTES:

When connecting to an IRC server, a client PC makes an outgoing
connection using the trigger port range 66660-7000. The IRC server
responds by verifying the username and creating a new connection
to the client PC using an incoming port.

If Port Trigger is disabled, the router drops the connection because
it is unable to determine which PC is requesting for IRC access.
When Port Trigger is enabled, the router assigns an incoming port to
receive the inbound data. This incoming port closes once a specific
time period has elapsed because the router is unsure when the
application has been terminated.

Port triggering only allows one client in the network to use a
particular service and a specific incoming port at the same time.

You cannot use the same application to trigger a port in more than
one PC at the same time. The router will only forward the port back
to the last computer to send the router a request/trigger.
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4.3.3 Virtual Server/Port Forwarding

Port forwarding is a method to direct network traffic from the
Internet to a specific port or a specific range of ports to a device
or number of devices on your local network. Setting up Port
Forwarding on your router allows PCs outside the network to
access specific services provided by a PC in your network.

NOTE: When port forwarding is enabled, the ASUS router blocks
unsolicited inbound traffic from the Internet and only allows replies
from outbound requests from the LAN. The network client does not
have access to the Internet directly, and vice versa.
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To set up Port Forwarding:

1. From the navigation panel, go to Advanced Settings > WAN >
Virtual Server / Port Forwarding tab.

2. Slide the bar to ON to enable Port Forwarding, then click Add
Profile. After configuring the following settings, click OK.



Famous Server List Please select

Famous Game List Please select

Service Name | | * Optional

Protocol

External Port

Internal Port | | Optional
Internal IP Address | n

Source IP |+ Optional

IP address from the internel, input the IP addn want to specify

Cancel

Famous Server List: Determine which type of service you
want to access.

Famous Game List: This item lists ports required for popular
online games to work correctly.

Service Name: Enter a service name.
Protocol: Select the protocol. If you are unsure, select BOTH.
External Port: Accept the following formats:

",

1) A port range using a colon “"in the middle to specify the
upper and lower limits of the range, such as 300:350;

un

2) Individual port numbers using a comma®’to separate
them, such as 566, 789;

3) A Mix of port ranges and individual ports, using colons”:
and commas ", such as 1015:1024, 3021.

Internal Port: Enter a specific port to receive forwarded
packets. Leave this field blank if you want the incoming
packets to be redirected to the specified port range.
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Internal IP Address: Key in the client’s LAN IP address.

Source IP: If you want to open your port to a specific IP
address from the Internet, input the IP address you want to
give access to in this field.

NOTE: Use a static IP address for the local client to make port forwarding
work properly. Refer to section 4.2 LAN for information.

To check if Port Forwarding has been configured successfully:

Ensure that your server or application is set up and running.

You will need a client outside your LAN but has Internet
access (referred to as “Internet client”). This client should not
be connected to the ASUS router.

On the Internet client, use the router’s WAN IP to access the
server. If port forwarding has been successful, you should be
able to access the files or applications.

Differences between port trigger and port forwarding:

Port triggering will work even without setting up a specific
LAN IP address. Unlike port forwarding, which requires a
static LAN IP address, port triggering allows dynamic port
forwarding using the router. Predetermined port ranges are
configured to accept incoming connections for a limited
period of time. Port triggering allows multiple computers
to run applications that would normally require manually
forwarding the same ports to each PC on the network.

Port triggering is more secure than port forwarding since the
incoming ports are not open all the time. They are opened
only when an application is making an outgoing connection
through the trigger port.



4.3.4 DMZ

Virtual DMZ exposes one client to the Internet, allowing this
client to receive all inbound packets directed to your Local Area
Network.

Inbound traffic from the Internet is usually discarded and routed
to a specific client only if port forwarding or a port trigger has
been configured on the network. In a DMZ configuration, one
network client receives all inbound packets.

Setting up DMZ on a network is useful when you need incoming
ports open or you want to host a domain, web, or e-mail server.

CAUTION: Opening all the ports on a client to the Internet makes the
network vulnerable to outside attacks. Please be aware of the security
risks involved in using DMZ.

To set up DMZ:

1. From the navigation panel, go to Advanced Settings > WAN >
DMZ tab.

2. Configure the setting below. When done, click Apply.

« IP address of Exposed Station: Key in the client’s LAN IP
address that will provide the DMZ service and be exposed
on the Internet. Ensure that the server client has a static IP
address.

To remove DMZ:

1. Delete the client’s LAN IP address from the IP Address of
Exposed Station text box.

2. When done, click Apply.
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4.3.5 DDNS

Setting up DDNS (Dynamic DNS) allows you to access the router
from outside your network through the provided ASUS DDNS
Service or another DDNS service.
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To set up DDNS:
1. From the navigation panel, go to Advanced Settings > WAN >
DDNS tab.
2. Configure the following settings below. When done, click
Apply.
+ Enable the DDNS Client: Enable DDNS to access the ASUS
router via the DNS name rather than WAN IP address.

« Server and Host Name: Choose ASUS DDNS or other DDNS.
If you want to use ASUS DDNS, fill in the Host Name in the
format of xxx.asuscomm.com (xxx is your host name).

« If youwant to use a different DDNS service, click FREE TRIAL
and register online first. Fill in the User Name or E-mail
Address and Password or DDNS Key fields.


xxx.asuscomm.com

+ Enable wildcard: Enable wildcard if your DDNS service
requires one.

NOTES:
DDNS service will not work under these conditions:

«  When the wireless router is using a private WAN IP address (192.168.
x.X, 10.x.x.x, or 172.16.x.x), as indicated by a yellow text.

«  Therouter may be on a network that uses multiple NAT tables.

4.3.6 NAT Passthrough

NAT Passthrough allows a Virtual Private Network (VPN)
connection to pass through the router to the network clients.
PPTP Passthrough, L2TP Passthrough, IPsec Passthrough and RTSP
Passthrough are enabled by default.

To enable / disable the NAT Passthrough settings, go to the
Advanced Settings > WAN > NAT Passthrough tab. When done,
click Apply.

SSUS  ZenWiFi AC Mini English

g Quick Internet 0.0.4.386 33421 SSID: e
N setup

Internet Connection  Port Trigger  Virtual Server / Port Forwarding  DMZ ~ DDNS | NAT Passthrough
General

€ Network Map WAN - NAT Passthrough

% Amesh Enable NAT Passthrough to alilow a Virtual Private Network (VPN) connection to pass through the router to the network cients.
S PPTR Passthrough Enable

e Guest Network

L2TP Passthrough Enable

[g) Awrotection

1PSec Passthrough Enable

) aos

RTSP Passthrough Enable

Advanced Settings H.323 Passthrough Enable

[3) wircless SIP Passthrough Enable

PPPOE Relay Disable
] an

FTP ALG Port | 2021
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44 |Pv6

This wireless router supports IPv6 addressing, a system that
supports more IP addresses. This standard is not yet widely
available. Contact your ISP if your Internet service supports IPv6.

NSUS  ZenWiFr AC Mint

General

@) Network Map Configure the IPVE Internet setting of ZenWIFi AC Mini

1Pv6 FAQ
W8 AiMesh e

g Guest Network Gonnection type:

[g) Awrotection

() gos

To set up IPv6:
1. From the navigation panel, go to Advanced Settings > IPv6.

2. Select your Connection Type. The configuration options vary
depending on your selected connection type.

3. Enter your IPv6 LAN and DNS settings.
4. Click Apply.

NOTE: Please refer to your ISP regarding specific IPv6 information for
your Internet service.




4.5 Firewall

The wireless router can serve as a hardware firewall for your
network.

NOTE: The Firewall feature is enabled by default.

4.,5.1 General

To set up basic Firewall settings:

1. From the navigation panel, go to Advanced Settings >
Firewall > General tab.

2. On the Enable Firewall field, select Yes.

3. On the Enable DoS protection, select Yes to protect your
network from DoS (Denial of Service) attacks though this may
affect your router’s performance.

4. You can also monitor packets exchanged between the LAN
and WAN connection. On the Logged packets type, select
Dropped, Accepted, or Both.

5. Click Apply.

4.5.2 URL Filter

You can specify keywords or web addresses to prevent access to
specific URLs.

NOTE: The URL Filter is based on a DNS query. If a network client has
already accessed a website such as http://www.abcxxx.com, then the
website will not be blocked (a DNS cache in the system stores previously
visited websites). To resolve this issue, clear the DNS cache before
setting up the URL Filter.
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To set up a URL filter:

1. From the navigation panel, go to Advanced Settings >
Firewall > URL Filter tab.

2. On the Enable URL Filter field, select Enabled.
3. Enter a URL and click the button.
4. Click Apply.

4.5.3 Keyword filter

Keyword filter blocks access to webpages containing specified
keywords.

/SUS ZenWiFi AC Mini Logout

L Quick Tnternet Operation Mode: Wireless rauter Fi
K Setup

General  URL Filter | Keyword Filter  Networ
General

&) networ map Firewall - Keyword Filter

P AiMesh Keyword Filter aliows you to block the chients! access to webpages eontaining the specified keywords,

i Guest Network

° use HTTF comprassion fechnology cannot be fifered. Ses here for more details.
3] Aiprotection

@

) Qo5

Enable Keyword Fiter ® Erabied O pissbied

‘Keyword Filter List (Max Limit : 64)

Weyword Fiter List

To set up a keyword filter:

1. From the navigation panel, go to Advanced Settings >
Firewall > Keyword Filter tab.

2. On the Enable Keyword Filter field, select Enabled.



3. Enter a word or phrase and click the Add button.
4. Click Apply.

NOTES:

+ The Keyword Filter is based on a DNS query. If a network client has
already accessed a website such as http://www.abcxxx.com, then
the website will not be blocked (a DNS cache in the system stores
previously visited websites). To resolve this issue, clear the DNS cache
before setting up the Keyword Filter.

«  Web pages compressed using HTTP compression cannot be filtered.
HTTPS pages also cannot be blocked using a keyword filter.

4.5.4 Network Services Filter

The Network Services Filter blocks LAN to WAN packet exchanges
and restricts network clients from accessing specific web services
such as Telnet or FTP.

LA tn WAN pcket errhanges and resiricts devices, fom Laing specifc netac
the deniee 0 s the Injomes servce. key in 50 n e destinaion pore. The affc hat

Advanced Settings

B wesea

] an

48 wan

Add 1 Dalete

®

Manusi | UBily | Prociuct Regietmtion | Fasdback  FAQ
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To set up a Network Service filter:

1. From the navigation panel, go to Advanced Settings >
Firewall > Network Service Filter tab.

2. On the Enable Network Services Filter field, select Yes.

3. Select the Filter table type. Black List blocks the specified
network services. White List limits access to only the specified
network services.

4. Specify the day and time when the filters will be active.

5. To specify a Network Service to filter, enter the Source IP,
Destination IP, Port Range, and Protocol. Click the button.

6. Click Apply.



4.6 Administration

4.6.1 Operation Mode

The Operation Mode page allows you to select the appropriate
mode for your network.

/SUS  ZenWiFT AC Mint
s Quick Intemet Operation Made: Wi

K Setup

Operation Mode  System  Firmuw:
General

&) network Map Administration - Operation Mode

P, AiMesh ZenWWiFi AC Mini supports several aperation modes to mest different requirements. Please seiect the mode that match your
i situsfion.

k
G e e  Wireless router mode { AiMesh Router mode (Default)

® Access Point{AP) mode / AiMesh Router in AP mode.
® Repeater mode.

) qos ® Media Bridge

# AiMesh Node

) Awrotecton

Advanced Settings

[ wireless

@] un

@ wan

8. Amazon Alexa
i v

E ven

W Frewall

To set up the operating mode:

1. From the navigation panel, go to Advanced Settings >
Administration > Operation Mode tab.

2. Select any of these operation modes:

« Wireless router mode (default): In wireless router mode,
the wireless router connects to the Internet and provides
Internet access to available devices on its own local network.

+ Repeater mode: This mode turns the router into a wireless
repeater to extend the range of your signal.

+ Access Point mode: In this mode, the router creates a new
wireless network on an existing network.

3. Click Save.

NOTE: The router will reboot when you change the modes.
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4.6.2 System

The System page allows you to configure your wireless router
settings.
To set up the System settings:

1.

From the navigation panel, go to Advanced Settings >
Administration > System tab.

You can configure the following settings:

Change router login password: You can change the
password and login name for the wireless router by entering
a new name and password.

+ USB setting: You can Enable HDD Hibernation and change

USB mode.

+ WPS button behavior: The physical WPS button on the

wireless router can be used to activate WPS.
Time Zone: Select the time zone for your network.

NTP Server: The wireless router can access a NTP (Network
time Protocol) server in order to synchronize the time.

Network Monitoring: You can enable DNS Query to check
Resolve Hostname and Resolved IP Addresses, or enable
Ping, then check your Ping Target.

« Auto Logout: You can set the time of auto-logout.
- Enable WAN down browser redirect notice: This feature

allows the browser to display a warning page when the
router is disconnected from Internet. When disabled, the
warning page will not appear.

Enable Telnet: Click Yes to enable Telnet services on the
network. Click No to disable Telnet.

Authentication Method: You can select HTTP, HTTPS, or
both protocols to secure router access.

Enable Reboot Scheduler: When enabled, you can set the
Date to Reboot and Time of Day to Reboot.

« Enable Web Access from WAN: Select Yes to allow devices

outside the network to access the wireless router GUI
settings. Select No to prevent access.

« Enable Access Restrictions: Click Yes if you want to specify



the IP addresses of devices that are allowed to access to the
wireless router GUI settings from WAN/LAN.

« Service: This feature allows you to configure Enable Telnet/
Enable SSH/SSH Port/Allow Password Login/Authorized
Keys/Idle Timeout.

3. Click Apply.
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4.6.3 Firmware Upgrade

NOTE: Download the latest firmware from the ASUS website at
http://www.asus.com.

To upgrade the firmware:

1. From the navigation panel, go to Advanced Settings >
Administration > Firmware Upgrade tab.

2. In the New Firmware File field, click Browse to locate the
downloaded file.

3. Click Upload.

NOTES:

«  When the upgrade process is complete, wait for some time for the
system to reboot.

« Ifthe upgrade process fails, the wireless router automatically enters
rescue mode and the power LED indicator on the front panel starts
flashing slowly. To recover or restore the system, refer to section 5.2
Firmware Restoration.

4.6.4 Restore/Save/Upload Setting

To restore/save/upload wireless router settings:

1. From the navigation panel, go to Advanced Settings >
Administration > Restore/Save/Upload Setting tab.

2. Select the tasks that you want to do:

« To restore to the default factory settings, click Restore, and
click OK in the confirmation message.

« To save the current system settings, click Save, navigate to
the folder where you intend to save the file and click Save.

« To restore from a saved system settings file, click Browse to
locate your file, then click Upload.

If issues occur, upload the latest firmware version and configure new
settings. Do not restore the router to its default settings.



http://www.asus.com

4.7 System Log

System Log contains your recorded network activities.

NOTE: System log resets when the router is rebooted or powered off.

To view your system log:

1. From the navigation panel, go to Advanced Settings > System

Log.

2. You can view your network activities in any of these tabs:

« [Pv6

[ Quick Intemet
N setup

General
1,;1_"5 Netwark Map
% AIMesh
G Guest Network
(g miprotaction
) qos

Advaneed Settings
[',-_T')\ Wireless
[] Lan
{8 wan
oH8i. Amazon Alexa
@D eve
E2 ven
W Frewan

g Administration
i}

B e

£21 metwork Tools

General Log
DHCP Leases
Wireless Log
Port Forwarding
Routing Table

Connections

English

Routing Table

System Log - General Log

This pisge shaws the detailed sysients acilvities

Systemn Time Fri, Oct 30 10:16:01 2020

Uiptime dlays 22 hourts) 22 minuse{s} ) seconds.

Remale Log Server

Remae Log Server Port

Menus! | Uity | Product Regietrstion | Fesdback
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5 Utilities

NOTES:

Download and install the wireless router's utilities from the ASUS
website:

« Device Discovery v1.4.7.1 at http://dlcdnet.asus.com/pub/ASUS/
LiveUpdate/Release/Wireless/Discovery.zip

Firmware Restoration v1.9.0.4 at http://dlcdnet.asus.com/pub/
ASUS/LiveUpdate/Release/Wireless/Rescue.zip

+  Windows Printer Utility v1.0.5.5 at http://dlcdnet.asus.com/pub/
ASUS/LiveUpdate/Release/Wireless/Printer.zip

The utilities are not supported on MAC OS.

5.1 Device Discovery

Device Discovery is an ASUS WLAN utility that detects an ASUS
wireless router device, and allows you to configure the wireless
networking settings.

To launch the Device Discovery utility:

« From your computer’s desktop, click

Start > All Programs > ASUS Utility > Wireless Router >
Device Discovery.

NOTE: When you set the router to Access Point mode, you need to use
Device Discovery to get the router’s IP address.



http://dlcdnet.asus.com/pub/ASUS/LiveUpdate/Release/Wireless/Discovery.zip
http://dlcdnet.asus.com/pub/ASUS/LiveUpdate/Release/Wireless/Discovery.zip
http://dlcdnet.asus.com/pub/ASUS/LiveUpdate/Release/Wireless/Rescue.zip
http://dlcdnet.asus.com/pub/ASUS/LiveUpdate/Release/Wireless/Rescue.zip
http://dlcdnet.asus.com/pub/ASUS/LiveUpdate/Release/Wireless/Printer.zip
http://dlcdnet.asus.com/pub/ASUS/LiveUpdate/Release/Wireless/Printer.zip

6 Troubleshooting

This chapter provides solutions for issues you may encounter with
your router. If you encounter problems that are not mentioned in
this chapter, visit the ASUS support site at:
https.//www.asus.com/support/ for more product information
and contact details of ASUS Technical Support.

6.1 Basic Troubleshooting

If you are having problems with your router, try these basic steps
in this section before looking for further solutions.

Upgrade Firmware to the latest version.

1. Launch the Web GUI. Go to Advanced Settings >
Administration > Firmware Upgrade tab. Click Check to
verify if the latest firmware is available.

SESUS  ZenWik AC Mini
uick Internet
LS i
Genecal
) Wetwork Map
P aimesn

Eigp cues networic
e ausomatically. The LED signals at the

a3
[E}I AiProtection 2 i L uch 8 85US DownoaD COmar in dewniaad ASUS Deviee

3 qos

Advanced Seitings

[3) wirelass

2. If the latest firmware is available, visit the ASUS global website
at https://www.asus.com/Networking-loT-Servers/Whole-
Home-Mesh-WiFi-System/All-series/ASUS-ZenWiFi-AC-Mini-
CD6/HelpDesk to download the latest firmware.

3. From the Firmware Upgrade page, click Browse to upload the
firmware file.

4, Click Upload to upgrade the firmware.
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Restart your network in the following sequence:
Turn off the modem.

Unplug the modem.

Turn off the router and computers.

Plug in the modem.

Turn on the modem and then wait for 2 minutes.
Turn on the router and then wait for 2 minutes.

N o v~ N =

Turn on computers.

Check if your Ethernet cables are plugged properly.

« When the Ethernet cable connecting the router with the
modem is plugged in properly, the WAN LED will be on.

+  When the Ethernet cable connecting your powered-
on computer with the router is plugged in properly, the
corresponding LAN LED will be on.

Check if the wireless setting on your computer matches that
of your router.

«  When you connect your computer to the router wirelessly,
ensure that the SSID (wireless network name), encryption
method, and password are correct.

Check if your network settings are correct.

« Each client on the network should have a valid IP address. ASUS
recommends that you use the wireless router’s DHCP server to
assign IP addresses to computers on your network.



+ Some cable modem service providers require you to use
the MAC address of the computer initially registered on
the account. You can view the MAC address in the web GUI,
Network Map > Clients page, and hover the mouse pointer
over your device in Client Status.

B werwori v
) At
Bt
(@) aprotaction
Security fevel:

) qus WPAZ Personal @

Adlvanced Settings

[3) wirsiess

[@] Lan

b e

2 ven

F—

B3 aoministration AlMesh Node:
B system1og

L) merwork voois

Systam Status
Wireiess: Status

Smart Connect

[ —— |

Dual-Band Smart Connect
Nistvarirk Narne (SSI0)

{eod

Authentication Method
[WpaZ-perzonal o

WP Encryplion

=]

75



6.2 Frequently Asked Questions (FAQs)

| cannot access the router GUI using a web browser

« If your computer is wired, check the Ethernet cable connection
and LED status as described in the previous section.

+ Ensure that you are using the correct login information. The
default factory login name and password is “admin/admin’.
Ensure that the Caps Lock key is disabled when you enter the
login information.

« Delete the cookies and files in [ e opeon o
your Web browser' For Internet General Security Privacy Content Comnections Programs Advanced
Explorer, follow these steps:

i ]= -

1. Launch Internet Explorer,

then click Tools > Internet e T
o ptlon s' 5“2']2;“ with tabs from the last session
(@) Start with home page
2. Inthe General tab, under

Change how webpages are displayed in tabs. Tabs

Browsing history, click A
Delete..., select Tem porary Dctte tempoary s, iy, conis, s s, and v

forr

Internet files and website Dot roveng htory et
files and Cookies and e ookt | [ sen
website data then click T e e [y
Delete.
Cancel
NOTES:

+  The commands for deleting cookies and files vary with web
browsers.

« Disable proxy server settings, cancel the dial-up connection, and set
the TCP/IP settings to obtain IP addresses automatically. For more
details, refer to Chapter 1 of this user manual.

+  Ensure that you use CAT5e or CAT6 ethernet cables.



The client cannot establish a wireless connection with the
router.

NOTE: If you are having issues connecting to 5GHz network, make
sure that your wireless device supports 5GHz or features dual band
capabilities.

« Out of Range:
« Move the router closer to the wireless client.

« Try to adjust antennas of the router to the best direction as
described in section 1.4 Positioning your router.

o DHCP server has been disabled:

1. Launch the web GUI. Go to General > Network Map>
Clients and search for the device that you want to connect
to the router.

2. Ifyou cannot find the device in the Network Map, go to
Advanced Settings > LAN > DHCP Server, Basic Config
list, select Yes on the Enable the DHCP Server.

LAN - DHCP Server

DHER Dy Hast Configuration Pratocol] is & piceocsl for the auttiafis configtination isad on IP neticrke. The DHEP
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« SSID has been hidden. If your device can find SSIDs from other

routers but cannot find your router’s SSID, go to Advanced
Settings > Wireless > General, select No on Hide SSID, and
select Auto on Control Channel.
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If you are using a wireless LAN adapter, check if the wireless
channel in use conforms to the channels available in your
country/area. If not, adjust the channel, channel bandwidth,
and wireless mode.

If you still cannot connect to the router wirelessly, you can reset
your router to factory default settings. In the router GUI,click
Administration > Restore/Save/Upload Setting and click
Restore.
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Internet is not accessible.

« Check if your router can connect to your ISP’s WAN IP address.
To do this, launch the web GUI and go to General> Network
Map, and check the Internet Status.

« If your router cannot connect to your ISP’s WAN IP address,
try restarting your network as described in the section
Restart your network in following sequence under Basic
Troubleshooting.

Internet status:
Connected

WAN IP: 192.168.0.146
DENS: GO

« The device has been blocked via the Parental Control function.
Go to General > AiProtection >Parental Control and see
if the device is in the list. If the device is listed under Client
Name, remove the device using the Delete button or adjust
the Time Management Settings.

/SUS ZenWikl AC Mini Logout

L Gk Tntemet Operation Mode: Wireless raster Fi
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« Ifthereis still no Internet access, try to reboot your computer
and verify the network’s IP address and gateway address.

« Check the status indicators on the ADSL modem and the
wireless router. If the WAN LED on the wireless router is not ON,
check if all cables are plugged properly.

You forgot the SSID (network name) or network password

Setup a new SSID and encryption key via a wired connection
(Ethernet cable). Launch the web GUI, go to Network Map,
click the router icon, enter a new SSID and encryption key, and
then click Apply.

+ Reset your router to the default settings. Launch the web GUI,
go to Administration > Restore/Save/Upload Setting, and
click Restore. The default login account and password are both
“admin’.

How to restore the system to its default settings?
Go to Administration > Restore/Save/Upload Setting, and
click Restore.

The following are the factory default settings:
Enable DHCP:  Yes (if WAN cable is plugged in)
IP address: 192.168.50.1
Domain Name: (Blank)
Subnet Mask:  255.255.255.0
DNS Server 1:  router.asus.com
DNS Server 2: (Blank)
SSID: ASUS_XX

Firmware upgrade failed.
Launch the rescue mode and run the Firmware Restoration utility.

Refer to section 5.2 Firmware Restoration on how to use the
Firmware Restoration utility.


router.asus.com

Cannot access Web GUI

Before configuring your wireless router, do the steps described in
this section for your host computer and network clients.

A. Disable the proxy server, if enabled.

. 1 | General [ secunity [ privacy | contedt | Connections | drograms | Advanced | ‘
1. Click Start > Internet Explorer | g «commmommma 1 s
to launch the browser. ‘

Dial-up and Virtual Private Network settings —

. . 3 Access RD Network Resources - Go to vpn,as| Add...
2. Click Tools > Internet options _ ‘

> Connections tab > LAN — N f—
settings. P

server for a connection.

® Never dial 5 connection
) Dial whenever a network connection is not present
() Always dial my default connection

Hone Set default

Local Area Network {LAN) settings
LAN Settings do not apply to dial-up connections.
Choose Settings above for dial-up settings.

3. From the Local Area Local Area Network (LaN) Sestings (e
Network (LAN) Settings Automati onfuraton

Automatic configuration may override manual settings. To ensure the

screen, u nti Ck Use a proxy use of manual settings, disable automatic configuration.
server for your LAN. [T automatically detect settings

L__| Use automatic configuration script

4. Click OK when done.

Proxy server

] Use a proxy server for your LAN {These settings will not apply to
| dial-up or VPN connections).

address) | | oty |80 | ndianaar |

__[Bypass proxy server for local addresses

==
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MAC 0S
1. From your Safari

browser, click Safari

> Preferences >

‘000 Network =2

« = a0 @

ShowAll © Displays Sound |Netwark Startup Disk

Location: | Automatic

Show: | Built-in Ethernet

{ TCP/IP | PPPOE | AppleTalk | Proxies | Ethernet '

Advanced > Change =

Settings...
2. From the Network

screen, deselect FTP
Proxy and Web Proxy

(HTTP).

3. Cllick Apply Now when

done.

V| FTPProxy
¥ Web Proxy (HTTP) ﬂ
T SECITE Web ProXy (AT TPS

() streaming Proxy (RTSP) U
() SOCKS Proxy

(] Gopher Proxy

Proxy server requires password

Set Password

Bypass proxy settings for
these Hosts & Domains:

¥ Use Passive FTP Mode (PASV) @)

{1 —
[71" Click the lock to prevent further changes. (CAssistme... )| (_Apply Now

NOTE: Refer to your browser's help feature for details on disabling the

proxy server.

B. Setthe TCP/IP settings to automatically obtain an IP

address.

Windows’

1. Click Start > Control Panel > Network and Sharing Center,
then click the network connection to display its status window.

L+ Network and Sharing Center

Centrel Panel Home

Change adapter settings

Change advanced sharing
settings

< v /4 & 5 Control Panel » All Control Panel tems > Network and Sharing Center

View your basic network information and set up connections

View your active networks

corpnet.asus Access type: Internet

Domain network Connectiond [ Ethemet

Change your networking settings

i Set up a new connection or network

Set up a broadband, dial-up, or VPN connection; or set up a router or access point,

Troubleshoot problems
Diagnose and repair network problems, or get troubleshooting information.




. . .
2. Click Properties to display ¥ Ethemersttus
the Ethernet Properties erer
WI n d OW. Connection
IPv4 Connectivity: Internet
IPv6 Connectivity: Na network access
Media State: Enabled
Duration: 03:29:31
Speed: 1.0 Gbps
Details...
Activity
Sent Received
Bytes: 71,424,646 ) 70,727,241
GD\sab\a Diagnose

& Ethernet Properties

3. Select Internet Protocol e R
Version 4 (TCP/IPv4) or

Connect using:

Internet Protocol Version I Intel(R) Ethemet Conmaction (2) 1213V
6 (TCP/IPv6), then click
PrOpeI’ties. This connection uses the following items:

| Egogp

Intemet Protocol Version 4 (TCP/IPv4)

Ox m =

5 Microsoft LLDP Protocol Driver

5. Intemet Protocol Version & (TCP/IPvE)

v g Link-Layer Topology Discovery Responder

¥l s Link-Layer Topology Discovery Mapper IO Driver v
>

~ RIRIE

Install... Uninstall Properties

Description
Transmission Control Protocol/Intemet Protocol. The default

wide area network protocol that provides communication
across diverse interconnected networks

4. TO obtain the |PV4 |P Settings Internet Protocol Version 4 (TCP/IPv4) Properties
automatically, tick Obtain an Genesl ermate Confourton
I P add ress a utomatica I Iy You can get IP settings assigned automatically if your network supports

this capabiity. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

To obtain the IPv6 IP settings | [Eemerammmwma ]
automatically, tick Obtain an (O e e o P s

IPv6 address automatically. ]

5. Click OK when done.

(@ Obtain DNS server address automatically

() Use the following DNS server addresses:

]
|

Validate settings upon exit Advanced...

cance
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MACOS

1. Click the Apple icon &
located on the top left of
your screen.

2. Click System
Preferences > Network
> Configure...

3. From the TCP/IP tab,
select Using DHCP in
the Configure IPv4
dropdown list.

4. Cllick Apply Now when
done.

6066 Network (=)

6
Show All

Displays Sound | Network | Startup Disk

Location: | Automatic

Show: | Built-in Ethernet

I

TCP/IP | PPPOE | AppleTalk | Proxies | Ethernet |

I Configure IPv4: | Using DHCP v
IP Address: 192.168.182.103 ( Renew DHCP Lease )
Subnet Mask: 255.255.255.0 DHCP Client ID:
(If required)
Router: 192.168.182.250
DNS Servers: 192.168.128.10 (©ptional)
Search Domains (©ptional)

IPv6 Address: fe80:0000:0000:0000:0211:24ff:fe32:b18e

Configure IPv6. @

{] —
ck the lock to prevent further changes. (Cassistme... )| (" Apply Now )
I Click the lock t further chang: Assist Apply N

NOTE: Refer to your operating system’s help and support feature for
details on configuring your computer’s TCP/IP settings.

C. Disable the dial-up connection, if enabled.

Windows’

1. Click Start > Internet Explorer

to launch the browser.

2. Click Tools > Internet options >

Connections tab.

3. Tick Never dial a connection.

4, Click OK when done.

{Internet Options

Options | X
| [cenea | security | privacy [ conterf | Connections ‘jwms | aduanced]
|

,39 To setup an Internet connection, dick Setup
Setup,

Dial-up and Virtual Private Network settngs ——————————————
&5 Access RD Network Resources - Go to vpn,as| Add.
‘
Remove...
Chaose Settings if you need to configure a proxy

server for a connection.

@ Hever dial a connection
" Dial Whenever a network connection is not present

") Always dial my default connection

Tl p—— B

Nane Setdefault |

Lacal Area Network (LAN) settings

LAN Settings da nat apply to dial-up connections LAN settings

Choose Settings above for dial-up settings.

NOTE: Refer to your browser's help feature for details on disabling the

dial-up connection.




Appendices

Notices

This device is an Energy Related Product (ErP) with High Network
Availability (HiNA), the power consumption will be less than 12
watts when the system is in network standby mode (idle mode).

ASUS Recycling/Takeback Services

ASUS recycling and takeback programs come from our
commitment to the highest standards for protecting our
environment. We believe in providing solutions for you to be able
to responsibly recycle our products, batteries, other components,
as well as the packaging materials. Please go to http://csr.asus.
com/english/Takeback.htm for the detailed recycling information
in different regions.

REACH

Complying with the REACH (Registration, Evaluation,
Authorisation, and Restriction of Chemicals) regulatory
framework, we published the chemical substances in our
products at ASUS REACH website at http://csr.asus.com/english/

index.aspx

Federal Communications Commission Statement

This device complies with Part 15 of the FCC Rules. Operation is
subject to the following two conditions:

« This device may not cause harmful interference.

« This device must accept any interference received, including
interference that may cause undesired operation.

This equipment has been tested and found to comply with the
limits for a class B digital device, pursuant to part 15 of the FCC
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Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation.

This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with

the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which
can be determined by turning the equipment off and on, the user
is encouraged to try to correct the interference by one or more of
the following measures:

+ Reorient or relocate the receiving antenna.
+ Increase the separation between the equipment and receiver.

+ Connect the equipment into an outlet on a circuit different
from that to which the receiver is connected.

« Consult the dealer or an experienced radio/TV technician for
help.

IMPORTANT!  This device within the 5.15 ~ 5.25 GHz is restricted to
indoor operations to reduce any potential for harmful interference to
co-channel MSS operations.

CAUTION: Any changes or modifications not expressly approved by
the party responsible for compliance could void the user’s authority to
operate the equipment.

Prohibition of Co-location

This device and its antenna(s) must not be co-located or operating
in conjunction with any other antenna or transmitter.

IMPORTANT NOTE:

Radiation Exposure Statement: This equipment complies
with FCC radiation exposure limits set forth for an uncontrolled
environment. End users must follow the specific operating



instructions for satisfying RF exposure compliance. To maintain
compliance with FCC exposure compliance requirement, please
follow operation instruction as documented in this manual. This
equipment should be installed and operated with a minimum
distance of 15 cm between the radiator and any part of your body.
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Precautions for the use of the device

a.

Pay particular attention to the personal safety when use this
device in airports, hospitals, gas stations and professional
garages.

Medical device interference: Maintain a minimum distance
of at least 15 cm (6 inches) between implanted medical
devices and ASUS products in order to reduce the risk of
interference.

Kindly use ASUS products in good reception conditions in
order to minimize the radiation’s level.

. Keep the device away from pregnant women and the lower

abdomen of the teenager.

Précautions d'emploi de I'appareil

a.

Soyez particulierement vigilant quant a votre sécurité

lors de I'utilisation de cet appareil dans certains lieux (les
avions, les aéroports, les hopitaux, les stations-service et les
garages professionnels).

Evitez d'utiliser cet appareil a proximité de dispositifs
médicaux implantés. Si vous portez un implant
électronique (stimulateurs cardiaques, pompes a insuline,
neurostimulateurs...),veuillezimpérativement respecter
une distance minimale de 15 centimétres entre cet appareil
et votre corps pour réduire les risques d'interférence.

Utilisez cet appareil dans de bonnes conditions de
réception pour minimiser le niveau de rayonnement. Ce
n'est pas toujours le cas dans certaines zones ou situations,
notamment dans les parkings souterrains, dans les
ascenseurs, en train ou en voiture ou tout simplement dans
un secteur mal couvert par le réseau.

Tenez cet appareil a distance des femmes enceintes et du
bas-ventre des adolescents.
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YcnosusA akcnnyataunn:

- Temnepartypa akcnnyatauumm yctponctsa: 0-40 °C. He
NCNonb3ynTe YCTPOWNCTBO B
YCIIOBUAX KCTPEMAJIbHO BbICOKMX UM HU3KMX TemnepaTyp.

- He pa3melyaiTe ycTpoicTBO B6/IM3M MCTOYHMKOB TEMNA,
Hanpumep, pAZOM C MUKPOBOJTHOBOW NeYblo, AyXOBbIM
WKapoM nnv pagrmaTopom.

- Wcnonb3oBaHne HECOBMECTMMOTO UK
HecepTMPULMPOBAHHOIO aganTepa NUTAHNA MOXET
MPUBECTMN K BO3rOPaHuIo, B3PbIBY 11 MPOYMM OMaCHbIM
NoCNeacTBUAM.

- |-|pl/| NOAKNMKYEHUN K CETU SNEKTPOMUTAHUA YCTpOVICTBO
cnepyer pacnonaratb 6nm13Ko K PO3eTKe, K Hel JOMKeH
OCyLLeCTBNIATbCA 6eCI'IpeI'IﬂTCTBEHHbII7I [ocCTyn.

- YTnnnsauma ycTponcTBa oCyLLeCTBAAETCA B COOTBETCTBMM
C MECTHbIMU 3aKOHAMM 1 MONIOXKEHUAMU. YCTPONCTBO
MO OKOHYAHWUW CPOKa CNY>KObl OMKHbI OblTb NepeaaHbl
B CepTUULMPOBAHHBIN NYHKT cbopa AnA BTOPUYHON
nepepaboTKy NV NPaBUSIbHOW YTUNN3ALUN.

- [JlaHHOe yCTpOMNCTBO He NpedHa3HayeHo ana geten. letn
MOTYT NOJIb30BaTbCA YCTPOMCTBOM TOSIbKO B NPUCYTCTBUN
B3POC/IbIX.

- He Bbl6paCbIBaﬁTe yCTpOIhCTBO M €ro KoOMnieKkTyoumne
BMeCTe C 006blYHbIMM ObITOBBIMMA oTXoA4aMu.

[H[ UATR028



AEEE Yonetmeligine Uygundur. IEEE Yonetmeligine Uygundur.

Bu Cihaz Turkiye analog sebekelerde calisabilecek sekilde

tasarlanmistir.

Cihazin ayrintili kurulum rehberi kutu iceriginden ¢ikan CD
icerisindedir. Cihazin kullanici aray(izi Tiirkce'dir.

Cihazin kullanilmasi planlanan Ulkelerde herhangi bir kisitlamasi
yoktur. Ulkeler simgeler halinde kutu tizerinde belirtilmistir.

Manufacturer | ASUSTeK Computer Inc.
Tel: +886-2-2894-3447
Address: 1F, No. 15, Lide Rd., Beitou Dist., Taipei City
112, Taiwan
Authorised ASUS Computer GmbH
representative | ;e HARKORT STR. 21-23, 40880 RATINGEN, GERMANY
in Europe
Authorised BOGAZICI BILGISAYAR TICARET VE SANAYI A.S.

distributors in
Turkey

Tel./FAX No.: +90 212331 1000/ +90 21233228 90

Address: ESENTEPE MAH. BUYUKDERE CAD. ERCAN HAN B
BLOK NO.121 SISLI, ISTANBUL 34394

CIZGI Elektronik San. Tic. Ltd. Sti.
Tel./FAX No.: +90 212 356 70 70 / +90 212 356 70 69

Address: GURSEL MAH. AKMAN SK.47B 1 KAGITHANE/
ISTANBUL

KOYUNCU ELEKTRON:IK BiLGi iSLEM SiST. SAN. VE DIS
TIC.A.S.

Tel. No.: +90 216 5283888

Address: EMEK MAH.ORDU CAD. NO:18, SARIGAZi,
SANCAKTEPE ISTANBUL

ENDEKS BiLiSiM SAN VE DIS TiC LTD STi
Tel./FAX No.: +90 216 523 35 70 / +90 216 523 35 71

Address: NECIP FAZIL BULVARI, KEYAP CARSI SITESI, G1
BLOK, NO:115 Y.DUDULLU, UMRANIYE, ISTANBUL

PENTA TEKNOLOJI URUNLERI DAGITIM TICARET A.S
Tel./FAX No.: +90 216 528 0000

Address: ORGANIZE SANAYI BOLGESI NATO YOLU
4.CADDE NO:1 UMRANIYE, ISTANBUL 34775

91



92

GNU General Public License

Licensing information

This product includes copyrighted third-party software licensed
under the terms of the GNU General Public License. Please see The
GNU General Public License for the exact terms and conditions of
this license. All future firmware updates will also be accompanied
with their respective source code. Please visit our web site for
updated information. Note that we do not offer direct support for
the distribution.

GNU GENERAL PUBLIC LICENSE

Version 2, June 1991
Copyright (C) 1989, 1991 Free Software Foundation, Inc.
59 Temple Place, Suite 330, Boston, MA 02111-1307 USA

Everyone is permitted to copy and distribute verbatim copies of
this license document, but changing it is not allowed.

Preamble

The licenses for most software are designed to take away your
freedom to share and change it. By contrast, the GNU General
Public License is intended to guarantee your freedom to share
and change free software--to make sure the software is free for all
its users. This General Public License applies to most of the Free
Software Foundation’s software and to any other program whose
authors commit to using it. (Some other Free Software Foundation
software is covered by the GNU Library General Public License
instead.) You can apply it to your programs, too.

When we speak of free software, we are referring to freedom, not
price. Our General Public Licenses are designed to make sure that
you have the freedom to distribute copies of free software (and
charge for this service if you wish), that you receive source code or



can get it if you want it, that you can change the software or use
pieces of it in new free programs; and that you know you can do
these things.

To protect your rights, we need to make restrictions that forbid
anyone to deny you these rights or to ask you to surrender the
rights. These restrictions translate to certain responsibilities for
you if you distribute copies of the software, or if you modify it.

For example, if you distribute copies of such a program, whether
gratis or for a fee, you must give the recipients all the rights that
you have. You must make sure that they, too, receive or can get
the source code. And you must show them these terms so they
know their rights.

We protect your rights with two steps: (1) copyright the software,
and (2) offer you this license which gives you legal permission to
copy, distribute and/or modify the software.

Also, for each author’s protection and ours, we want to make
certain that everyone understands that there is no warranty for
this free software. If the software is modified by someone else and
passed on, we want its recipients to know that what they have is
not the original, so that any problems introduced by others will
not reflect on the original authors’ reputations.

Finally, any free program is threatened constantly by software
patents. We wish to avoid the danger that redistributors of a free
program will individually obtain patent licenses, in effect making
the program proprietary. To prevent this, we have made it clear
that any patent must be licensed for everyone’s free use or not
licensed at all.

The precise terms and conditions for copying, distribution and
modification follow.

Terms & conditions for copying, distribution, & modification

0. This License applies to any program or other work which
contains a notice placed by the copyright holder saying it may
be distributed under the terms of this General Public License.
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The “Program’; below, refers to any such program or work, and
a“work based on the Program” means either the Program or
any derivative work under copyright law: that is to say, a work
containing the Program or a portion of it, either verbatim or
with modifications and/or translated into another language.
(Hereinafter, translation is included without limitation in the
term “modification”) Each licensee is addressed as “you”.

Activities other than copying, distribution and modification are
not covered by this License; they are outside its scope. The act
of running the Program is not restricted, and the output from
the Program is covered only if its contents constitute a work
based on the Program (independent of having been made by
running the Program). Whether that is true depends on what
the Program does.

. You may copy and distribute verbatim copies of the Program’s

source code as you receive it, in any medium, provided that
you conspicuously and appropriately publish on each copy
an appropriate copyright notice and disclaimer of warranty;
keep intact all the notices that refer to this License and to the
absence of any warranty; and give any other recipients of the
Program a copy of this License along with the Program.

You may charge a fee for the physical act of transferring a
copy, and you may at your option offer warranty protection in
exchange for a fee.

. You may modify your copy or copies of the Program or any

portion of it, thus forming a work based on the Program, and
copy and distribute such modifications or work under the
terms of Section 1 above, provided that you also meet all of
these conditions:

a) You must cause the modified files to carry prominent
notices stating that you changed the files and the date of any
change.

b) You must cause any work that you distribute or publish, that
in whole or in part contains or is derived from the Program or
any part thereof, to be licensed as a whole at no charge to all
third parties under the terms of this License.

¢) If the modified program normally reads commands
interactively when run, you must cause it, when started



running for such interactive use in the most ordinary way, to
print or display an announcement including an appropriate
copyright notice and a notice that there is no warranty (or
else, saying that you provide a warranty) and that users may
redistribute

the program under these conditions, and telling the user how
to view a copy of this License. (Exception: if the Program itself is
interactive but does not normally print such an announcement,
your work based on the Program is not required to print an
announcement.)

These requirements apply to the modified work as a whole.

If identifiable sections of that work are not derived from the
Program, and can be reasonably considered independent and
separate works in themselves, then this License, and its terms,
do not apply to those sections when you distribute them as
separate works. But when you distribute the same sections

as part of a whole which is a work based on the Program, the
distribution of the whole must be on the terms of this License,
whose permissions for other licensees extend to the entire
whole, and thus to each and every part regardless of who
wrote it.

Thus, it is not the intent of this section to claim rights or contest
your rights to work written entirely by you; rather, the intent is
to exercise the right to control the distribution of derivative or
collective works based on the Program.

In addition, mere aggregation of another work not based on
the Program with the Program (or with a work based on the
Program) on a volume of a storage or distribution medium
does not bring the other work under the scope of this License.

. You may copy and distribute the Program (or a work based on
it, under Section 2) in object code or executable form under the
terms of Sections 1 and 2 above provided that you also do one
of the following:

a) Accompany it with the complete corresponding machine-
readable source code, which must be distributed under the
terms of Sections 1 and 2 above on a medium customarily used
for software interchange; or,
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b) Accompany it with a written offer, valid for at least three
years, to give any third party, for a charge no more than your
cost of physically performing source distribution, a complete
machine-readable copy of the corresponding source code, to
be distributed under the terms of Sections 1 and 2 above on a
medium customarily used for software interchange; or,

c) Accompany it with the information you received as to the offer
to distribute corresponding source code. (This alternative is
allowed only for noncommercial distribution and only if you
received the program in object code or executable form with
such an offer, in accord with Subsection b above.)

The source code for a work means the preferred form of

the work for making modifications to it. For an executable
work, complete source code means all the source code for all
modules it contains, plus any associated interface definition
files, plus the scripts used to control compilation and
installation of the executable. However, as a special exception,
the source code distributed need not include anything that
is normally distributed (in either source or binary form) with
the major components (compiler, kernel, and so on) of the
operating system on which the executable runs, unless that
component itself accompanies the executable.

If distribution of executable or object code is made by

offering access to copy from a designated place, then offering
equivalent access to copy the source code from the same place
counts as distribution of the source code, even though third
parties are not compelled to copy the source along with the
object code.

4. You may not copy, modify, sublicense, or distribute the
Program except as expressly provided under this License. Any
attempt otherwise to copy, modify, sublicense or distribute
the Program is void, and will automatically terminate your
rights under this License. However, parties who have received
copies, or rights, from you under this License will not have
their licenses terminated so long as such parties remain in full
compliance.

5. You are not required to accept this License, since you have



not signed it. However, nothing else grants you permission to
modify or distribute the Program or its derivative works. These
actions are prohibited by law if you do not accept this License.

Therefore, by modifying or distributing the Program (or any
work based on the Program), you indicate your acceptance

of this License to do so, and all its terms and conditions for
copying, distributing or modifying the Program or works based
onit.

. Each time you redistribute the Program (or any work based

on the Program), the recipient automatically receives a license
from the original licensor to copy, distribute or modify the
Program subject to these terms and conditions. You may not
impose any further restrictions on the recipients’ exercise of
the rights granted herein. You are not responsible for enforcing
compliance by third parties to this License.

. If, as a consequence of a court judgment or allegation of patent
infringement or for any other reason (not limited to patent
issues), conditions are imposed on you (whether by court order,
agreement or otherwise) that contradict the conditions of this
License, they do not excuse you from the conditions of this
License. If you cannot distribute so as to satisfy simultaneously
your obligations under this License and any other pertinent
obligations, then as a consequence you may not distribute

the Program at all. For example, if a patent license would not
permit royalty-free redistribution of the Program by all those
who receive copies directly or indirectly through you, then the
only way you could satisfy both it and this License would be to
refrain entirely from distribution of the Program.

If any portion of this section is held invalid or unenforceable
under any particular circumstance, the balance of the section
is intended to apply and the section as a whole is intended to
apply in other circumstances.

It is not the purpose of this section to induce you to infringe
any patents or other property right claims or to contest
validity of any such claims; this section has the sole purpose
of protecting the integrity of the free software distribution
system, which is implemented by public license practices.
Many people have made generous contributions to the wide
range of software distributed through that system in reliance
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on consistent application of that system; it is up to the author/
donor to decide if he or she is willing to distribute software
through any other system and a licensee cannot impose that
choice.

This section is intended to make thoroughly clear what is
believed to be a consequence of the rest of this License.

. If the distribution and/or use of the Program is restricted in

certain countries either by patents or by copyrighted interfaces,
the original copyright holder who places the Program under
this License may add an explicit geographical distribution
limitation excluding those countries, so that distribution is
permitted only in or among countries not thus excluded. In
such case, this License incorporates the limitation as if written
in the body of this License.

. The Free Software Foundation may publish revised and/or new

versions of the General Public License from time to time. Such
new versions will be similar in spirit to the present version, but
may differ in detail to address new problems or concerns.

Each version is given a distinguishing version number. If the
Program specifies a version number of this License which
applies to it and “any later version’, you have the option of
following the terms and conditions either of that version or of
any later version published by the Free Software Foundation. If
the Program does not specify a version number of this License,
you may choose any version ever published by the Free
Software Foundation.

10. If you wish to incorporate parts of the Program into other free

programs whose distribution conditions are different, write to
the author to ask for permission.

For software which is copyrighted by the Free Software
Foundation, write to the Free Software Foundation; we
sometimes make exceptions for this. Our decision will be
guided by the two goals of preserving the free status of all
derivatives of our free software and of promoting the sharing
and reuse of software generally.



NO WARRANTY

11 BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE,
THERE IS NO WARRANTY FOR THE PROGRAM, TO THE EXTENT
PERMITTED BY APPLICABLE LAW. EXCEPT WHEN OTHERWISE
STATED IN WRITING THE COPYRIGHT HOLDERS AND/OR OTHER
PARTIES PROVIDE THE PROGRAM “AS IS"WITHOUT WARRANTY
OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING,
BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE.
THE ENTIRE RISK AS TO THE QUALITY AND PERFORMANCE OF
THE PROGRAM IS WITH YOU. SHOULD THE PROGRAM PROVE
DEFECTIVE, YOU ASSUME THE COST OF ALL NECESSARY
SERVICING, REPAIR OR CORRECTION.

12 IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR
AGREED TO IN WRITING WILL ANY COPYRIGHT HOLDER, OR
ANY OTHER PARTY WHO MAY MODIFY AND/OR REDISTRIBUTE
THE PROGRAM AS PERMITTED ABOVE, BE LIABLETO YOU FOR
DAMAGES, INCLUDING ANY GENERAL, SPECIAL, INCIDENTAL
OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE
OR INABILITY TO USE THE PROGRAM (INCLUDING BUT NOT
LIMITED TO LOSS OF DATA OR DATA BEING RENDERED
INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD PARTIES
OR A FAILURE OF THE PROGRAM TO OPERATE WITH ANY OTHER
PROGRAMS), EVEN IF SUCH HOLDER OR OTHER PARTY HAS
BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

END OF TERMS AND CONDITIONS
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[English] CE statement

ANAEEEEE A
EU Declaration of Conformity .. oo em =

We, the undersigned,

Manufacturer: ASUSTeK COMPUTER INC.

Address: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Authorized representative in Europe: ASUS COMPUTER GmbH

Address, City: HARKORT STR. 21-23, 40880 RATINGEN

Country: GERMANY
declare the following apparatus:

Product name: Wireless AC1500 Dual Band Gigabit Router

Model name: CD6R, CD6N, CD6

Additional information: ANNEX |
The object of the declaration described above is in conformity with the relevant Union harmonisation legislation:
Radio i 1t Directive — 2014/53/EU
Article 3.1(a)
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014

Article 3.1(b)
Draft EN 301 489-1V2.2.0, Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,

EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
Article 3.2
EN 300 328 V2.2.2 , EN 301 893 V2.1.1

Radio Equipment Class
Class 2

Ecodesign Directive — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Directive — 2011/65/EU
2015/863/EU , EN 50581:2012

Signature:
2 TN
“~
S.y. Shian, CEO
Place of issue: Taipei, Taiwan
Date of issue: 31/08/2020



[Danish] CE statement

EU Overensstemmelseserklaering .. "o e P

Vi, undertegnede,

Fabrikant: ASUSTeK COMPUTER INC.
Adresse: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Autoriseret reprasentant i Europa: ASUS COMPUTER GmbH
Adresse, By: HARKORT STR. 21-23, 40880 RATINGEN
Land: GERMANY
erklaerer, at felgende apparat:
Produktnavn: Wireless AC1500 Dual Band Gigabit Router
Modelnavn: CD6R, CD6N, CD6

Supplerende oplysninger: ANNEX |

Ovenstaende produkt er i overer med den r har iseringslovgivning for EU:
Radioudstyr Direktiv — 2014/53/EU
Artikel 3.1a
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Artikel 3.1b
Draft EN 301 489-1 V2.2.0, Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
Artikel 3.2
EN 300 328 v2.2.2, EN 301 893 V2.1.1

Radioudstyr klasse
Klasse 2

Miljgvenligt design Direktiv — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Direktiv — 2011/65/E
2015/863/EU , EN 50581:2012

Underskrift:
S
2 /_\
()

S.y. Shian, Administrerende direkter/CEO
Udstedelsessted: Taipei, Taiwan
Udstedelsesdato: 31/08/2020




[Dutch] CE statement

EU-conformiteitsverklaring IN SEARCH OF INCREDIBLE

Wij, de ondergetekenden,

Fabrikant: ASUSTeK COMPUTER INC.
Adres: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Geautoriseerde vertegenwoordiger in Europa: ASUS COMPUTER GmbH
Adres, plaats: HARKORT STR. 21-23, 40880 RATINGEN
Land: GERMANY
Verklaren dat het volgende apparaat:
Productnaam: Wireless AC1500 Dual Band Gigabit Router
Modelnaam: CD6R, CD6N, CD6

Aanvullende informatie:  ANNEX |
Het onderwerp van de bovenstaande verklaring is in ing met de
harmoniseringswetgeving van de Europese Unie:
Radioapparatuur Richtlijn — 2014/53/EU
Artikel 3.1a
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Artikel 3.1b
Draft EN 301 489-1V2.2.0, Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
Artikel 3.2
EN 300 328 V2.2.2, EN 301 893 V2.1.1

Radio apparatuur Klasse
Klasse 2

Ecologisch ontwerp Richtlijn — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Richtlijn — 2011/65/EU
2015/863/EU , EN 50581:2012

Handtekening:
—
Y
= éi il
“

S.y. Shian, Directeur/CEO

Plaats van afgifte: Taipei, Taiwan

Datum van afgifte: 31/08/2020
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[French] CE statement

ANAEEEE NAE
Déclaration UE de Conformité
Nous, soussignés,

IN SEARCH OF INCREDIBLE

Fabricant: ASUSTeK COMPUTER INC.

Address: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Représentant autorisé en Europe: ASUS COMPUTER GmbH

Adresse, ville: HARKORT STR. 21-23, 40880 RATINGEN

Pays: GERMANY

Déclarons I'appareil suivant:
Nom du produit:

Wireless AC1500 Dual Band Gigabit Router
Nom du modéle: CD6R, CD6N, CD6

Infor

itaires:  ANNEX |

L’objet de la déclaration décrit ci-dessus est conforme avec la Ié
Directive Equi 1t él

islation d’har isation de I'Union
ique — 2014/53/EU
Article 3.1a

EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Article 3.1b

Draft EN 301 489-1 V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013

Article 3.2

EN 300 328 vV2.2.2, EN 301 893 V2.1.1

Classe d'équipement Radio
Classe 2

Directive écoconception — 2009/125/EC

(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

Directive RoHS — 2011/65/EU
2015/863/EU , EN 50581:2012

Signature:
= i
N
S.y. Shian, Directeur Général/CEO
Lieu de délivrance: Taipei, Taiwan
Date d'émission:

31/08/2020
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[Finnish] CE statement

EU-vaatimustenmukaisuusvakuutus iN SEARCH OF INCREDIBLE

Me, allekirjoittaneet,

Valmistaja: ASUSTeK COMPUTER INC.

Osoite: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Valtuutettu edustaja Euroopassa: ASUS COMPUTER GmbH

Osoite, kaupunki: HARKORT STR. 21-23, 40880 RATINGEN

Maa: GERMANY
ilmoitamme seuraavan laitteen:

Tuotenimi: Wireless AC1500 Dual Band Gigabit Router

Mallinimi: CD6R, CD6N, CD6

Lisatietoja: ANNEX|

Yll& olevan ilmoituksen kohde on asiaa kosk unionin yhd i islainsaadannén
Radiolaitteet Direktiiv — 2014/53/EU
3.1a artikla
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
3.1b artikla

Draft EN 301 489-1V2.2.0, Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013

3.2 artikla
EN 300 328 V2.2.2, EN 301 893 V2.1.1

Radio-laitteiden luokka
luokka 2

E suunni illa Direktiivi — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Direktiivi — 2011/65/EU
2015/863/EU , EN 50581:2012

Allekirjoitus:
—
e
= ‘? il
“

S.y. Shian, Toimitusjohtaja/CEO
Myontamispaikka: Taipei, Taiwan

Myontamispaiva: 31/08/2020
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[German] CE statement

EU Konformitatserklarung N SEARCH OF INCREDIBLE

Hiermit erklaren wir,

Hersteller: ASUSTeK COMPUTER INC.
Anschrift: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Bevollmachtigter: ASUS COMPUTER GmbH
Anschrift des Bevollméachtigten: HARKORT STR. 21-23, 40880 RATINGEN
Land: GERMANY
dass nachstehend bezeichnete Produkte:
Produktbezeichnung: Wireless AC1500 Dual Band Gigabit Router
Modellbezeichnung: CD6R, CD6N, CD6

Zusatzangaben: ANNEX|

mit den nachstehend angegebenen, fiir das Produkt geltenden Richtlinien/Besti b
Funkanlagen Richtlinie — 2014/53/EU
Artikel 3.1a
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Artikel 3.1b

Draft EN 301 489-1 V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013

Artikel 3.2
EN 300 328 vV2.2.2, EN 301 893 V2.1.1

Funkanlagen Klasse
Klasse 2

Okodesign Richtlinie — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Richtlinie — 2011/65/EU
2015/863/EU , EN 50581:2012

Unterschrift:
—<
= il
b
S.y. Shian, Geschéftsfiihrer/CEO
Ort:

Taipei, Taiwan
Datum: 31/08/2020
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[Greek] CE statement

y .k

A 14 I
AnAwon Zoppoppwons EE IN SEARCH OF INCREDIBLE

Epeig, Ta vioypd@ovta péin,

Kataokevaotg: ASUSTeK COMPUTER INC.
AevBuvvon: 1F, No. 15, Lide Rd., Beitou Dist,, Taipei City 112, Taiwan
EZovoodotnpuévog avtinpéowmog otnv Evpomn: ASUS COMPUTER GmbH
AevOvvon, MoAn: HARKORT STR. 21-23, 40880 RATINGEN
Xdbpa: GERMANY
SnAdvoupe Ty €8¢ suokeLY:
‘Ovopa Ttpoibévrog: Wireless AC1500 Dual Band Gigabit Router
‘Ovopa povtéAou: CD6R, CD6N, CD6

TupmAnpopatikéc TAnpogopiss: ANNEX I
To avTikeipevo TG SAWOTG IOV TEPLY PAPETAL TAPATIAV® EIVAL COPP®VO TIPOG TV CXETIKT) EVWOLAKT]
vopoBeoia evappudvione:
PadioggomAiop6 08nyia - 2014/53 /EU
ApOpo 3.1a
EN 50385:2017, EN 50665:2017 , EN 62311:2008, EN 62368-1:2014
Ap6po 3.1b
Draft EN 301 489-1 V2.2.0, Draft EN 301 489-17 V3.2.0, EN 55024:2010/A1:2015, EN 55032:2015/AC:2016,
EN 55035:2017, EN 61000-3-2:2014, EN 61000-3-3:2013
Apbpo 3.2
EN 300328V2.2.2, EN 301 893 V2.1.1

Katnyopia PasioeéonAiopov
Tdén 2
0O1k0A0YIKGG oYES 6¢ 08nyia - 2009/125/EC
(EU) 2019/1782, 1275/2008/EC,, EU 801/2013

RoHS 08nyia-2011/65/EU
2015/863/EU, EN 50581:2012

Yrmoypagi:
“~
S.y. Shian, Aizv8Vvwv ZvpBovrog/CEO
Témog ékSoomng: Taipei, Taiwan
Hpepopnvia éxdoong: 31/08/2020



[Italian] CE statement

Dichiarazione di conformita N SEARCH OF INCREDIBLE

| sottoscritti,
Produttore: ASUSTeK COMPUTER INC.
Indirizzo: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Rappresentante autorizzato per ’'Europa: ASUS COMPUTER GmbH
Indirizzo, Citta: HARKORT STR. 21-23, 40880 RATINGEN
paese: GERMANY
dichiarano che il seguente apparecchio:
Nome prodotto: Wireless AC1500 Dual Band Gigabit Router
Nome modello: CD6R, CD6N, CD6

Informazioni supplementari: =~ ANNEX |

L’oggetto della dichiarazione di cui sopra & conforme alla pertinente normativa di armonizzazione dell’Unione
Europea
Apparecchi radio Directive — 2014/53/EU
Avrticolo 3.1a
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Articolo 3.1b
Draft EN 301 489-1 V2.2.0, Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
Avrticolo 3.2
EN 300 328 vV2.2.2, EN 301 893 V2.1.1

Classe di apparecchiature radio
Classe 2

Prc i tibile Direttiva — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Direttiva — 2011/65/EU
2015/863/EU , EN 50581:2012

Firma:
S i
i
S.y. Shian, Amministratore delegato/CEO
Luogo: Taipei, Taiwan
Data del rilascio: 31/08/2020
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[Portuguese] CE statement

EU Declaration of Conformity

We, the undersigned,

Manufacturer:
Address:

Authorized representative in Europe:

Address, City:
Country:
declare the following apparatus:

Product name:
Model name:

Additional information: ~ ANNEX |

IN SEARCH OF INCREDIBLE

ASUSTeK COMPUTER INC.

1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
ASUS COMPUTER GmbH

HARKORT STR. 21-23, 40880 RATINGEN

GERMANY

Wireless AC1500 Dual Band Gigabit Router
CD6R, CD6N, CD6

The object of the declaration described above is in conformity with the relevant Union harmonisation legislation:
Equipamento de réadio Diretiva — 2014/53/EU

Artigo 3.1a

EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014

Artigo 3.1b

Draft EN 301 489-1V2.2.0, Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013

Artigo 3.2

EN 300 328 V2.2.2, EN 301 893 V2.1.1

Classe de equipamento de Radio
Classe 2

Ci ao E

Diretiva — 2009/125/EC

(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Diretiva — 2011/65/EU
2015/863/EU , EN 50581:2012

Signature:

Place of issue:

Date of issue:

R

S.y. Shian, Diretor Executivo/CEO

Taipei, Taiwan
31/08/2020



[Spanish] CE statement

UE Declaracion de IN SEARCH OF INCREDIBLE

Nosotros, los abajo firmantes,

Fabricante: ASUSTeK COMPUTER INC.
Direccion: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Representante autorizado en Europa: ASUS COMPUTER GmbH
Direccién, Ciudad: HARKORT STR. 21-23, 40880 RATINGEN
Pais: GERMANY
Declaramos el siguiente producto:
Nombre del aparato: Wireless AC1500 Dual Band Gigabit Router
Nombre del modelo: CD6R, CD6N, CD6

Informacién adicional: ~ ANNEX |

El objeto de la declaracion descrita anteriormente es conforme con la legislacion de armonizacion pertinente de la
Unién:

éctricos Di iva — 2014/53/EU
Articulo 3.1a
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Articulo 3.1b

Draft EN 301 489-1 V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013

Articulo 3.2
EN 300 328 V2.2.2, EN 301 893 V2.1.1

Clase de Equipos de Radio
Clase 2

Directiva Disefio Ecolégico — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

Directiva RoHS — 2011/65/EU
2015/863/EU , EN 50581:2012

Firma:
R

S.y. Shian, Director Ejecutivo/CEO
Lugar de emision: Taipei, Taiwan
Fecha de emision: 31/08/2020
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[Swedish] CE statement

Forsdakran om overensstammelse iN SEARCH OF INCREDIBLE

Undertecknande,
Tillverkare: ASUSTeK COMPUTER INC.
Adress: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Auktoriserad representant i Europa: ASUS COMPUTER GmbH
Adress, Ort: HARKORT STR. 21-23, 40880 RATINGEN
Land: GERMANY
forklarar att foljande apparat:
Produktnamn: Wireless AC1500 Dual Band Gigabit Router
Produktnamn: CD6R, CD6N, CD6

Ytterligare information: ANNEX |
Syftet med deklarationen som beskrivs ovan r i enlighet med relevant harmonisering av EU-lagstiftningen:
Radioutrustning Direktiv — 2014/53/EU
Artikel 3.1a
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Artikel 3.1b
Draft EN 301 489-1V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
Artikel 3.2
EN 300 328 V2.2.2 , EN 301 893 V2.1.1

Radioutrustningsklass
Klass 2

Ekodesign Direktiv — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Direktiv — 2011/65/EU
2015/863/EU , EN 50581:2012

Namnteckning:
—
7 /\
“

S.y. Shian, Verkstéllande director/CEO
Plats for utfardande: Taipei, Taiwan
Dag for utfardande: 31/08/2020




[Bulgarian] CE statement

EC paexyiapanys 3a CbOTBETCTBUE

Hue, Ao/ynoanucaHuTe,

y .

IN SEARCH OF INCREDIBLE

IpousBoauTeN: ASUSTeK COMPUTER INC.
Appec: 1F, No. 15, Lide Rd., Beitou Dist,, Taipei City 112, Taiwan
YubiHOMoOWEH npeAcTaBuTen B EBpona:  ASUS COMPUTER GmbH
Apnpec, rpaa;: HARKORT STR. 21-23, 40880 RATINGEN
Abpxasa: GERMANY
JeKJapupame, 4e CJIeJHUAT anapar:
HMme Ha NpoayKTa : Wireless AC1500 Dual Band Gigabit Router
Hme Ha Mogena : CD6R, CD6N, CD6

JlonbinnTenHa uHGopmanua: ANNEX 1

XapMOHM3alus:

Radio Equipment Directive - 2014 /53 /EU
Article 3.1(a)

TBT Ha JieK. Ta, ONIMCAH N0-TOpPe, ChOTBETCTBA HA ChOTBETHOTO 3aKOHO/aTeJ/ICTBO Ha Chio3a 3a

EN 50385:2017, EN 50665:2017 , EN 62311:2008, EN 62368-1:2014

Article 3.1(b)

Draft EN 301 489-1 V2.2.0, Draft EN 301 489-17 V3.2.0, EN 55024:2010/A1:2015, EN 55032:2015/AC:2016,
EN 55035:2017, EN 61000-3-2:2014, EN 61000-3-3:2013

Article 3.2
EN 300328V2.2.2, EN 301 893 V2.1.1

Radio Equipment Class
Class 2

Ecodesign Directive - 2009/125/EC
(EU) 2019/1782, 1275/2008/EC,, EU 801/2013

RoHS Directive - 2011/65/EU
2015/863/EU, EN 50581:2012

Mopnuc:

MscTo Ha M3/jaBaHe:

/laTa Ha u3aBaHe:

R

S.y. Shian, ['1aBeH u3mbJIHUTE/IeH AupeKTop/CEO

Taipei, Taiwan

31/08/2020

m



[Croatian] CE statement

EU izjava o sukladnosti IN SEARCH OF INCREDIBLE

Mi, dolje potpisani,

Proizvoa: ASUSTeK COMPUTER INC.
Adresa: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Ovlasteni predstavnik u Europi: ASUS COMPUTER GmbH
Adresa, grad: HARKORT STR. 21-23, 40880 RATINGEN
Zemlja: GERMANY
izjavljujemo da sljedei ureaj:
Naziv proizvoda: Wireless AC1500 Dual Band Gigabit Router
Naziv modela: CD6R, CDéN, CD6

Dodatni podaci: =~ ANNEX |

Predmet gore opi izjave u sukladi ije s rel usklaenim ima Unije:
Radio i 1t Directive — 2014/53/EU
Article 3.1(a)
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Article 3.1(b)

Draft EN 301 489-1V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013

Article 3.2
EN 300 328 V2.2.2, EN 301 893 V2.1.1

Radio Equipment Class
Class 2

Ecodesign Directive — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Directive — 2011/65/EU
2015/863/EU , EN 50581:2012

Potpis:
“
S.y. Shian, Glavni izvrsni direktor/CEO
Mjesto potpisa: Taipei, Taiwan
Datum izdavanja: 31/08/2020
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[Czech] CE statement

EU Prohlaseni o shod

IN SEARCH OF INCREDIBLE
Nize podepsany,
Vyrobce: ASUSTeK COMPUTER INC.
Vyrobce: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Autorizovany zastupce v Evrop: ASUS COMPUTER GmbH
Adresa, msto: HARKORT STR. 21-23, 40880 RATINGEN
Zem: GERMANY

prohlasuje, Ze nasledujici pistroj:

Nazev produktu: Wireless AC1500 Dual Band Gigabit Router
Néazev modelu: CD6R, CDéN, CD6

Dalsi informace: ANNEX |

Vyse uvedeny pedmt tohoto prohlaseni vyhovuje pislus
Radiova Zaizeni Smrnice — 2014/53/EU
lanek 3.1a

EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
lanek 3.1b

é unijn

Draft EN 301 489-1 V2.2.0, Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
lanek 3.2

EN 300328 vV2.2.2, EN 301 893 V2.1.1

Tida radiovych zaizeni
Tida 2

Ekodesignu Smrnice — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Smrnice — 2011/65/EU
2015/863/EU , EN 50581:2012

Signature:
—
= il
N
S.y. Shian, Vykonny editel/CEO
Misto vydani: Taipei, Taiwan
Datum vydani: 31/08/2020
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[Hungarian] CE statement

EU-megfelelségi nyilatkozat IN SEARCH OF INCREDIBLE

Mi, alulirottak

Gyarto: ASUSTeK COMPUTER INC.

Cim: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Hi los képviselet Eurépaban: ASUS COMPUTER GmbH

Cim (varos): HARKORT STR. 21-23, 40880 RATINGEN

Orszag: GERMANY

kijelentjiik, hogy az alabbi berendezés:

Termékné Wireless AC1500 Dual Band Gigabit Router
Tipusnév: CD6R, CD6N, CD6

Tovabbi informaciék: ~ ANNEX |

A fent ismertetett nyilatkozat targya megfelel az Unié ide 66 h It j balyainak:
Radio i 1t Directive — 2014/53/EU

Article 3.1(a)
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Avrticle 3.1(b)
Draft EN 301 489-1V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
Article 3.2
EN 300 328 V2.2.2, EN 301 893 V2.1.1

Radio Equipment Class
Class 2

Ecodesign Directive — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Directive — 2011/65/EU
2015/863/EU , EN 50581:2012

Alairas:
> il
“
S.y. Shian, Vezérigazgat6/CEO
Kiadas helye: Taipei, Taiwan
Kiadas datuma: 31/08/2020
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[Latvian] CE statement

ES Atbilstbas deklarcija

Ms, zemk parakstjusies,

Razotjs: ASUSTeK COMPUTER INC.

Adrese: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Pilnvarotais prstvis Eirop: ASUS COMPUTER GmbH

Adrese, pilsta: HARKORT STR. 21-23, 40880 RATINGEN

Valsts: GERMANY
paziojam, ka $da ierce:

Izstrdjuma nosaukums: Wireless AC1500 Dual Band Gigabit Router

Modea nosaukums: CD6R, CD6N, CD6

Additional information: ANNEX |

lepriek$ mintais deklarcijas prieks$ atbilst atti jiem ES k tiesbu aktiem:
Radio i Directive — 2014/53/EU
Article 3.1(a)
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Article 3.1(b)

Draft EN 301 489-1 V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013

Article 3.2
EN 300 328 vV2.2.2, EN 301 893 V2.1.1

Radio Equipment Class
Class 2

Ecodesign Directi 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Directive — 2011/65/EU
2015/863/EU , EN 50581:2012

Paraksts:

=~

IN SEARCH OF INCREDIBLE

S.y. Shian, Izpilddirektors/CEO
lzdosanas vieta: Taipei, Taiwan
Izdo$anas datums: 31/08/2020



[Lithuanian] CE statement

ES atitikties deklaracija iN SEARCH OF INCREDIBLE

Mes, toliau pasirasiusieji:

Gamintojas: ASUSTeK COMPUTER INC.
Adresas: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
galiotasis atstovas Europoje: ASUS COMPUTER GmbH
Adresas, miestas: HARKORT STR. 21-23, 40880 RATINGEN
Salis: GERMANY
ingai pareigki kad §is pri
Gaminio pavadinimas: Wireless AC1500 Dual Band Gigabit Router
Modelio pavadinimas: CD6R, CD6N, CD6

Papildoma informacija: ANNEX |

Pirmiau nurodytas ij j taikytinus suderintus Sjungos teiss aktus:
Radio i 1t Directive — 2014/53/EU
Article 3.1(a)
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Article 3.1(b)

Draft EN 301 489-1V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013

Article 3.2
EN 300 328 V2.2.2, EN 301 893 V2.1.1

Radio Equipment Class
Class 2

Ecodesign Directive — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Directive — 2011/65/EU
2015/863/EU , EN 50581:2012

Parasas:
“
S.y. Shian, Vyriausiasis pareignas/CEO
Leidimo vieta: Taipei, Taiwan
Leidimo data: 31/08/2020
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[Polish] CE statement

Deklaracja zgodnoci UE IN SEARCH OF INCREDIBLE
My, niej podpisani,
Producent: ASUSTeK COMPUTER INC.
Adres: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Autoryzowany przedstawiciel w Europie: ASUS COMPUTER GmbH
Adres, miasto: HARKORT STR. 21-23, 40880 RATINGEN
Kraj: GERMANY

v, e ninlejsze ur
Nazwa produktu: Wireless AC1500 Dual Band Gigabit Router
Nazwa modelu: CD6R, CD6N, CD6

Informacje dodatkowe: ~ANNEX |
bdce przedmiotem opisanej powyej deklaracji spenia

ymogi waciwych pr

pis6w unijnego
prawodawstwa harmonizacyjnego:
Ur ia radiowe Dyrektywa — 2014/53/EU
Artyku 3.1a
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Artyku 3.1b

Draft EN 301 489-1 V2.2.0, Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
Artyku 3.2

EN 300328 vV2.2.2, EN 301 893 V2.1.1

Klasa urzdze Radiowych
Klasa 2

Ekoprojekt Dyrektywa — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Dyrektywa — 2011/65/EU
2015/863/EU , EN 50581:2012

Podpis:

b0

S.y. Shian, Dyrektor naczelny/CEO
Jackson Yen, Zastpca Wiceprzewodniczcego: Taipei, Taiwan
Data wystawienia: 31/08/2020
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[Romanian] CE statement

. . y 4
Declaraia UE de Conformitate IN SEARCH OF INCREDIBLE

Subsemnatul,
Subsemnatul: ASUSTeK COMPUTER INC.
Adres: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Reprezentant autorizat in Europa: ASUS COMPUTER GmbH
Adres, Ora: HARKORT STR. 21-23, 40880 RATINGEN
ar: GERMANY
declar urmtorul aparat:
Nume Produs: Wireless AC1500 Dual Band Gigabit Router
Nume Model: CD6R, CD6N, CD6

Informaii suplimentare: ANNEX |

Obiectul declaraiei descris mai sus este in conformitate cu legislaia relevant de armonizare a Uniu
Echi radio Directiva — 2014/53/EU

Articolul 3.1a
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Articolul 3.1b
Draft EN 301 489-1V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
Articolul 3.2
EN 300 328 V2.2.2, EN 301 893 V2.1.1

Clasa echipamentului Radio
Clas 2

Ecologic Directiva — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Directiva — 2011/65/EU
2015/863/EU , EN 50581:2012

Semntur:

“

S.y. Shian, Director executive/CEO
Locul emiterii: Taipei, Taiwan
Data emiterii: 31/08/2020
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[Slovenian] CE statement

Izjava EU o skladnosti

IN SEARCH OF INCREDIBLE

Spodaj podpisani

Proizvajalec: ASUSTeK COMPUTER INC.

Naslov: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan

Pooblaseni zastopnik v Evropi: ASUS COMPUTER GmbH

Naslov, mesto: HARKORT STR. 21-23, 40880 RATINGEN

Drzava: GERMANY
izjavljamo, da je ta naprava:

Ime izdelka: Wireless AC1500 Dual Band Gigabit Router

Ime modela: CD6R, CD6N, CD6
Dodatne informacije: ANNEX |
Predmet zgoraj navedene izjave je v skladu z 0 har izacijsk ' dajo Unije:
Radio Equipment Directive — 2014/53/EU

Article 3.1(a)

EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Article 3.1(b)

Draft EN 301 489-1 V2.2.0, Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013

Article 3.2
EN 300 328 V2.2.2 , EN 301 893 V2.1.1

Radio Equipment Class
Class 2

Ecodesign Directive — 2009/125/EC
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Directive — 2011/65/EU
2015/863/EU , EN 50581:2012

Podpis:

=3 2~

S.y. Shian, Izvréni direktor/CEO
Kraj izdaje: Taipei, Taiwan

Datum izdaje: 31/08/2020



[Slovakian] CE statement

Vyhlasenie o zhode EU IN SEARCH OF INCREDIBLE

My, dolu podpisani,

Vyrobca: ASUSTeK COMPUTER INC.
Adresa: 4F, No. 150, LI-TE Rd., PEITOU, TAIPEI 112, TAIWAN
Opravneny zastupca v Eurépe: ASUS COMPUTER GmbH
Adresa, mesto: HARKORT STR. 21-23, 40880 RATINGEN
Krajina: GERMANY
tymto vy j #e nasledovné zariadeni
Nazov vyrobku: Wireless AC1500 Dual Band Gigabit Router
Nazov modelu: CD6R, CD6N, CD6

Doplujuce informacie: ANNEX |
Predmet vyhlasenia, ktory je vyssie opisany, je v sulade s prislus har izaciou pravnych pi
Radio Equipment Directive — 2014/53/EU
Article 3.1(a)
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Article 3.1(b)
Draft EN 301 489-1 V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
Article 3.2
EN 300328 v2.2.2, EN 301 893 V2.1.1

pisov v EU:

Radio Equipment Class
Class 2

E: ign Directive — 2| 125/E
(EU) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Directive — 2011/65/EU
2015/863/EU , EN 50581:2012

Podpis:
. T~
“
S.y. Shian, Vykonny riadite/CEO
Miesto vydania: Taipei, Taiwan
Datum vydania: 31/08/2020
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[Turkish] CE statement

EU Uygunluk Beyan IN SEARCH OF INCREDIBLE

Biz, bu imza altndakiler

Uretici: ASUSTeK COMPUTER INC.
Adres: 1F., No. 15, Lide Rd., Beitou Dist., Taipei City 112, Taiwan
Avrupa’daki Yetkili: ASUS COMPUTER GmbH
Adres, ehir: HARKORT STR. 21-23, 40880 RATINGEN
Ulke: GERMANY
Aadaki iriinleri beyan ediyoruz:
Uriin ad: Wireless AC1500 Dual Band Gigabit Router
Model ad: CD6R, CD6N, CD6

Ek bilgi:  ANNEX |
Yukarda belirtilen beyann konusu birlik yasalarna goére uygundur:
Telsiz Donanm Direktifi — 2014/53/EU
Madde 3.1a
EN 50385:2017 , EN 50665:2017 , EN 62311:2008 , EN 62368-1:2014
Madde 3.1b
Draft EN 301 489-1 V2.2.0 , Draft EN 301 489-17 V3.2.0 , EN 55024:2010/A1:2015 , EN 55032:2015/AC:2016 ,
EN 55035:2017 , EN 61000-3-2:2014 , EN 61000-3-3:2013
Madde 3.2
EN 300328 vV2.2.2, EN 301 893 V2.1.1

Radyo Ekipman snf
Classe 2

Ekotasarm Direktif — 2009/125/EC
(EV) 2019/1782 , 1275/2008/EC , EU 801/2013

RoHS Direktif — 2011/65/EU
2015/863/EU , EN 50581:2012

mza:
T
= 4} il
N
S.y. Shian, Ba yonetici/lCEO
Siiriim yeri: Taipei, Taiwan
Siiriim tarihi: 31/08/2020
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ASUS Contact information
ASUSTeK COMPUTER INC.(Asia Pacific)

Address 1F, No. 15, Lide Rd., Beitou Dist., Taipei City
112, Taiwan

Telephone +886-2-2894-3447

Fax +886-2-2890-7798

Web site https://www.asus.com

Technical Support

Telephone +86-21-38429911

Online support https://qr.asus.com/techserv

ASUS COMPUTER INTERNATIONAL (America)

Address 48720 Kato Rd., Fremont, CA 94538, USA
Telephone +1-510-739-3777

Fax +1-510-608-4555

Web site https://www.asus.com/us/

Technical Support

Support fax +1-812-284-0883

Telephone +1-812-282-2787

Online support https://qr.asus.com/techserv

ASUS COMPUTER GmbH (Germany and Austria)

Address Harkortstrasse 21-23, 40880 Ratingen,

Germany

Web site https://www.asus.com/de

Online contact https://www.asus.com/support/Product/
ContactUs/Services/questionform/?lang=de-
de

Technical Support

Telephone (DE) +49-2102-5789557

Telephone (AT) +43-1360-2775461

Online support https://www.asus.com/de/support
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