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FCC STATEMENT

FE

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses and can
radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one or more of the following

measures:

¢ Reorient or relocate the receiving antenna.
e Increase the separation between the equipment and receiver.

e Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

e Consult the dealer or an experienced radio/ TV technician for help.

This device complies with part 15 of the FCC Rules. Operation is subject to the following two
conditions:

1) This device may not cause harmful interference.

2) This device must accept any interference received, including interference that may cause
undesired operation.

Any changes or modifications not expressly approved by the party responsible for compliance

could void the user’s authority to operate the equipment.

Note: The manufacturer is not responsible for any radio or TV interference caused by
unauthorized modifications to this equipment. Such modifications could void the user’s authority

to operate the equipment.

FCC RF Radiation Exposure Statement:

This equipment complies with FCC RF radiation exposure limits set forth for an uncontrolled
environment. This device and its antenna must not be co-located or operating in conjunction with

any other antenna or transmitter.

“To comply with FCC RF exposure compliance requirements, this grant is applicable to only
Mobile Configurations. The antennas used for this transmitter must be installed to provide a



separation distance of at least 20 cm from all persons and must not be co-located or operating in

conjunction with any other antenna or transmitter.”

CE Mark Warning

C€15880

This is a class B product. In a domestic environment, this product may cause radio interference, in

which case the user may be required to take adequate measures.

RF Exposure Information
This device meets the EU requirements (1999/5/EC Article 3.1a) on the limitation of exposure of
the general public to electromagnetic fields by way of health protection.

The device complies with RF specifications when the device used at 20 cm from your body.

Canadian Compliance Statement

This device complies with Industry Canada license-exempt RSSs. Operation is subject to the
following two conditions:

1) This device may not cause interference, and

2) This device must accept any interference, including interference that may cause undesired
operation of the device.

Le présent appareil est conforme aux CNR d’Industrie Canada applicables aux appareils radio

exempts de licence. L'exploitation est autorisée aux deux conditions suivantes :
1) l'appareil ne doit pas produire de brouillage;
I'utilisateur de I'appareil doit accepter tout brouillage radioélectrique subi, meme si le brouillage

est susceptible d’en compromettre le fonctionnement.

Radiation Exposure Statement:

This equipment complies with IC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum distance 20cm

between the radiator & your body.

Declaration d'exposition aux radiations:



Cet équipement est conforme aux limites d'exposition aux rayonnements IC établies pour un
environnement non contrélé. Cet équipement doit étre installé et utilisé avec un minimum de 20

cm de distance entre la source de rayonnement et votre corps.

Industry Canada Statement
CAN ICES-3 (B)/NMB-3(B)

Korea Warning Statements
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Safety Information

When product has power button, the power button is one of the way to shut off the product;
when there is no power button, the only way to completely shut off power is to disconnect the
product or the power adapter from the power source.

Don’t disassemble the product, or make repairs yourself. You run the risk of electric shock
and voiding the limited warranty. If you need service, please contact us.

Avoid water and wet locations.

Adapter shall be installed near the equipment and shall be easily accessible. The plug
considered as disconnect device of adapter.

[E Use only power supplies which are provided by manufacturer and in the original
packing of this product. If you have any questions, please don't hesitate to contact us.

For EU/EFTA, this product can be used in the following countries:
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Explanation of the symbols on the product label

Symbol Explanation
—_——— DC voltage
RECYCLING
This product bears the selective sorting symbol for Waste electrical and electronic
Z equipment (WEEE). This means that this product must be handled pursuant to
]

European directive 2012/19/EU in order to be recycled or dismantled to minimize

its impact on the environment.



User has the choice to give his product to a competent recycling organization or to

the retailer when he buys a new electrical or electronic equipment.
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Package Contents

The following items should be found in your package:

» Archer C50 AC 1200 Wireless Dual Band Router

» DC Power Adapter for Archer C50 AC 1200 Wireless Dual Band Router
> Quick Installation Guide

& Note:

Make sure that the package contains the above items. If any of the listed items are damaged or

missing, please contact your distributor.
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Chapter 1. Introduction

1.1 Overview of the Router

The Archer C50 AC 1200 Wireless Dual Band Router integrates 4-port Switch, Firewall, NAT-router
and Wireless AP. The AC1200 Wireless Dual Band Router delivers exceptional range and speed,
which can fully meet the need of Small Office/Home Office (SOHO) networks and the users
demanding higher networking performance. Your wireless connections are radio band selectable to
avoid interference in your area, and the four built-in Gigabit ports supply high-speed connection to
your wired devices.

Incredible Speed

The Archer C50 AC 1200 Wireless Dual Band Router provides up to 1200Mbps wireless connection
with other wireless clients. The incredible speed makes it ideal for handling multiple data streams at
the same time, which ensures your network stable and smooth. The performance of this 802.11ac
wireless router will give you the unexpected networking experience at speed much faster than
802.11n. It is also compatible with all IEEE 802.11n, IEEE 802.11a, IEEE 802.11b and IEEE 802.11g
products.

Multiple Security Protections

With multiple protection measures, including SSID broadcast control and wireless LAN 64/128-bit
WEP encryption, Wi-Fi Protected Access (WPA2- PSK, WPA- PSK), as well as advanced Firewall
protections, the Archer C50 AC 1200 Wireless Dual Band Router provides complete data privacy.

Flexible Access Control

The Archer C50 AC 1200 Wireless Dual Band Router provides flexible access control, so that
parents or network administrators can establish restricted access policies for children or staff. It also
supports Virtual Server and DMZ host for Port Triggering, and then the network administrators can
manage and monitor the network in real time with the remote management function.

Simple Installation

Since the router is compatible with virtually all the major operating systems, it is very easy to
manage. Quick Setup Wizard is supported and detailed instructions are provided step by step in
this user guide. Before installing the router, please look through this guide to know all the router’s
functions.
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1.2 Conventions

The router or Archer C50 mentioned in this guide stands for Archer C50 AC 1200 Wireless Dual Band

Router without any explanation.

1.3 Main Features

> Complies with IEEE 802.11ac.

» One 10/100M Auto-Negotiation RJ45 Internet port, four 10/100M Auto-Negotiation RJ45
Ethernet ports, supporting Auto MDI/MDIX.

> Provides USB ports supporting storage/FTP/Media/Print Server.
> Provides WPA/WPA2, WPA-PSK/WPA2-PSK authentication, TKIP/AES encryption security.

> Shares data and Internet access for users, supporting Dynamic IP/ Static IP/ PPPoE/ PPTP/
L2TP/ BigPond Internet access.

> Supports simultaneous 2.4GHz and 5GHz connections for 1200Mbps of total available
bandwidth.

>  Supports Virtual Server, Special Application and DMZ host.

>  Supports UPnP, Dynamic DNS, Static Routing.

»  Provides Automatic-connection and Scheduled Connection on certain time to the Internet.
>  Built-in NAT and DHCP server supporting static IP address distributing.

>  Supports Parent Control and Access Control.

»  Connects Internet on demand and disconnects from the Internet when idle for PPPoE.

> Provides 64/128-bit WEP encryption security and wireless LAN ACL (Access Control List).
>  Supports Flow Statistics.

>  Supports IPv6.

>  Supports firmware upgrade and Web management.
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1.4 Panel Layout

1.41

The Front Panel

g ¥y ® DO g 0

The router’s LEDs are located on the front panel (View from left to right).

Name Status Indication
Off Power is off.
b (Power) Flashing The router is booting or upgrading.
On Power is on.
. Off 2.4G wireless is disabled.
= (2.4G Wireless)
On 2.4G wireless is working properly.
— Off 5G wireless is disabled.
=" (5G Wireless)
On 5G wireless is working properly.
Off The Internet connection is not available.
Yellow-areen The Internet port is connected, and the Internet is
£ (Internet) 9 accessible.
o The Internet port is connected, but the Internet is
range . ;
inaccessible.
Off No device is connected to the Ethernet ports.
&) (Ethernet)
On At least one device has connected to the Ethernet ports.
Off No storage device or printer is plugged into the USB port.
¢ (UsB) Flashing A plugged-in storage device or printer is being recognized.
On The storage device has been successfully recognized.
Slow Flash A wireless device is connecting to the network by WPS
function. This process will last in the first 2 minutes.
5 A wireless device has been successfully added to the
I (wPs) On network by WPS function.
. A wireless device failed to be added to the network by WPS
Quick Flash )
function.
&= Note:

1. After a device is successfully added to the network by WPS function, the WPS LED will keep

on for about 5 minutes and then turn off.

2. The router is set to work concurrently in 2.4GHz and 5GHz by default. If you desire to choose

the working frequency, please go to 4.5 Dual Band Selection.
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1.4.2

The Rear Panel

The following parts are located on the rear panel (View from left to right).

>

WPS/Reset:

Pressing this button for less than 5 seconds enables the WPS function. If your client devices,
such as wireless adapters, support Wi-Fi Protected Setup, then you can press this button to
quickly establish a connection between the router and client devices and automatically

configure wireless security for your wireless network.

Pressing this button for more than 5 seconds enables the Reset function. With the router
powered on, press and hold the WPS/Reset button (approximately 8 seconds) until all LEDs
are lit. And then release the button and wait for the router to reboot to its factory default

settings.
Wi-Fi: The button for the wireless function.

Internet: This port is where you will connect the DSL/cable Modem, or Ethernet.

-5-
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YV V V V

Ethernet (1, 2, 3, 4): These ports (1, 2, 3, 4) connect the router to the local PC(s).
USB: The USB port connects to a USB storage device or a USB printer.
Power On/Off: The switch for the power.

Power: The Power socket is where you will connect the power adapter. Please use the
power adapter provided with this Archer C50 AC 1200 Wireless Dual Band Router.

Wireless antenna: To receive and transmit the wireless data.
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Chapter 2. Connecting the router

21 System Requirements

» Broadband Internet Access Service (DSL/Cable/Ethernet)

»> One DSL/Cable Modem that has an RJ45 connector (which is not necessary if the router is

connected directly to the Ethernet)
» PCs with a working Ethernet Adapter and an Ethernet cable with RJ45 connectors

TCP/IP protocol on each PC

\7

>  Web browser, such as Microsoft Internet Explorer, Mozilla Firefox or Apple Safari

2.2 Installation Environment Requirements

» Place the router in a well-ventilated place far from any heater or heating vent

\7

Avoid direct irradiation of any strong light (such as sunlight)
> Keep at least 2 inches (5 cm) of clear space around the router
»  Operating Temperature: 0°C~40C (32°T'~104°T")

»  Operating Humidity: 10%~90%RH, Non-condensing

2.3 Connecting the Router

Before installing the router, make sure your PC is connected to the Internet through the
broadband service successfully. If there is any problem, please contact your ISP. After that, please
install the router according to the following steps. Don't forget to pull out the power plug and keep

your hands dry.

1. Power off your modem (if the modem has a backup battery, please remove it t00.), and

disconnect your existing router if you have one.
2. Connect the Internet port on your router to the modem’s LAN port with an Ethernet cable.

3. Connect your computer to one of the Ethernet ports labeled 1~4 on the router with an
Ethernet cable. Or connect your computer to the router wirelessly by using the default

network name (SSID) and password printed on the product label at the bottom of the router.
4. Power on the modem and wait for 2 minutes.

5. Then plug the provided power adapter into the Power jack and the other end to a standard
electrical wall socket. Press the Power On/Off button to power on the router. (Before you
power on the router, please make sure your computer is NOT connected to any other

wireless network.)
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Wall Socket Wall Socket
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& Note:

The diameter of the screw ranges from 3.5 mm to 8 mm, and the distance between two screws is
105 mm. The screw that projects from the wall needs around 4.5 mm base, and the length of the

screw needs to be at least 20 mm to withstand the weight of the product.
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USE flash disk
USE hard drive

e

* 2ama USE hard drives that wark at a high
pawer withaut using any external poser
adaprer might not be supported,

USB

Printar

& Note:

If you want to use the router to share files or printer, plug the USB storage device to the USB port

or connect the printer to the router with a matching cable.
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Chapter 3. Quick Installation Guide

This chapter will show you how to configure the basic functions of your AC1200 Wireless Dual
Band Router using Quick Setup Wizard within minutes.

3.1 TCPI/IP Configuration

The default IP address of the router is 192.168.0.1 and the default Subnet Mask is 255.255.255.0.
These values can be changed as you desire. In this guide, we use all the default values for
description.

Connect the local PC to the Ethernet ports of the router and then you can configure the IP address
for your PC by the following method: Set up the TCP/IP Protocol in "Obtain an IP address
automatically” mode on your PC. If you need instructions as to how to do this, please refer to
Appendix B: Configuring the PC. Then the built-in DHCP server will assign IP address for the PC.

Now, you can run the Ping command in the command prompt to verify the network connection

between your PC and the router. The following example is in Windows XP OS.
Open a command prompt, and type ping 192.168.0.1, and then press Enter.

> If the result displayed is similar to the following figure, it means the connection between your
PC and the router has been established well.

- LWINDOWS\system 3T omd. oxe B ﬂ;:ﬂ

sl t Windows NP [Weprsdiom 5.1.2688] .

Ly Copgright 1Y85-Z861 Micreaoalt GCarp.

g statiscics for 1%
Packestst Sant
P iknd
Himc

>  If the result displayed is similar to following figure, it means the connection between your PC
and the router failed.

-10 -
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04 t Windows HF [Wersdiom 5.1.2688]

Ly Copgright 1Y85-2001 Micreaalt Carp.

| |
= |C0) ¥

=macararsoa

sttt bngseaglish ping 1%2 . 16H W1

Please check the connection following these steps:
1. Is the connection between your PC and the router correct?

& Note:
The Ethernet LED on the router and LEDs on your PC's adapter should be lit.

2. Is the TCP/IP configuration for your PC correct?

& Note:

If the router's IP address is 192.168.0.1, your PC's IP address must be within the range of
192.168.0.2 ~ 192.168.0.254.

3. Is the default LAN IP of the router correct?

&= Note:

If the LAN IP of the modem connected with your router is 192.168.0.x, the default LAN IP of the
router will automatically switch from 192.168.0.1 to 192.168.1.1 to avoid IP conflict. Therefore, in
order to verify the network connection between your PC and the router, you can open a command
prompt, and type ping 192.168.1.1, and then press Enter.

3.2 Quick Installation Guide

With a Web-based utility, it is easy to configure and manage the AC1200 Wireless Dual Band
Router. The Web-based utility can be used on any Windows, Macintosh or UNIX OS with a Web

browser, such as Microsoft Internet Explorer, Mozilla Firefox or Apple Safari.

1. To access the configuration utility, open a web-browser and type in the default IP address

http://tplinkwifi.net in the address field.

-1 -



(L CIAESTIl AC1200 Wireless Dual Band Router

3.

-
& Blank Page - Windows Internet Explorer

UL} || http://tplinkwifi.net/ MEIEY

After a moment, a login window will appear, similar to the following figure. Enter admin for the

User Name and Password, both in lower case letters. Then click the Login button or press

the Enter key.

A0 Werslens Tusl fans Rty

TP'LINH: sk b, Ao T8

& Note:
If the above screen does not pop up, it means that your Web-browser has been set to a proxy.
Go to Tools menu>Internet Options>Connections>LAN Settings, in the screen that appears,

cancel the Using Proxy checkbox, and click OK to finish it.

After successful login, the Quick Setup page will appear for you to quickly configure your

router.

Tur T Dk S8 lo maruelly configus pea inkemst SoeredSion ardd shislasa salngs

Hermiie

Umal Eand Sabe lise

Ta creviings | pleame chick Be e Bfan

[[Th

lorwaidieg

Click Next, and then WAN Connection Type page will appear, shown in the following figure.

-12-
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Thie Quick Sehup i propanng b sel up your intesmel connechon. please chooss ang iype Delow acoord (o your ESP
The detabsd Jeacriglicn will be &= plaped afer you choose e cxTesponding pe

Auto-Dartact

Irymamic IF [Most Common Casas)

Sadic 1P

PPPoERussda PPPoE

LITPIRussia LZTH

PPTRRUEsM PPTP

MoSe Foi USRS in some arsas such as Russia, Loaine elc ), please contact your IBF 16 chocse cormeciion ipe
maniaaliy

The router provides Auto-Detect function and supports five types of WAN connection:
Dynamic IP, Static IP, PPPoE/Russian PPPoE, L2TP/Russian L2TP, and PPTP/Russian
PPTP. It's recommended that you make use of the Auto-Detect function. If you are sure of
what kind of connection type your ISP provides, you can select the very type and click Next to
go on configuring.

If you select Auto-Detect, the router will automatically detect the connection type your ISP
provides. Make sure the cable is securely plugged into the Internet port before detection. The
appropriate configuration page will be displayed when an active Internet service is
successfully detected by the router.

& Note:

If Auto-Detect fails, you can select the connection type your ISP provides in the figure above,

and follow the configuring procedures below to continue.

1) If the connection type detected is Dynamic IP, there will appear the MAC Clone page (as
shown in the following figure). In most cases, there is no need to clone the MAC address.
You can select “No, | do NOT need to clone MAC address” and then click Next. If it is
necessary in your case, please select “Yes, | need to clone MAC address” and then
click Next.
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MUAD (Rlefitd Accais Conligd) sddierss m g snigue idanfils Bal denlifes your ¢ompuler’ o dide in The netmink Sone
of the E5Ps may register the WAC address of your Compeier which Sirsty connects 5o their sereices. and woukd nof alow
M IS CONNECToN 100 Sy MW COMPUlET OF MoUDer. TP-LIMK roaslir Can NEp YU 10 "Cioie™ of neplicale e
*pgrilered WAL aokdresss of yinr Srsl compger

nomsad ol e Canad [Tard b no feeid 10 Clires T WAL address Bl Fyou camT gl e inkerfs ¢ onnecbon afer Quik
Setup. please non il again and cione fhe WAL address for a iy
o Mg, | o HOT nesd o> clons MAC a0oress

o YEE | feed bS clane MAC addradi

50 Tk BN il Saili & [T o WY £ OroE i 100 yeodi T T Fr Ot i

2) If the connection type detected is Static IP, the next screen will appear as shown in the

following figure. Configure the following parameters and then click Next to continue.

Plezss aiier Ma bakc paramear sefngs prodoed by phil B0 F Sasic paramears s OenoeT Heake contan
15
¥ Address f.0:8.3
SubdEr Math 0.9.9.0
L Pyt ipafermmy: 1 I o
Primary DM S Sereer 0.9.9.9
i)

Eacondary (M5 Serier L1115 R

Backh | [ Hemt

IP Address - This is the WAN IP address as seen by external users on the Internet
(including your ISP). Your ISP will provide you with the IP address you need to enter
here. Enter the IP address into the field.

Subnet Mask - The Subnet Mask is used for the WAN IP address. Your IPS will provide
you with the subnet mask which is usually 255.255.255.0.

Default Gateway - Your ISP will provide you with the Gateway address which is the ISP
server’'s address. Enter the gateway IP address into the box if required.

Primary DNS Server - Enter the DNS Server IP address into the box if required.

Secondary DNS Server- (Optional) If your ISP provides another DNS server, enter it
into this field.

3) If the connection type detected is PPPoE/Russia PPPoE, the next screen will appear as

shown in the following figure. Configure the following parameters and then click Next to

continue.
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User Name/Password - Enter the User Name and Password provided by your ISP.
These fields are case-sensitive. If you have difficulty with this process, please contact

your ISP.

Confirm Password - Enter the password again to make sure that the password is

correct.

Secondary Connection - It's available only for PPPoE Connection. If your ISP provides an

extra Connection type such as Dynamic/Static IP to connect to a local area network, then you

can check the radio button of Dynamic/Static IP to activate this secondary connection.

Disabled - The Secondary Connection is disabled by default, so there is PPPoE

connection only. This is recommended.

Dynamic IP - You can check this radio button to use Dynamic IP as the secondary

connection to connect to the local area network provided by ISP.

Static IP - You can check this radio button to use Static IP as the secondary connection

to connect to the local area network provided by ISP.

4) If your connection type is L2TP/ Russia L2TP, select L2TP/Russia L2TP and the next
screen will appear as shown in the following figure.Configure the following parameters
and then click Next to continue.

Lwsrname
Fiiiepid. Srfidessdas
SOTEERINg Tips
S 1P BAOTE RN MR
IR Ednireas Doon
S-one Magk noon
Gangway oG
Gl flrver Ronn anan
» Username/Password - Enter the Username and Password provided by your ISP.

These fields are case-sensitive. If you have difficulty with this process, please contact

your ISP.

Select Static IP if the IP Address/ Subnet Mask/ Gateway and DNS server address have

been provided by your ISP. Then please enter server IP address or domain name provided by

your ISP, and also enter the corresponding parameters.
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Addre=ssing Tape: 03 Lyngome 15 G Sl 15

Sarsar P addrece'Hama:

IP &ddrass: 2.2.0.0

Subnet Mazk: 0.0.0.0

Datevany: 2.0.0.0
DHE Berver: 2.2.0.0 oozl
Jacondary DK Sarvar i candnnal:

Select Dynamic IP if none of the above parameters are provided. Then you just need to enter
server |P address or domain name provided by your ISP.

& Dynamic P () Static P

Server [P Address/Name:

5) If your connection type is PPTP/Russia PPTP, select PPTP/Russia PPTP and the next
screen will appear as shown in the following figure. Configure the following parameters
and then click Next to continue.

Freass aniar Ma LEamame and Pasiecnd 1 you Beoal Tem peais ©Ofcsull your 15H
L P i
TN
Addressing Typs e Sl 12

Sarodr |F Ao rese N
1P A ri ki 0.03.0

Subnet Magk 0,030
Galeway g.oan
ORE Janaer g.od0  G.bso0

Eack e

» Username/Password - Enter the Username and Password provided by your ISP.
These fields are case-sensitive. If you have difficulty with this process, please contact
your ISP.

Select Static IP if the IP Address/ Subnet Mask/ Gateway and DNS server address have
been provided by your ISP. Then please enter server IP address or domain name provided by

your ISP, and also enter the corresponding parameters.
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) DynamiclP (%) Static IP

Server IP Address/iName: | |

IP Address: | 0.0.0.0 |
Subnet Mask: | 0.0.0.0 |
Gateway: | 0.0.0.0 |
DNS:  [0.0.0.0 |

Select Dynamic IP if none of the above parameters are provided. Then you just need to enter

server |P address or domain name provided by your ISP.

(& DynamicIP ) StaticIP

Server IP Address/Hame: |

5. After finishing the WAN Connection Type selection, the Dual Band Selection page will
appear as shown in the following figure. Here we take “2.4GHz and 5GHz" for example. Click

Next to continue.

Pl faibeE ] & Chbls’ [Thib C Pl b Deda 05 il OF (Al & Jreiad (G0 B

w| & Al

Bl SGHz

Back Hezad

» 2.4GHz - You can use the 2.4GHz band to connect to many classic wireless devices like
gaming consoles, laptops, DVRSs, etc.

» 5GHz - This band is less crowded and is used for time-sensitive music, video streaming
or gaming. Using this band can avoid interference with 2.4GHz networks or noisy
devices like cordless phones and microwave ovens.

6. Configure the basic parameters for 2.4GHz wireless network in the following screen as

shown in the following figure, and then click Next.
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Wirsleas Network Hame: TP-LIWE 0201 {Alsa called 28100

Sacurnity
a WAL P K (Recommended)
wWireleas Password 135670

CEmtar RECH charadars Babwean O and 61 or Hexsdeomal charnchers
Deteben 8 and 54 )

Dinabla Wirslass Socurty

Muors Advanced Winsess Sentings

Back Hast

> Wireless Network Name - Also called the SSID (Service Set Identification). Enter a
value of up to 32 characters. The same name must be assigned to all wireless devices
in your network. The default SSID is set to be TP-LINK_XXXX. This value is

>  Security

® Enable Security (WPA-PSK/WPA2-PSK) — It's selected by default, with the
default PSK password the same as the default PIN code.

® Disable Wireless Security - The wireless security function can be enabled or

disabled. If disabled, the wireless stations will be able to connect the router without
encryption.

The above settings are only for basic wireless parameters. For advanced settings, please
check “More Advanced Wireless Settings”, and then you can set the following parameters.

More Advanced Wireless Settings

Band: 24GHZ
Mode: | 11bgn mixed b

Channel Width: Auto v

> Band - This field displayed the operating frequency being configured.
> Mode - This field determines the wireless mode which the router works on.
® 11bg mixed - Select if you are using both 802.11b and 802.11g wireless clients.

® 11bgn mixed - Select if you are using a mix of 802.11b, 11g, and 11n wireless
clients.
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» Channel Width - Select any channel width from the drop-down list. The default setting

is “Auto”, which can adjust the channel width for your clients automatically.

» Channel - This field determines which operating frequency will be used. It is not

necessary to change the wireless channel unless you notice interference problems with

another nearby access point. If you select “Auto”, then the AP will select the best

channel automatically.

Configure the basic parameters for 5GHz wireless network in the following screen as shown

in the following figure, and then click Next.

| Ouick Setu

va Mg wr e ek s

Wreiaas Metwork Hame

ey

More Afvanced Yirekess Seiimga

TF-LINE GI01_50 Alea ol

MY PSR [He mmmeided]
FIMEETT

Wiryaas Praserad

A L]

SENAE BN A a0 54

Camabie Whrelea s Secarmy

FalFAcisi  Baael il B and 2.3 &0 HeoadeFual Shiadieih

Bach [EET

Wireless Network Name - Also called the SSID (Service Set Identification). Enter a value of

up to 32 characters. The same name must be assigned to all wireless devices in your
network. The default SSID is set to be TP-LINK_XXXX_5G. This value is case-sensitive. For
example, TEST is NOT the same as test.

>  Security

Enable Security (WPA-PSK/WPA2-PSK) — It's selected by default, with the

default PSK password the same as the default PIN code.

Disable Security - The wireless security function can be enabled or disabled. If

disabled, the wireless stations will be able to connect the router without encryption.

The above settings are only for basic wireless parameters. For advanced settings, please

check “More Advanced Wireless Settings”, and then you can set the following parameters.

Band:
floda:

Channel Whdth:

Chanmal:

[F Mar Adsaresd ddmwlzzs Seting:

Sl
Tl el
]

]

> Band - This field displayed the operating frequency being configured.
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> Mode - This field determines the wireless mode which the router works on.
® 11an mixed - Select if you are using both 802.11a and 802.11n wireless clients.
® 11a/n/ac mixed — Select if you are using 802.11a, 802.11n and 802.11ac wireless
clients.
» Channel Width - Select any channel width from the drop-down list. The default setting
is “Auto”, which can adjust the channel width for your clients automatically.
» Channel - This field determines which operating frequency will be used. It is not

necessary to change the wireless channel unless you notice interference problems with
another nearby access point. If you select “Auto”, then the AP will select the best
channel automatically.

Confirm the parameters and click the Save button to make the settings take effect.

The Chick Setup te complete Piagse confirm all parameters below Chck BACK To modity any selings or chck

JAVE for s-ave and apply vour configuranons

Paramelers Surmmary
Conmpciins Type
Usgrname:
Pasaword:
Sescondary Conmection:

Wireless 24GH-

Wimeless Netwodk Hame S S0
Channet

Modes

Channal Widith

SeCunity:

Wirsless Passeord:

Wirsless SGHE

Wireless Neftwodk Hamed 5510k
Channet

Modec

Chanmel Width:

SeCunty:

Vitinelesg Pubavisord:

PPPoE

GTS5045T 355 160.9d

AR EEE

Dizabled

Enabled
TP-LINK_020
Aube

115gn mixed
LTF ]
WPAL-Fangonal

12348870

Enzbled
TP-LIME_ G201 _5G
LD

1ianiss mided
Aliha
WPAZ-Peraonal
12345670

Back | |

Save
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Quick Setup - Complets

S0 Fs:
Cporadon Mode Canflqudeg: Suzsoas
Wal Conmecdon Conflqurng: Suiiis:
Saovwayand DOHE Conflqurdeg: Sucttas
WOF Conflqurdng: Suzste:

Qulze o soomp e e ZIzsFHEHIZ 2l
Mzle 1 hie darclen =1 c=nnnzlhozensd bz e s H  pEH=2e o Mebears: o SEM e s ld lED mselnn o=

isH comnizel o moe avd mzdz on e ViiH pags.

| = [
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Chapter 4. Configuring the router

This chapter will show each key function of the Web page and its configuration method.

41 Login

After your successful login, you will see the main menus on the left of the Web-based utility. On the

right, there are the corresponding explanations and instructions.

Status

Quick Setup
Network

Dual Band Selection
Wireless 2.4GHz
Wireless 5GHz
Guest Network
DHCP

USB Settings

NAT

Forwarding

Security

Parent Control
Access Control
Advanced Routing
Bandwidth Control
IP & MAC Binding
Dynamic DNS

IPv6

System Tools

Logout

The detailed explanations for each Web page’s key function are listed below.

4.2 Status

The Status page provides the current status information about the router. All information is

read-only.
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4.3 Quick Setup

Please refer to 3.2 Quick Installation Guide.
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44 Network

Network

-WaN

-LAN
- MAC Clone

There are three submenus under the Network menu: WAN, LAN and MAC Clone. Click any of
them, and you will be able to configure the corresponding function.

441 WAN

Choose menu “Network — WAN", you can configure the IP parameters of the WAN on the

screen below.

1. If your ISP provides the DHCP service, please choose Dynamic IP type, and the router will

automatically get IP parameters from your ISP. You can see the page as follows:

Connaction Type  Ohynamic 1P Tl Oetact

B Address 0200
Sabnel Masa: neng
GEHETY pa.nag

WTINBytesx 1500 | 1500 as defaull @0 nol change uniess mecesnary|

Enabibs IGMPF Proay: 4
e 1P voith Linicase W1 i sisis pal iegarsa

St OIS Sarvead maanuady:

HoasT R hrcher TR0

This page displays the WAN |P parameters assigned dynamically by your ISP, including IP
address, Subnet Mask, Default Gateway, etc. Click the Renew button to renew the IP

parameters from your ISP. Click the Release button to release the IP parameters.
If you want to do some advanced configurations, please click the Advanced button.

» MTU(Bytes) - The normal MTU (Maximum Transmission Unit) value for most Ethernet
networks is 1500 Bytes. It is not recommended that you change the default MTU size unless
required by your ISP.
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> Enable IGMP Proxy - IGMP (Internet Group Management Protocol) is used to manage

multicasting on TCP/IP networks. Some ISPs use IGMP to perform remote configuration for
client devices, such as the modem router. The default value is enabled, and if you are not

sure, please contact your ISP or just leave it.

> Get IP with Unicast - A few ISPs' DHCP servers do not support the broadcast applications. If

you cannot get the IP Address normally, you can choose this option. (It is rarely required.)

» Set DNS server manually - If your ISP gives you one or two DNS addresses, select Set
DNS server manually and enter the primary and secondary addresses into the correct fields.

Otherwise, the DNS servers will be assigned automatically from your ISP.

& Note:

If you find error when you go to a website after entering the DNS addresses, it is likely that
your DNS servers are set up improperly. You should contact your ISP to get DNS server

addresses.
» Host Name - This option specifies the Host Name of the router.
Click the Save button to save your settings.

2. If your ISP provides a static or fixed IP Address, Subnet Mask, Gateway and DNS setting,

select Static IP. The Static IP settings page will appear, shown in the following figure.

Conmecteon Type: Slatic P [= Dlatect

B Addiegs: 0.0.0.0

submel Magk: C.0.0.0

Gatowsy, | 2.0.0.0

Primary [HS Servern 8,3.8.8
Sacomdary DHS Saniem f.0.0.0 {optinnat)

MTUH Byl 1599  [¥50:0 a5 cefaull do nol change nless neCosEay)

Enable AN Prooy; &

5

> IP Address - Enter the IP address in dotted-decimal notation provided by your ISP.

> Subnet Mask - Enter the subnet Mask in dotted-decimal notation provided by your ISP,
usually is 255.255.255.0.
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» Gateway - (Optional) Enter the gateway IP address in dotted-decimal notation provided by

your ISP.

» Primary DNS Server/Secondary DNS Server- (Optional) Enter one or two DNS addresses

in dotted-decimal notation provided by your ISP.

> MTU (Bytes) - The normal MTU (Maximum Transmission Unit) value for most Ethernet
networks is 1500 Bytes. It is not recommended that you change the default MTU size unless
required by your ISP.

> Enable IGMP Proxy - IGMP (Internet Group Management Protocol) is used to manage
multicasting on TCP/IP networks. Some ISPs use IGMP to perform remote configuration for
client devices, such as the modem router. The default value is enabled, and if you are not

sure, please contact your ISP or just leave it.

Click the Save button to save your settings.

3. If your ISP provides a PPPoE connection, select PPPoE/Russia PPPoE option. And you

should enter the following parameters as follows:

LT TS ————————
~ WAN Settin

Coneection Type: PPDoE ea | Debecl

PR Usarnanis
PPF Pasyword:

Coervllimm pesswamdd

Sacandary Cannaction Dl ead Dhynaie P e P F Das] Sesdis

Connection Modo: W Always on
Corinec] 6 darmand
" penes mameady

Waw ido T 1T verstos [0 meaning connecton reamies ocive o al

Authantcation Typa:  &UTC_ALITH

Sare

> Username/Password - Enter the User Name and Password provided by your ISP. These

fields are case-sensitive.
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» Secondary Connection - It's available only for PPPoE Connection. If your ISP provides an

extra Connection type such as Dynamic/Static IP to connect to a local area network, then you

can check the radio button of Dynamic/Static IP to activate this secondary connection.

e Disabled - The Secondary Connection is disabled by default, so there is PPPoE

connection only. This is recommended.

e Dynamic IP - You can check this radio button to use Dynamic IP as the secondary

connection to connect to the local area network provided by ISP.

e Static IP - You can check this radio button to use Static IP as the secondary connection

to connect to the local area network provided by ISP.

> Always on - In this mode, the Internet connection will be active all the time.

»> Connect on Demand - In this mode, the Internet connection can be terminated automatically
after a specified inactivity period (Max Idle Time) and be re-established when you attempt to
access the Internet again. If you want your Internet connection keeps active all the time,
please enter “0” in the Max Idle Time field. Otherwise, enter the number of minutes you want

to have elapsed before your Internet access disconnects.

» Connect Manually - You can click the Connect/Disconnect button to connect/disconnect
immediately. This mode also supports the Max Idle Time function as Connect on Demand
mode. The Internet connection can be disconnected automatically after a specified inactivity

period and re-established when you attempt to access the Internet again.

Click the Connect button to connect immediately. Click the Disconnect button to disconnect

immediately.

Caution: Sometimes the connection cannot be terminated although you specify a time to Max Idle

Time because some applications are visiting the Internet continually in the background.

If you want to do some advanced configurations, please click the Advanced button, and the page

shown in the following figure will then appear:
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Service Namea [ nol changs unless nelessary|
SaPeT M. | 38 Aol ENange Uniess netes Ay
MTUEyResr 1430 (14080 35 ostsult donof changs unlsss necessan)

Enabia IGME Proky
U=e 1P address specifeed by 1S9
Echo request mierval |33 (120 sedonds. O maaning no reguesi)

Sar DM S s&neer mamially

Sanw

> Service Name/Server Name - The service name and server name should not be configured
unless you are sure it is necessary for your ISP. In most cases, leaving these fields blank will

work.

> MTU(Bytes) - The default MTU size is “1480” bytes, which is usually fine. It is not

recommended that you change the default MTU Size unless required by your ISP.

> Enable IGMP Proxy - IGMP (Internet Group Management Protocol) is used to manage
multicasting on TCP/IP networks. Some ISPs use IGMP to perform remote configuration for
client devices, such as the modem router. The default value is enabled, and if you are not

sure, please contact your ISP or just leave it.

Y

Use IP address specified by ISP - If your ISP does not automatically assign IP addresses to
the router during login, please click “Use IP address specified by ISP” check box and enter
the IP address provided by your ISP in dotted-decimal notation.

» Echo request interval - The router will detect Access Concentrator online at every interval.
The default value is “0”. You can input the value between “0” and “120”. The value “0” means

no detect.

» Set DNS server manually - If your ISP does not automatically assign DNS addresses to the
router during login, please click “Set DNS server manually” check box and enter the IP
address of your ISP’s primary DNS server. If a secondary DNS server address is available,

enter it as well.
Click the Save button to save your settings.

4. If your ISP provides BigPond Cable (or Heart Beat Signal) connection, please select

BigPond Cable. And you should enter the following parameters as follows:
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Commiiion Typa:  Higfond Cabie . De=dect

Ui riudine

P venwecerd

Aarth Senag
Eunty Damiiin

MITU Byrtendc 1930 (V500 an defeel. do et chenge unleas secasaan
Lnsble 1GNP Proy

Camvstion Moda: 51 AlwiyE o8
Covnect on démand
Cornesct manualy

Wlax ifa Timar 1T mnutos [0 masnmg comechion Teemens scira ot all

Bifis

=L

Username/Password - Enter the User Name and Password provided by your ISP. These

fields are case-sensitive.

Auth Server - Enter the authenticating server IP address or host name.

Auth Domain - Type in the domain suffix server name based on your location.
e.g.

NSW /ACT - nsw.bigpond.net.au
VIC / TAS / WA/ SA/ NT - vic.bigpond.net.au
QLD - gld.bigpond.net.au

MTU(Bytes)- The normal MTU (Maximum Transmission Unit) value for most Ethernet
networks is 1500 Bytes. It is not recommended that you change the default MTU value unless

required by your ISP.

Enable IGMP Proxy - IGMP (Internet Group Management Protocol) is used to manage
multicasting on TCP/IP networks. Some ISPs use IGMP to perform remote configuration for
client devices, such as the modem router. The default value is enabled, and if you are not

sure, please contact your ISP or just leave it.
Always on - In this mode, the Internet connection will be active all the time.

Connect on Demand - In this mode, the Internet connection can be terminated automatically

after a specified inactivity period (Max Idle Time) and be re-established when you attempt to
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access the Internet again. Enter the number of minutes you want to have elapsed before your

Internet access disconnects.

» Connect Manually - You can click the Connect/Disconnect button to connect/disconnect
immediately. This mode also supports the Max Idle Time function as Connect on Demand
mode. The Internet connection can be disconnected automatically after a specified inactivity

period and re-established when you attempt to access the Internet again.

Click the Connect button to connect immediately. Click the Disconnect button to disconnect

immediately.

Caution: Sometimes the connection cannot be terminated although you specify a time to Max Idle

Time because some applications are visiting the Internet continually in the background.
Click the Save button to save your settings.

5. If your ISP provides L2TP connection, please select L2TP/Russia L2TP option. And you

should enter the following parameters as follows:

Connectizn Type: LZTP Dt

s rname: ANE CTATS

Pasreard:

Addressing Typs: ¥ Dhymams IP Static IP
Lerven P Addiessshlame:
P Addirec: (L]
Subnel Mask: (]
Galirmasy: (L]
OHS Sarver: g, ouRne
P Address: Dd. b
OHS Sarver: L, 0R0g
MTUCByiess]: | 1460 (M50 as defaull, do not chasge unlsss ecessany]
Enalbe IGMP Pigay: |2
Lo crses Mode: =1 duaas o8

Conmach o8 damand
Conrsct mangally

Wlax blle Tame: | 15

mEve

Username/Password - Enter the User Name and Password provided by your ISP. These

fields are case-sensitive.
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\7

Addressing Type - Choose the addressing type given by your ISP, either Dynamic IP or
Static IP. Click the Connect button to connect immediately. Click the Disconnect button to

disconnect immediately.

MTU(Bytes) - The default MTU size is “1460” bytes, which is usually fine. It is not

recommended that you change the default MTU Size unless required by your ISP.

Enable IGMP Proxy - IGMP (Internet Group Management Protocol) is used to manage
multicasting on TCP/IP networks. Some ISPs use IGMP to perform remote configuration for
client devices, such as the modem router. The default value is enabled, and if you are not

sure, please contact your ISP or just leave it.

Always on - In this mode, the Internet connection will be active all the time.

Connect on Demand - You can configure the router to disconnect from your Internet
connection after a specified period of inactivity (Max Idle Time). If your Internet connection
has been terminated due to inactivity Connect on Demand enables the router to
automatically re-establish your connection as soon as you attempt to access the Internet
again. If you wish to activate Connect on Demand, check the radio button. If you want your
Internet connection to remain active at all times, enter 0 in the Max Idle Time field. Otherwise,
enter the number of minutes you want to have elapsed before your Internet connection

terminates.

Connect Manually - You can configure the router to make it connect or disconnect manually.
After a specified period of inactivity (Max Idle Time), the router will disconnect from your
Internet connection, and you will not be able to re-establish your connection automatically as
soon as you attempt to access the Internet again. To use this option, check the radio button. If
you want your Internet connection to remain active at all times, enter "0" in the Max Idle Time
field. Otherwise, enter the number of minutes that you wish to have the Internet connecting

last unless a new link is requested.

Caution: Sometimes the connection cannot be disconnected although you specify a time to Max

Idle Time, because some applications are visiting the Internet continually in the background.

Click the Save button to save your settings.

7.

If your ISP provides PPTP connection, please select PPTP/Russia PPTP option. And you

should enter the following parameters as follows:
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Cormaciion Type: PRTP Dhlig I
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Username/Password - Enter the User Name and Password provided by your ISP. These

fields are case-sensitive.

Dynamic IP/ Static IP - Choose the addressing type given by your ISP, either Dynamic IP or

Static IP, and enter the ISP’s IP address or the domain name.

If you choose static IP and enter the domain name, you should also enter the DNS assigned
by your ISP. And click the Save button.

Click the Connect button to connect immediately. Click the Disconnect button to disconnect

immediately.

MTU(Bytes) The default MTU size is “1420” bytes, which is usually fine. It is not

recommended that you change the default MTU Size unless required by your ISP.

Enable IGMP Proxy - IGMP (Internet Group Management Protocol) is used to manage
multicasting on TCP/IP networks. Some ISPs use IGMP to perform remote configuration for
client devices, such as the modem router. The default value is enabled, and if you are not

sure, please contact your ISP or just leave it.

Always on - In this mode, the Internet connection will be active all the time.
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» Connect on Demand - You can configure the router to disconnect from your Internet

connection after a specified period of inactivity (Max Idle Time). If your Internet connection
has been terminated due to inactivityy, Connect on Demand enables the router to
automatically re-establish your connection as soon as you attempt to access the Internet
again. If you wish to activate Connect on Demand, check the radio button. If you want your
Internet connection to remain active at all times, enter “0” in the Max lIdle Time field.
Otherwise, enter the number of minutes you want to have elapsed before your Internet

connection terminates.

» Connect Manually - You can configure the router to make it connect or disconnect manually.
After a specified period of inactivity (Max Idle Time), the router will disconnect from your
Internet connection, and you will not be able to re-establish your connection automatically as
soon as you attempt to access the Internet again. To use this option, click the radio button. If
you want your Internet connection to remain active at all times, enter "0" in the Max Idle Time
field. Otherwise, enter the number in minutes that you wish to have the Internet connecting

last unless a new link is requested.

Caution: Sometimes the connection cannot be disconnected although you specify a time to Max

Idle Time because some applications are visiting the Internet continually in the background.

Click the Save button to save your settings.

& Note:

If you don't know how to choose the appropriate connection type, click the Detect button to allow
the router to automatically search your Internet connection for servers and protocols. The
connection type will be reported when an active Internet service is successfully detected by the
router. This report is for your reference only. To make sure the connection type your ISP provides,
please refer to the ISP. The various types of Internet connections that the router can detect are as

follows:

e PPPoE - Connections which use PPPoE that requires a user name and password.
e Dynamic IP - Connections which use dynamic IP address assignment.
e Static IP - Connections which use static IP address assignment.

The router cannot detect PPTP/L2TP/Big Pond connections with your ISP. If your ISP uses one
of these protocols, then you must configure your connection manually.

4.4.2 LAN

Choose menu “Network — LAN", you can configure the IP parameters of the LAN on the screen
as
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below.

HSC Addrami: [0 5548 830700
1P A
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» MAC Address - The physical address of the router, as seen from the LAN. The value can't
be changed.

»> IP Address - Enter the IP address of your router or reset it in dotted-decimal notation
(factory default: 192.168.0.1).

» Subnet Mask - An address code that determines the size of the network. Normally use
255.255.255.0 as the subnet mask.

> Enable IGMP Snooping —Check this box to enable IGMP. IGMP snooping is designed to
prevent hosts on a local network from receiving traffic for a multicast group they have not
explicitly joined. IGMP snooping is especially useful for bandwidth-intensive IP multicast

applications such as IPTV.

& Note:

1) If you change the IP Address of LAN, you must use the new IP Address to log in the router.

2) Ifthe new LAN IP Address you set is not in the same subnet, the IP Address pool of the DHCP
server will change accordingly at the same time, while the Virtual Server and DMZ Host will

not take effect until they are re-configured.

443 MAC Clone

Choose menu “Network — MAC Clone”, you can configure the MAC address of the WAN on
the screen

below:

WAN MM AddresE 0D 554500 02 0 Heaioen Fackary MAC
Your PC's MAC Address Clang MAL Addrass

Smw

Some ISPs require that you register the MAC Address of your adapter. Changes are rarely
needed here.
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» WAN MAC Address - This field displays the current MAC address of the Internet port. If
your ISP requires you to register the MAC address, please enter the correct MAC address

into this field in XX:XX:XX:XX:XX:XX format (X is any hexadecimal digit).

» Your PC's MAC Address - This field displays the MAC address of the PC that is managing
the router. If the MAC address is required, you can click the Clone MAC Address button
and this MAC address will fill in the WAN MAC Address field.

Click Restore Factory MAC to restore the MAC address of Internet port to the factory default

value. Click the Save button to save your settings.

&= Note:
Only the PC on your LAN can use the MAC Address Clone function.

4.5 Dual Band Selection

Choose menu “Dual Band Selection”, and you can choose the working frequency for your router.
It is recommended that your computers and devices running video and voice applications use the
5GHz band, while your guest access and computers that are only browsing the web use the
2.4GHz band.

Fgge ezl o Cledr e vhisck s L e of dsdne @ e gl Lan,

|-] Z.d6a =

|=] FiS=r

=TT

> 2.4GHz (802.11b/g/n) - Click the box, and then the router will only work in 2.4GHz frequency.
You can use the 2.4GHz band to connect to many classic wireless devices like gaming

consoles, laptops, DVRs, etc.

> 5GHz (802.11a/n/ac) - Click the box, and then the router will only work in 5GHz frequency.
This band is less crowded and is used for time-sensitive music, video streaming or gaming.
Using this band can avoid interference with 2.4GHz networks or noisy devices like cordless

phones and microwave ovens.

4.6 Wireless 2.4GHz

There are six submenus under the Wireless menu: Basic Settings, WPS, Wireless Security,
Wireless MAC Filtering, Wireless Advanced and Wireless Statistics. Click any of them, and

you will be able to configure the corresponding functions.
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4.6.1 Basic Settings

Wireless 2.4GHz
- Basic Settings
-WP5

- Wireless Security

- Wireless MAC Filtering
- Wireless Advanced

- Wireless Statistics

Choose menu “Wireless 2.4GHz — Basic Settings”, you can configure the basic settings for
the wireless network of 2.4GHz on this page.

Whredeas Retwork Rame: | TP-LINE 0201 |Also caled S50

Mode: 11 hgn mied 1-:
Channek | Auls ]

Chams WWidth: Ao

& Enable S510 Broadcast
Enatls WDS

Saw

> Wireless Network Name - Also called the SSID (Service Set Identification). Enter a value of
up to 32 characters. The same name must be assigned to all wireless devices in your
network. Considering your wireless network security, the default SSID is set to be
TP-LINK_XXXX. This value is case-sensitive. For example, TEST is NOT the same as test.

> Mode - Select the desired mode.

® 11bg mixed - Select if you are using both 802.11b and 802.11g wireless clients.

® 11bgn mixed - Select if you are using a mix of 802.11b, 11g, and 11n wireless clients. It
is strongly recommended that you set the Mode to 802.11bgn mixed, and all of

802.11b, 802.11g, and 802.11n wireless stations can connect to the router.

» Channel - This field determines which operating frequency will be used. The default channel
is set to Auto, so the AP will choose the best channel automatically. It is not necessary to
change the wireless channel unless you notice interference problems with another nearby

access point.
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Channel Width - Select the channel width from the drop-down list. The default setting is
automatic, which can adjust the channel width for your clients automatically.

& Note:

If 11bg mixed is selected in the Mode field, the Channel Width selecting field will turn grey
and the value will become 20M, which is unable to be changed.

Enable SSID Broadcast - When wireless clients survey the local area for wireless networks
to associate with, they will detect the SSID broadcast by the router. If you select the Enable

SSID Broadcast checkbox, the Wireless router will broadcast its name (SSID) on the air.

Enable WDS - Check this box to enable WDS. With this function, the router can bridge two or
more WLANSs. If this checkbox is selected, you will have to set the following parameters as

shown in the following figure. Make sure the following settings are correct.

[#] Enabis WDS

535ID(t0 be brigged):
MAC Addressito be bridged): eg DO1D0F 112253
| SCAn
Koy Type:  MNone
WEF Index:
Authentication Type:
Encryption:

Fasswond,

»> SSID (to be bridged) - The SSID of the AP your router is going to connect to as a client.
You can also use the search function to select the SSID to join.

> MAC Address (to be bridged) - The BSSID of the AP your router is going to connect to

as a client. You can also use the search function to select the BSSID to join.
»  Scan - Click this button, you can search the AP which runs in the current channel.

»> Key type - This option should be chosen according to the AP's security configuration. It

is recommended that the security type is the same as your AP's security type

> WEP Index - This option should be chosen if the key type is WEP(ASCII) or WEP(HEX).
It indicates the index of the WEP key.

» Authentication Type - This option should be chosen if the key type is WEP(ASCII) or
WEP(HEX). It indicates the authorization type of the Root AP.

> Encryption - When WPA is set as the Authentication Type, you can select either TKIP
or AES as Encryption.
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» Password - If the AP your router is going to connect needs password, you need to fill

the password in this blank.

4.6.2 WPS

Choose menu “Wireless 2.4GHz —WPS”, you can the screen as shown in the following figure.
This section will guide you to add a new wireless device to an existing network quickly by WPS
(Wi-Fi Protected Setup) function.

WPE Enabisd (lisabin
Current PIRC 12343870 Restore P | Generate Hew PN
[sabes devcs PR

Add a new device: | Add device

> WPS - Enable or disable the WPS function here.

» Current PIN - The current value of the router's PIN is displayed here. The default PIN of the

router can be found in the label or User Guide.
> Restore PIN - Restore the PIN of the router to its default.

> Generate New PIN - Click this button, and then you can get a new random value for the

router's PIN. You can ensure the network security by generating a new PIN.

> Disable device PIN - If this box is checked, and then wireless clients will not be able to

connect to the wireless network with PIN code.

> Add device - You can add a new device to the existing network manually by clicking this
button.

If the wireless adapter supports Wi-Fi Protected Setup (WPS), you can establish a wireless
connection between wireless adapter and router using either Push Button Configuration (PBC)
method or PIN method.

& Note:

To build a successful connection by WPS, you should also do the corresponding configuration of
the new device for WPS function meanwhile.

l. Use the Wi-Fi Protected Setup Button

Use this method if your client device has a WPS button.
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Step 1: Press the WPS/Reset button on the back panel of the router, as shown in the following

figure. You can also keep the default WPS status as Enabled and click the Add device
button in the figure above. Then choose “Press the button of the new device in two

minutes” and click Connect the following figure..

WPS Settings

7 Enlar ey device FIN
PiH
& Preas the WS button of the new desce withn the nexd two minules

[ Connect ] [ Back ]

Step 2: Press and hold the WPS button of the client device.

Step 3: The Wi-Fi Protected Setup LED flashes for two minutes during the Wi-Fi Protected Setup
process.

Step 4: When the WPS LED is on, the client device has successfully connected to the router.

Il. Enter the client device’s PIN on the router

Use this method if your client device does not have the WPS button, but has a Wi-Fi Protected
Setup PIN number.

Step 1: Keep the default WPS status as Enabled and click the Add device button, then the
following figure will appear.

WPS Settings

@ Enter new device PIN
Fil

(0 Press the WPES buflon of the maw deaca withis Ehe ngd bed minulas

Connect | | Back
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Step 2: Enter the PIN number from the client device in the field on the WPS screen above. Then

click Connect button.

Step 3: “Connect successfully” will appear on the screen of the figure above, which means the

client device has successfully connected to the router.

lll. Enter the router’s PIN on your client device
Use this method if your client device asks for the router’'s PIN number.

Step 1: On the client device, enter the PIN number listed on the router’s Wi-Fi Protected Setup
screen (It is also labeled on the bottom of the router).

Step 2: The Wi-Fi Protected Setup LED flashes for two minutes during the Wi-Fi Protected
Setup process.

Step 3: When the WPS LED is on, the client device has successfully connected to the router.

& Note:

1) The WPS LED on the router will light green for five minutes if the device has been
successfully added to the network.

2) The WPS function cannot be configured if the Wireless Function of the router is disabled.
Please make sure the Wireless Function is enabled before configuring the WPS.

4.6.3 Wireless Security

Choose menu “Wireless 2.4GHz — Wireless Security”, you can configure the security settings
of your wireless network. There are five wireless security modes supported by the router:
WPA-Personal, WPA2-Personal, WPA-Enterprise, WPA2-Enterprise, and WEP.
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Encryption:
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Disable Wireless Security - If you do not want to use wireless security, check this radio
button. But it's strongly recommended to choose one of the following modes to enable

security.

WPA/WPA2-Personal - It's the WPA/WPA2 authentication type based on pre-shared

passphrase. The router is configured by this security type by default.

¢ Authentication Type - you can choose the version of the WPA-PSK security on the
drop-down list. The default setting is Auto, which can select WPA-PSK (Pre-shared key of
WPA) or WPA2-PSK (Pre-shared key of WPA) automatically based on the wireless

station's capability and request.
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¢ Encryption - When WPA-PSK or WPA is set as the Authentication Type, you can select

either Automatic, or TKIP or AES as Encryption.

& Note:
If you check the WPA/WPA2-Personal radio button and choose TKIP encryption, you will

find a notice in red as shown in the following figure.

@ WPARPAT - Parechal [Recommsndad|
Authenticaton Tepa:  |WTA2 2L
Encryption: | TRIM

Wirglece Fassword: Telldha
Group Key Updats Parlad: |1

¢ Wireless Password - You can enter ASCII characters between 8 and 63 characters or 8 to
64 Hexadecimal characters. The default password is the same with the default PIN code,
which is labeled on the bottom of the router.

e Group Key Update Period - Specify the group key update interval in seconds. The value
should be 30 or above. Enter 0 to disable the update.

> WPA/WPA2- Enterprise - It's based on Radius Server.

e Version - you can choose the version of the WPA security on the drop-down list. The
default setting is Automatic, which can select WPA (Wi-Fi Protected Access) or WPA2
(WPA version 2) automatically based on the wireless station's capability and request.

¢ Encryption - You can select either Automatic, or TKIP or AES.

& Note:

If you check the WPA/WPAZ2-Enterprise radio button and choose TKIP encryption, you will
find a notice in red as shown in the following figure.

= WPAMIFALD -Entarprica
authantlcatlen Tipe:  Saa
Encriphon: TR
RACIUE Jannar IF:
RACHIU S darear Port TR
RADIUY Sardar Paceaard:
Group Kay Update Parlod:

+ Radius Server IP - Enter the IP address of the Radius server.
¢ Radius Server Port - Enter the port number of the Radius server.

¢ Radius Server Password - Enter the password for the Radius server.
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>

4.6.4

¢ Group Key Update Period - Specify the group key update interval in seconds. The value

should be 30 or above. Enter 0 to disable the update.

WEP - It is based on the IEEE 802.11 standard. If you check this radio button, you will find a

notice in red as show in the following figure.

& \WEP
Auth=nficrhon Type: Ciosn Swelen

VVEF K=i Format: | Hosaeeorral

Jolactad Hay:  \WEP Hay Kay Trpa
ey 1: (RS E |
oy It [ ol I |
Mgy & [ o b |
Kay 4 Diczlled

Authentication Type - you can choose the type for the WEP security on the drop-down list.
The default setting is Auto, which can select Shared Key or Open System authentication

type automatically based on the wireless station's capability and request.

WEP Key Format - Hexadecimal and ASCII formats are provided here. Hexadecimal
format stands for any combination of hexadecimal digits (0-9, a-f, A-F) in the specified
length. ASCII format stands for any combination of keyboard characters in the specified
length.

WEP Key - Select which of the four keys will be used and enter the matching WEP key that
you create. Make sure these values are identical on all wireless stations in your network.

Key Type - You can select the WEP key length (64-bit, or 128-bit, or 152-bit.) for
encryption. "Disabled" means this WEP key entry is invalid.

64-bit - You can enter 10 hexadecimal digits (any combination of 0-9, a-f, A-F, zero key is

not promoted) or 5 ASCII characters.

128-bit - You can enter 26 hexadecimal digits (any combination of 0-9, a-f, A-F, zero key is
not promoted) or 13 ASCII characters.

& Note:

If you do not set the key, the wireless security function is still disabled even if you have
selected Shared Key as Authentication Type.

Be sure to click the Save button to save your settings on this page.

Wireless MAC Filtering

Choose menu “Wireless 2.4GHz — Wireless MAC Filtering”, you can control the wireless
access by configuring the Wireless MAC Filtering function, shown in

-43 -




(L CIAESTIl AC1200 Wireless Dual Band Router

the following figure.

Wireless MAC Filtering

Wil ¢ an Configure 'Wirekess MAC Filenng which alcews you 10 CoNIrl wnekess actess on e network on his pags

Wirgless MAC Filening: Dsabiec Enabie

Fillanng Rules
@ Deny e slalions specified by any enabisd eniries in e sl o access

{0 Aliow the stabons speciied by any enabied eniies in the ISt o access
B MAC Gddress anus HeEt Descripticn  Edn

A Bl ] | Enakle Sedected [Cesanile Selecied [iplete Seleched J

To filter wireless users by MAC Address, click Enable. The default setting is Disabled.

» MAC Address - The wireless station's MAC address that you want to filter.
»  Status - The status of this entry, either Enabled or Disabled.

» Host - The host network for the filtering rules.
» Description - A simple description of the wireless station.

To Add a Wireless MAC Address filtering entry, click the Add New button. The "Add or Modify
Wireless MAC Address Filtering entry" page will appear, shown in the following figure:

You can condouns Wirgless MAC Filenmg whech Sows vou 1o coOntral winsiss s Socesd on [he nebwaik on s Sags

BAL Addrees:
Descidpbican:
Siates: | Enabled [
Most: | TP-LINK_0201 =

Save Back

To add or modify a MAC Address Filtering entry, follow these instructions:

1. Enter the appropriate MAC Address into the MAC Address field. The format of the MAC
Address is XXXXXXXX:XX: XX (X is any hexadecimal digit). For example:
00:0A:EB:B0:00:0B.

2. Give a simple description for the wireless station in the Description field. For example:

Wireless station A.
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3. Select Enabled or Disabled for this entry on the Status drop-down list.

4. Click the Save button to save this entry.

To edit or delete an existing entry:

1. Click the Edit in the entry you want to modify. If you want to delete the entry, click the Delete.
2. Modify the information.

3. Click the Save button.

Click the Enable Selected button to make selected entries enabled

Click the Disable Selected button to make selected entries disabled.

Click the Delete Selected button to delete selected | entries.

For example: If you desire that the wireless station A with MAC address 00:0A:EB:B0:00:0B and
the wireless station B with MAC address 00:0A:EB:00:07:5F are able to access the router, but all
the other wireless stations cannot access the router, you can configure the Wireless MAC Address

Filtering list by following these steps:
1. Click the Enable button to enable this function.

2. Select the radio button “Allow the entries specified by any enabled entries in the list to

access’ for Filtering Rules.
3. Delete all or disable all entries if there are any entries already.
4. Click the Add New button.

1) Enter the MAC address 00:0A:EB:B0:00:0B /00:0A:EB:00:07:5F in the MAC Address
field.

2) Enter wireless station A/B in the Description field.
3) Select Enabled in the Status drop-down list.
4) Click the Save button.

The filtering rules that configured should be similar to the following list:
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Fou cin configure Wieless BA&T Filenrg which fllows you bo confrol mirélass aocess on the netwerk an Tis page

Wirelass MAC Fmanng: Disadled Enabls |
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MAC Address | Stowus | Host | Description | Edt
DOOAEEEO0008 | Enabled | TR-LINC_ 0204 :E'::i Eat
OEOAEBOOO7TSF | Enabled |  TR-LINK 0201 ::':; Eat

AddNew | | Enable Selecied | Disable Selected | | Deleta Seiected

4.6.5 Wireless Advanced

Choose menu “Wireless 2.4GHz — Wireless Advanced”, you can configure the advanced
settings of your wireless
network.

Modcs Fof bedlar pefoimpnts. Fignmeniaion Thaeahald = dis 55ied whah wirglgd2 maos mdude 110 & 1180

Transmil Power; iHigh |""_|

Bsacon interval, | 120 {25-1000)
HTS Threshold; | 234& [1-2345}
Fragmentation Threshodd: (256-2346]
DTiM intervat: |1 (1-235)

¥ Enapie Shof Gl
Enatie Clierd Isolalion
Enabis WA

» Transmit Power - Here you can specify the transmit power of router. You can select High,

Middle or Low which you would like. High is the default setting and is recommended.

> Beacon Interval - Enter a value between 20-1000 milliseconds for Beacon Interval here.
The beacons are the packets sent by the router to synchronize a wireless network. Beacon
Interval value determines the time interval of the beacons. The default value is 100.
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> RTS Threshold - Here you can specify the RTS (Request to Send) Threshold. If the packet
is larger than the specified RTS Threshold size, the router will send RTS frames to a

particular receiving station and negotiate the sending of a data frame. The default value is
2346.

» Fragmentation Threshold - This value is the maximum size determining whether packets
will be fragmented. Setting the Fragmentation Threshold too low may result in poor network
performance because of excessive packets. 2346 is the default setting and is

recommended.

» DTIM Interval - This value determines the interval of the Delivery Traffic Indication Message
(DTIM). A DTIM field is a countdown field informing clients of the next window for listening to
broadcast and multicast messages. When the router has buffered broadcast or multicast
messages for associated clients, it sends the next DTIM with a DTIM Interval value. You can
specify the value between 1-15 Beacon Intervals. The default value is 1, which indicates the

DTIM Interval is the same as Beacon Interval.

> Enable Short Gl - This function is recommended for it will increase the data capacity by

reducing the guard interval time.

> Enabled AP Isolation - This function can isolate wireless stations on your network from
each other. Wireless devices will be able to communicate with the router but not with each

other. To use this function, check this box. AP Isolation is disabled by default.

» Enable WMM - WMM function can guarantee the packets with high-priority messages being

transmitted preferentially. It is strongly recommended.

& Note:

If you are not familiar with the setting items in this page, it's strongly recommended to keep the

provided default values; otherwise it may result in lower wireless network performance.

4.6.6 Wireless Statistics

Choose menu “Wireless 2.4GHz — Wireless Statistics”, you can see the MAC Address,
Current Status, Received Packets and Sent Packets for each connected wireless station.

Wirelesz Stations Statu=

L] e i | | B il T e | il i [ el .
- - IETRT ]| Sl
|l HAT Baklimes Lol Siluilins Pac keeds Hackeds SRIN

» MAC Address - The connected wireless station's MAC address

> Current Status - The running status of the connected wireless stations.
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» Received Packets - Packets received by the station

» Sent Packets - Packets sent by the station

You cannot change any of the values on this page. To update this page and to show the current

connected wireless stations, click on the Refresh button.

If the numbers of connected wireless stations go beyond one page, click the Next button to go to

the next page and click the Previous button to return the previous page.

& Note:
This page will be refreshed automatically every 5 seconds.

4.7 Wireless 5GHz

Wireless 5GHz

- Basic Settings

-WPS

- Wireless Security

- Wireless MAC Filtering
- Wireless Advanced

- Wireless Statistics

There are six submenus under the Wireless menu: Basic Settings, WPS, Wireless Security,
Wireless MAC Filtering, Wireless Advanced and Wireless Statistics. Click any of them, and

you will be able to configure the corresponding functions.

4.71 Basic Settings

Choose menu “Wireless 5GHz — Basic Settings”, you can configure the basic settings for the

wireless network of 5GHz on this page.
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Wireless Network Name - Also called the SSID (Service Set Identification). Enter a value of
up to 32 characters. The same name must be assigned to all wireless devices in your
network. Considering your wireless network security, the default SSID is set to be
TP-LINK_XXXX_5G. This value is case-sensitive. For example, TEST is NOT the same as
test.

Mode - Select the desired mode.

® 11an mixed - Select if you are using both 802.11a and 802.11n wireless clients. If you
set the Mode 11an mixed, all of 802.11a and 802.11n wireless stations can connect to

the router.

® 11a/n/ac mixed - Select if you are using a mix of 802.11a, 802.11n and 802.11ac
wireless clients. It is strongly recommended you set the Mode 11a/n/ac mixed, all of

802.11a, 802.11n and 802.11ac wireless stations can connect to the router.

Channel - This field determines which operating frequency will be used. The default channel
is set to Auto, so the router will choose the best channel automatically. It is not necessary to
change the wireless channel unless you notice interference problems with another nearby

access point.

Enable SSID Broadcast - When wireless clients survey the local area for wireless networks
to associate with, they will detect the SSID broadcast by the router. If you select the Enable

SSID Broadcast checkbox, the Wireless router will broadcast its name (SSID) on the air.

Enable WDS Bridging - Check this box to enable WDS. With this function, the router can
bridge two or more WLANS. If this checkbox is selected, you will have to set the following

parameters as shown in the following figure Make sure the following settings are correct.
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$5ID(to be bridged):
MAC Addressito be bridged): &g 00 1D0F:11:22:33

SCan
Kay Type:  Mone
WEF Index:
Authentication Type:
Eneryplian:

Fasswaord:

> SSID (to be bridged) - The SSID of the AP your router is going to connect to as a client.

You can also use the search function to select the SSID to join.

» MAC Address (to be bridged) - The BSSID of the AP your router is going to connect to

as a client. You can also use the search function to select the BSSID to join.
»  Scan - Click this button, you can search the AP which runs in the current channel.

> Key type - This option should be chosen according to the AP's security configuration. It

is recommended that the security type is the same as your AP's security type

> WEP Index - This option should be chosen if the key type is WEP(ASCII) or
WEP(HEX).It indicates the index of the WEP key.

> Authentication Type - This option should be chosen if the key type is WEP(ASCII) or
WEP(HEX).It indicates the authorization type of the Root AP.

> Encryption - When WPA is set as the Authentication Type, you can select either TKIP
or AES as Encryption.

» Password - If the AP your router is going to connect needs password, you need to fill

the password in this blank.

4.7.2 WPS

Choose menu “Wireless 5GHz —WPS”, you can the screen as shown in the following figure.
This section will guide you to add a new wireless device to an existing network quickly by WPS
(Wi-Fi Protected Setup) function.
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WPS (Wi-Fi Protected Setup)

¥WiFS: Enabled D

Current Pib; 13345670 Restore P | | Generate New PIN_|

[ Disabie device FIN

Add 8 new device: | Add device

> WPS - Enable or disable the WPS function here.

»> Current PIN - The current value of the router's PIN is displayed here. The default PIN of the
router can be found in the label or User Guide.

> Restore PIN - Restore the PIN of the router to its default.

» Generate New PIN - Click this button, and then you can get a new random value for the

router's PIN. You can ensure the network security by generating a new PIN.

> Add device - You can add a new device to the existing network manually by clicking this
button.

If the wireless adapter supports Wi-Fi Protected Setup (WPS), you can establish a wireless
connection between wireless adapter and router using either Push Button Configuration (PBC)
method or PIN method.

& Note:

To build a successful connection by WPS, you should also do the corresponding configuration of
the new device for WPS function meanwhile.

l. Use the Wi-Fi Protected Setup Button

Use this method if your client device has a Wi-Fi Protected Setup button.

-51 -



(L CIAESTIl AC1200 Wireless Dual Band Router

Press the WPS/Reset button on the back panel of the router, as shown in the following figure. You

can also keep the default WPS status as Enabled and click the Add device button. Then choose

“Press the button of the new device in two minutes” and click Connect.

WPS Setiings

) Enier new desice FIN
PN

[® Press the WS bulbom of the new dsace wilkin e nexd bwd minules

[  Connect | | Back |

Step 1: Press and hold the WPS button of the client device directly.

Step 2: The Wi-Fi Protected Setup LED flashes for two minutes during the Wi-Fi Protected Setup
process.

Step 3: When the WPS LED is on, the client device has successfully connected to the router.

Il. Enter the client device’s PIN on the router

Use this method if your client device does not have the WPS button, but has a Wi-Fi Protected

Setup PIN number.
Step 1: Keep the default WPS status as Enabled and click the Add device button, then the

following figure will appear.

WPS Settings

# Enter new devica P
il

() Prass the WPS bution ol the new deics wathin tha nest two mines

Step 2: Enter the PIN number from the client device in the field on the above WPS screen. Then

click Connect button.
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Step 3: “Connect successfully” will appear on the screen, which means the client device has

successfully connected to the router.

lll. Enter the router’s PIN on your client device
Use this method if your client device asks for the router’s PIN number.

Step 1: On the client device, enter the PIN number listed on the router’s Wi-Fi Protected Setup

screen (It is also labeled on the bottom of the router).

Step 2: The Wi-Fi Protected Setup LED flashes for two minutes during the Wi-Fi Protected Setup

process.
Step 3: When the WPS LED is on, the client device has successfully connected to the router.
& Note:

1) The WPS LED on the router will light green for five minutes if the device has been

successfully added to the network.
2) The WPS function cannot be configured if the Wireless Function of the router is disabled.

Please make sure the Wireless Function is enabled before configuring the WPS.

4.7.3 Wireless Security

Choose menu “Wireless 5GHz — Wireless Security”, you can configure the security settings of

your wireless network.

There are five wireless security modes supported by the router: WPA-Personal, WPA2-Personal,
WPA-Enterprise, WPA2-Enterprise, and WEP.
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Encryption:  AES [
Wirnkess Password: 12 FASETO

Group Koy Updats Period:

WPANYPAZ - Enlenprise
Aughentication Typs:
Encryption:
RADILS Serves IP;
RADMIS Server Part: | 165535, 0 stands for defaull pait 1842}
RATHUS Servar Password:
Gioup Bay Updats Pecicd:

Authentication Typa:
WEPF Key Foimal:
Selecied Hey: WEP Kay Koy Typa
Koy 1: P——
Koy &
Hoy X
Koy A:

Zave

Disable Security - If you do not want to use wireless security, check this radio button. Butit's

strongly recommended to choose one of the following modes to enable security.

WPA/WPA2-Personal - It's the WPA/WPA2 authentication type based on pre-shared

passphrase. The router is configured by this security type by default.

¢ Authentication Type- you can choose the version of the WPA-PSK security on the
drop-down list. The default setting is Automatic, which can select WPA-PSK
(Pre-shared key of WPA) or WPA2-PSK (Pre-shared key of WPA) automatically based

on the wireless station's capability and request.

e Encryption - When WPA-PSK or WPA is set as the Authentication Type, you can select
either Automatic, or TKIP or AES as Encryption.
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& Note:

If you check the WPA/WPA2-Personal radio button and choose TKIP encryption, you will
find a notice in red as shown in the following figure.

0 WPARWPAD - Pearechal [Recommandad)
Authantleatdon Tepa:  WTEA2 TR
Encryptiorn: | TIIM

Wirslees Fassward: (10088600
Group Hay Update Parlad: |1

¢ Wireless Password - You can enter ASCII characters between 8 and 63 characters or 8
to 64 Hexadecimal characters. The default password is the same with the default PIN

code, which is labeled on the bottom of the router.

e Group Key Update Period - Specify the group key update interval in seconds. The
value should be 30 or above. Enter 0 to disable the update.

WPA /WPA2- Enterprise - It's based on Radius Server.

¢ Authentication Type - you can choose the version of the WPA security on the
drop-down list. The default setting is Automatic, which can select WPA (Wi-Fi Protected
Access) or WPA2 (WPA version 2) automatically based on the wireless station's
capability and request.

e Encryption - You can select either Automatic, or TKIP or AES.

& Note:

If you check the WPA/WPA2-Enterprise radio button and choose TKIP encryption, you will
find a notice in red as shown in the following figure.

= OWPANIPAD -Entarpriea
authertication Type:  Au

Encriphon: TR
REACIUE Jarnar IP:
RACIUE Sarrar Port L
RADIUY Sardar Pacmaard:

Group Key Update Parod: 1

e Radius Server IP - Enter the IP address of the Radius server.
¢ Radius Server Port - Enter the port number of the Radius server.

e Radius Server Password - Enter the password for the Radius server.
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e Group Key Update Period - Specify the group key update interval in seconds. The

value should be 30 or above. Enter 0 to disable the update.

» WEP - It is based on the IEEE 802.11 standard. If you check this radio button, you will find a
notice in red as show in the following figure.

& WEP
AUth=nticxbon Type: | Ciueep SwelErg

WEF K=y Format: Heworreral

dalactad Kay: WEF Hay Kay Tspa
Fomy 1: (RS E P |
by Z: [IE e e by |
Mgy 3: (BB el b |
Ky & Crell=d

e Authentication Type - you can choose the type for the WEP security on the drop-down
list. The default setting is Automatic, which can select Shared Key or Open System

authentication type automatically based on the wireless station's capability and request.

e WEP Key Format - Hexadecimal and ASCII formats are provided here. Hexadecimal
format stands for any combination of hexadecimal digits (0-9, a-f, A-F) in the specified
length. ASCII format stands for any combination of keyboard characters in the specified
length.

e WEP Key - Select which of the four keys will be used and enter the matching WEP key
that you create. Make sure these values are identical on all wireless stations in your

network.

e Key Type - You can select the WEP key length (64-bit, or 128-bit, or 152-bit.) for
encryption. "Disabled" means this WEP key entry is invalid.

64-bit - You can enter 10 hexadecimal digits (any combination of 0-9, a-f, A-F, zero key
is not promoted) or 5 ASCII characters.

128-bit - You can enter 26 hexadecimal digits (any combination of 0-9, a-f, A-F, zero key
is not promoted) or 13 ASCII characters.

& Note:

If you do not set the key, the wireless security function is still disabled even if you have

selected Shared Key as Authentication Type.

Be sure to click the Save button to save your settings on this page.
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474 Wireless MAC Filtering

Choose menu “Wireless — MAC Filtering”, you can control the wireless access by configuring

the Wireless MAC Filtering function, shown in the following figure.

Wireless MAC Filtering

Wil ¢ an Configure 'Wirekess MAC Filenng which alcews you 10 CoNIrl wnekess actess on e network on his pags

Wirgless MAC Filening: Dsabiec Enabie
Fillanng Rules

% Dieny She siations speciied by any enabled eniries in e sl o access

7 Alicw the staions speclied by any enabled entries in the Ist o access
[0 MaS address Status Host Description  Edit

Al Pl | | Enable Selected | | Desable Selected | | Delete Selected

To filter wireless users by MAC Address, click Enable. The default setting is Disabled.

» MAC Address - The wireless station's MAC address that you want to filter.
» Status - The status of this entry, either Enabled or Disabled.
» Host- The host network for the filetring rules.

» Description - A simple description of the wireless station.

To Add a Wireless MAC Address filtering entry, click the Add New button. The "Add or Modify
Wireless MAC Address Filtering entry" page will appear:

Add or Modify Wireless MAC Address Filtering entry

You cam comfigure Weelsss Mas Fikpnng which alows you 1o cobbaol witeless BRCess on s Aefwork om Thie page

MEC Address:

Description:
Statws: | Enabied |=
Host | TP-LINK_0201_5G[=

sors B

To add or modify a MAC Address Filtering entry, follow these instructions:

1. Enter the appropriate MAC Address into the MAC Address field. The format of the MAC
Address is XXXXXXXX:XX:XX (X is any hexadecimal digit). For example:
00:0A:EB:B0:00:0B.
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2. Give a simple description for the wireless station in the Description field. For example:

Wireless station A.

3. Select Enabled or Disabled for this entry on the Status drop-down list.
4. Select the Host for the entry.

5. Click the Save button to save this entry.

To modify or delete an existing entry:

1. Click the Modify in the entry you want to modify. If you want to delete the entry, click the
Delete.

2. Modify the information.

3. Click the Save button.

Click the Enable Selected button to make the selected entries enabled
Click the Disable Selected button to make the selected entries disabled.
Click the Delete Selected button to delete the selected entries.

Click the Back button to return to the previous page.

For example: If you desire that the wireless station A with MAC address 00:0A:EB:B0:00:0B and
the wireless station B with MAC address 00:0A:EB:00:07:5F are able to access the router, but all
the other wireless stations cannot access the router, you can configure the Wireless MAC Address

Filtering list by following these steps:
1. Click the Enable button to enable this function.

2. Select the radio button “Allow the entries specified by any enabled entries in the list to

access” for Filtering Rules.

Delete all or disable all entries if there are any entries already.

Click the Add New button.

Enter the MAC address 00:0A:EB:B0:00:0B /00:0A:EB:00:07:5F in the MAC Address field.
Enter wireless station A/B in the Description field.

Select Enabled in the Status drop-down list.

Click the Save button.

© ® N o o &~ W

Click the Back button.

The filtering rules that configured should be similar to the following list:
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Filtering Rules

i@ Deny the stations specified by any enabled entries in the list to access.

(71 Allow the stations specified by any enabled entries in the list to access.

] MAC Address Status Host Description | Edit

] | 00:0AEB:B0-00:0B| Enabled | TP-LINK 0201 5G wireless | e g
station A

] | 00:0AEB:00:07:5F | Enabled | TP-LINK_0201 5G wireless | g i
station B

4.7.5 Wireless Advanced

Choose menu “Wireless — Wireless Advanced”, you can configure the advanced settings of
your wireless network.

Motice: For better pedormance, Fragmentation Threshold i dsabled when wireless mode include 11 or 11ac
Transmit Power: | High =
Beacon Interval: 109 {#5-1000)
RT5 Thrashald Z34E [1-23485)
Fragmentaion Threshald: [256-Z346)
OTIM bntsrval: 1 [1-255)

¢ [Enabks Shon Gl
Enabls Chanl aolation

Enabke WM

Zave

» Transmit Power - Here you can specify the transmit power of router. You can select High,
Middle or Low which you would like. High is the default setting and is recommended.

» Beacon Interval - Enter a value between 20-1000 milliseconds for Beacon Interval here.
The beacons are the packets sent by the router to synchronize a wireless network. Beacon
Interval value determines the time interval of the beacons. The default value is 100.

» RTS Threshold - Here you can specify the RTS (Request to Send) Threshold. If the packet
is larger than the specified RTS Threshold size, the router will send RTS frames to a
particular receiving station and negotiate the sending of a data frame. The default value is
2346.

» Fragmentation Threshold - This value is the maximum size determining whether packets
will be fragmented. Setting the Fragmentation Threshold too low may result in poor network
performance because of excessive packets. 2346 is the default setting and is
recommended.
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> DTIM Interval - This value determines the interval of the Delivery Traffic Indication Message

(DTIM). A DTIM field is a countdown field informing clients of the next window for listening to
broadcast and multicast messages. When the router has buffered broadcast or multicast
messages for associated clients, it sends the next DTIM with a DTIM Interval value. You can
specify the value between 1-15 Beacon Intervals. The default value is 1, which indicates the
DTIM Interval is the same as Beacon Interval.

» Enable WMM - WMM function can guarantee the packets with high-priority messages being
transmitted preferentially. It is strongly recommended.

» Enable Short Gl - This function is recommended for it will increase the data capacity by
reducing the guard interval time.

> Enabled AP Isolation - This function can isolate wireless stations on your network from
each other. Wireless devices will be able to communicate with the router but not with each
other. To use this function, check this box. AP Isolation is disabled by default.

& Note:

If you are not familiar with the setting items in this page, it's strongly recommended to keep

the provided default values; otherwise it may result in lower wireless network performance.

4.7.6 Wireless Statistics

Choose menu “Wireless — Wireless Statistics”, you can see the MAC Address, Current Status,

Received Packets and Sent Packets for each connected wireless station.

Wirel=zx Stations Statux
wnrzlzes tAshizms Comes I Coneeezbess U | Heinssl [

| JPRPPPR | L

I WA Balehien Tirnanl Sluhm - e &I

MAC Address - The connected wireless station's MAC address.
Current Status - The connected wireless station's running status,

Received Packets - Packets received by the station.

vV V V VY

Sent Packets - Packets sent by the station.

You cannot change any of the values on this page. To update this page and to show the current

connected wireless stations, click on the Refresh button.

If the numbers of connected wireless stations go beyond one page, click the Next button to go to

the next page and click the Previous button to return the previous page.

& Note:
This page will be refreshed automatically every 5 seconds.
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4.8 Guest Network

Choose “Guest Network”, and you can configure the Guest Network Wireless Settings on the

page as shown in the following figure.
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> Allow Guest To Access My Local Network - If enabled, guests can communicate with

hosts.

> Allow Guest To Access My USB Storage Sharing - If enabled, guests can access to USB

storage sharing servers.

» Guest Network Isolation -. If enabled, guests are isolated from each other.
» Guest Network Bandwidth Control - If enabled, the Guest Network Bandwidth Control rules

will take effect.
» Band Select/Guest Network — Select the wireless network band (2.4G/5G) and enabled or

disable its Guest Network function.
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» Network Name - Enter a value of up to 32 characters. The same Name (SSID) must be

assigned to all wireless devices in your Guest Network.
» Max Guest number — The maximum of guests at the same time,
»  Security - You can configure the security of Guest Network here.

» Access Time - During this time the wireless stations could accessing the AP.

& Note:

The range of bandwidth for Guest Network is calculated according to the setting of Bandwidth
Control on the page “Bandwidth Control->Control Settings”.

49 DHCP

DHCP
- DHCP Settings

- DHCP Clients List

- Address Reservation

There are three submenus under the DHCP menu: DHCP Settings, DHCP Clients List and
Address Reservation. Click any of them, and you will be able to configure the corresponding

functions.

491 DHCP Settings

Choose menu “DHCP — DHCP Settings”, you can configure the DHCP Server on the page as
shown in the following figure.The router is set up by default as a DHCP (Dynamic Host
Configuration Protocol) server, which provides the TCP/IP configuration for all the PC(s) that are

connected to the router on the LAN.

| DMCF Settngs |
CHCF Sereer Dagabls @ Enase
S P Sk
tnd 11" Addraux A9, 188, 0. 197
Lame Time 130 raruieg (1-20380 ruswinn, the delwoll velue o 1510)
Culaut Galwmey 193, 14E.0.1 ashz=al
Cwlaulk leamain sprzeml
LS Serenr rzem
Secomdary DRE Sereer sipreze sl
Saee

»> DHCP Server - Enable or Disable the DHCP server. If you disable the Server, you must
have another DHCP server within your network, otherwise you must configure the computer

manually.

> Start IP Address - Specify an IP address for the DHCP Server to start with when assigning
IP addresses. 192.168.0.100 is the default start address.
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»> EndIP Address - Specify an IP address for the DHCP Server to end with when assigning IP
addresses. 192.168.0.199 is the default end address.

> Lease Time - The Address Lease Time is the amount of time a network user will be
allowed connection to the router with their current dynamic IP Address. Enter the amount of
time in minutes and the user will be "leased" this dynamic IP Address. After the time is up,
the user will be automatically assigned a new dynamic IP address. The range of the time is 1

~ 2880 minutes. The default value is 120 minutes.

> Default Gateway - (Optional.) It is suggested to input the IP address of the Ethernet port of
the router. The default value is 192.168.0.1.

» Default Domain - (Optional) Input the domain name of your network.
>  DNS Server - (Optional) Input the DNS IP address provided by your ISP or consult your ISP.

> Secondary DNS Server - (Optional.) Input the IP address of another DNS server if your ISP

provides two DNS servers.

& Note:

To use the DHCP server function of the router, you must configure all computers on the LAN as
"Obtain an IP Address automatically".

4.9.2 DHCP Clients List

Choose menu “DHCP — DHCP Clients List’, you can view the information about the clients
attached to the router in the screen as shown in the following figure.

| el JERT Lt U1 ot B 1T e B B IO b= I G IR [ D [TV
i Fhanl Hanes PO Fedi s Fos-n | Hat T Is1=H Tms
Uiy FC IO vEEFO1IF 10 1082102 Trdtid
Rl ="

» Client Name - The name of the DHCP client
» MAC Address - The MAC address of the DHCP client
» Assigned IP - The IP address that the router has allocated to the DHCP client

> Lease Time - The time of the DHCP client leased. After the dynamic IP address has expired,

a new dynamic IP address will be automatically assigned to the user.

You cannot change any of the values on this page. To update this page and to show the current

attached devices, click the Refresh button.
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4,

9.3 Address Reservation

Choose menu “DHCP — Address Reservation”, you can view and add a reserved address for

clients via the next screen (shown in the following figure). When you specify a reserved IP

address for a PC on the LAN, that PC will always receive the same IP address each time when it

accesses the DHCP server. Reserved IP addresses should be assigned to the servers that

require permanent IP settings.

>

>

This pages depiays the S P andress asugned Oy he DHCP Senver and akows you I adust thess condguraticns By
chicking the coarespanding helds

O MALC &ddress IF Bddiredd Status Ean
D0 ey 00 23 11 192.158.00.3 Enabied Edn
| Add [eve | Erabie Selecied | Disable Selecied | Deleie Selecied
| Refresh

MAC Address - The MAC address of the PC for which you want to reserve an IP address.
IP Address - The IP address reserved for the PC by the router.

Status - The status of this entry, either Enabled or Disabled.

To Reserve an IP address:

1.
2.

Click the Add New button. Then the following figure will pop up.
Enter the MAC address (in XX:XX:XX:XX:XX:XX format.) and IP address (in dotted-decimal

notation) of the computer for which you want to reserve an IP address.

Click the Save button.

(Owce Ao |

Eha wiaiic [IF sidesss nl the P Server raa b conliquesd on ihic page

sl Adgwm
B Adddiwns

S T3 een] -

To modify or delete an existing entry:

1.
2.
3.

Click the Edit in the entry you want to modify. If you want to delete the entry, click the Delete.
Modify the information.

Click the Save button.

-64 -



(L CIAESTIl AC1200 Wireless Dual Band Router

Click the Enable/Disable Selected button to make selected entries enabled/disabled

Click the Delete Selected button to delete selected entries.

4.10 USB Settings

USE Settings
- USE Mass Storage

- User Accounts

- Storage Sharing
- FTP Server

- Media Server

- Print Server

There are six submenus under the USB Settings menu: USB Mass Storage, User Accounts,
Storage Sharing, FTP Server, Media Server and Print Server. Click any of them, and you will

be able to configure the corresponding functions.

4101 USB Mass Storage

The USB Mass Storage page provides the basic information about the USB mass storage device.
Click the Refresh button to update this page.
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4.10.2 User Accounts

You can specify the user name and password for Storage Sharing and FTP Server users on this
page. Storage Sharing users can use Internet Explorer to access files on the USB drive. FTP

Server users can log into the FTP Server via FTP Client.

The default user account is admin. It has read/write access to Storage Sharing and can access
FTP Server.
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Only Administrator can use a Web browser to transfer the files from a PC to the Writable shared

volume on the USB drive.

To add a new user account, please follow the steps below:

1.

o » 0 DN

Choose the Index from the drop-down list.

Self-define a User Name.

Enter the password in the Password field.

Re-enter the password in the Confirm Password field.
Click Set to make your settings take effect.

New Username - Type the user name that you want to give access to the USB drive. The
user name must be composed of alphanumeric symbols not exceeding 15 characters in
length.

New Password - Enter the password in the Password field. The password must be
composed of alphanumeric symbols not exceeding 15 characters in length. For security

purposes, the password for each user account is not displayed.

Confirm Password - Re-enter the password here.

& Note:

Please restart the service for the new settings to take effect.

If you cannot use the new user name and password to access the shares, press Windows
logo + R to open the Run dialog box and type net use \\192.168.1.1 /delete /yes and press
Enter. (192.168.1.1 is your router's LAN IP address. If the LAN IP of the modem connected
with your router is 192.168.1.x, the default LAN IP of the router will automatically switch from
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192.168.1.1 to 192.168.0.1 to avoid IP conflict; in this case, please try net use \\192.168.0.1
/delete / yes.)

4.10.3 Storage Sharing

Choose menu “USB Settings—Storage Sharing”, you can configure a USB disk drive attached
to the router and view volume and share such properties as share name, directory, user access,
and status on this page as shown below.
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> Server Status - Indicates the Storage Sharing server's current status. You can click the

Enable button to start the Storage Sharing service and click the Disable button to stop it.

» Anonymous access to all volumes — Check this box to allow users to access to all

volumes without username or password
> Shared Name - The volume name of the USB drive the users have access to.
» Directory - The directory of the shared folder.

> User Access — Indicates user access of the shared folder. F stands for fully access, R
stands for read-only and N stands for no-access.

> Status - Indicates the shared or non-shared status of the volume.

> Edit - Click Edit to edit the entry.
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To add a new folder, follow the instructions below.

1. Click Add New Folder in the figure
above.

Trag pager allewy 15 s phaaed Wbdary. ahong etk gt honrmmen aoess S Tapge Sharne) sessced These Conbgaadaes well ngg faks s s Saprymais
sccens has Baar srabled

Shere Hami:

[ETET T
[
Usid Bofia Tonniod Tahbe
Invilain Lt feaivma AL 2R Acass
i b airur. Full-Arosne Hemd L=k Fie-Arrsnn

' TBwper sy K haes Bill-aocess peirelienn (Ao & Vniel oo all pcine vokimee s ] and shae dnkders)

Appty

2. Enter display name of the share folder in Shared Name filed.
3. Click the Browse button to select the folder which you want to share.
4. Click the Apply button to save the settings.

& Note:

1. The max share folders number is 10. If you want to share a new folder when the number has
reached 10, you can delete an existing share folder and then add a new one.

2. If you want to change the FTP settings, you need to restart FTP Server to make the changes
take effect.

Click the Enable Selected button to make the selected entries enabled
Click the Disable Selected button to make the selected entries disabled.
Click the Delete Selected button to delete the selected entries.

Click the Apply button to make the settings take effect.
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410.4 FTP Server

Choose menu “USB Settings—FTP Server”, you can create an FTP server that can be accessed

from the Internet or your local network.
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> Server Status - Indicates the FTP Server's current status.

> Internet Access - Select enable to allow access of the FTP server from the Internet.

Otherwise, select disable to only allow local network access.
> Internet Address - The WAN IP address of this router,

> Service Port - Enter the FTP Port number to use. The default is 21.

To set up your FTP Server, please follow the instructions below:
1. Plug an external USB hard disk drive or USB flash drive into this router.

2. Click the Enable/Disable radio box to enable/disable Internet access to FTP from Internet

port.
3. Specify a port for the FTP server to use (The default port number is 21).

4. The Internet Address displays the WAN IP address of this router, so that other users can

access FTP via this address.

5. If WAN type is PPPoE/PPTP/L2TP, two connections will be available. Therefore, users can
access FTP server via two connections. Users in a private LAN can access ftp server via

Public Address while Internet users can access ftp server via Internet Address.

6. Click the Apply button to start the ftp server.
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To add a new folder, follow the instructions below.

1. Click Add New Folder in the figure above.

Folder Browse
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2. Enter display name of the share folder in Shared Name filed.
3. Click the Browse button to select the folder which you want to share.

4. Click the Apply button to save the settings.

& Note:

1.  The max share folders number is 10. If you want to share a new folder when the number has
reached 10, you can delete an existing share folder and then add a new one.

2. If you want to change the FTP settings, you need to restart FTP Server to make the changes
take effect.

4.10.5 Media Server

Choose menu “USB Settings—Media Server”, you can create media server that allows you to
share stored content with other computers and devices on your home network and on the Internet.
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> Server Enable - Indicates the Media Server’s current status, started or stopped. You can
click the Enable button to enable the Media Server and click the Disable button to disable it.
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Server Name - The name of this Media Server.

Share Name - The display name of this folder.

Folder Name - The real full path of the specified folder.
Delete - You can delete the share folder by click Delete.

To set up your media server, please follow the instructions below:

1.

Plug an external USB hard disk drive or USB flash drive into this router, and then click the
Enable button to start the media server. The screen will appear as shown in the following

figure.
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2. Click the Add New Folder button to specify a folder as the search path of media server. The

screen will then appear as shown in the following figure.
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» Share Name - You can enter a display name for the share folder.

> Directory - Displays the location of this folder.

> Browse — Click the button to select the folder to share.

»  Apply - Click the button to save your settings.

3. Click the Scan Now button to scan all the share folders immediately. You can also select the
Auto-scan, at the same time, select an auto scan interval time by drop-down list. In this case,
the media server will auto scan the share folders.

& Note:

The max share folders number is 6. If you want share a new folder when the number has been
reached to be 6, you can delete a share folder and then add a new one.
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4.10.6 Print Server

Choose menu “USB Settings—Print Server”, you can configure print server on this page as

shown below.
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There are two states of the print server, they are as follows:

» Online - Indicates the print service has been turned on, and no user is using the print service

at present. You can click the "Stop" button to stop the print service.

>  Offline - Indicates the print service feature is disabled. You can click "Start" button to start the

print service.

411 NAT

Choose “NAT”, and you can enable or disable the NAT and Hardware NAT Control feature. The
NAT Rules and Hardware NAT will work properly only when the NAT Control feature is enabled.
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»> Enable NAT Control - If enabled, the NAT function and the Forwarding configuration will

take effect.

> Disable NAT Control - If disabled, neither NAT function nor Forwarding configuration will

take effect.
> Enable Hardware NAT Control - If enabled, the Hardware NAT feature will take effect.
> Disable Hardware NAT Control - If disabled, neither Hardware NAT feature will take effect.
4.12 Forwarding
There are four submenus under the Forwarding menu: Virtual Servers, Port Triggering, DMZ

and UPnP. Click any of them, and you will be able to configure the corresponding function.
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4121 Virtual Servers

Forwarding

- Virtual Servers

- Port Triggering
-DMZ
- UPnP

Choose menu “Forwarding—Virtual Servers”, and then you can view and add virtual servers
on this page. Virtual servers can be used for setting up public services on your LAN. A virtual
server is defined as a service port, and all requests from Internet to this service port will be
redirected to the computer specified by the server IP. Any PC that was used for a virtual server
must have a static or reserved IP address because its IP address may change when using the
DHCP function. If you want the Virtual Servers configuration take effect, please make sure the
NAT is enabled.
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> Service Port - The numbers of External Service Ports. You can enter a service port or a
range of service ports (the format is XXX — YYY; XXX is the Start port and YYY is the End
port).

»> IP Address - The IP address of the PC running the service application.

> Internal Port - The Internal Service Port number of the PC running the service application.
You can leave it blank if the Internal Port is the same as the Service Port, or enter a

specific port number when Service Port is a single one.

> Protocol - The protocol used for this application, either TCP, UDP, or All (all protocols

supported by the router).
»  Status - The status of this entry, "Enabled" means the virtual server entry is enabled.
»> Common Service Port - Some common services already exist in the drop-down list.
> Edit - To edit or delete an existing entry.
To setup a virtual server entry:

1. Click the Add New button.
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2. Select the service you want to use from the Common Service Port list. If the Common

Service Port menu does not list the service that you want to use, enter the number of the

service port or service port range in the Service Port field.
3. Enter the IP address of the computer running the service application in the IP Address field.

4. Select the protocol used for this application in the Protocol drop-down list, either TCP, UDP,
or All.

5. Select the Enabled option in the Status drop-down list.

6. Click the Save button.
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& Note:

It is possible that you have a computer or server that has more than one type of available service.

If so, select another service, and type the same IP address for that computer or server.

To modify or delete an existing entry:

1. Find the desired entry in the table.

2. Click Edit or Delete as desired on the Edit column.

Click the Enable/ Disable Selected button to make selected entries enabled/ disabled.

Click the Delete Selected button to delete selected entries.

& Note:

If you set the service port of the virtual server as 80, you must set the Web management port on

Security — Remote Management page to be any other value except 80 such as 8080.

Otherwise there will be a conflict to disable the virtual server.

4.12.2 Port Triggering

Choose menu “Forwarding—Port Triggering”, you can view and add port triggering entry on this
page in the following figure. Some applications require multiple connections, like Internet games,
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video conferencing, Internet telephoning and so on. Port Triggering is useful for those applications

that cannot work with a pure NAT router.
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> Trigger Port - The port for outgoing traffic. An outgoing connection using this port will trigger
this rule.

» Trigger Protocol - The protocol used for Trigger Ports, either TCP, UDP, or All (all

protocols supported by the router).

> Open Port - The port or port range used by the remote system when it responds to the
outgoing request. A response using one of these ports will be forwarded to the PC which
triggered this rule. You can input at most 5 groups of ports (or port sections). Every group of
ports must be separated with ",", for example, 2000-2038, 2046, 2050-2051, 2085,
3010-3030.

» Open Protocol - The protocol used for Open Port, either TCP, UDP, or ALL (all protocols
supported by the router).

>  Status - The status of this entry, Enabled means the Port Triggering entry is enabled.
» Edit - To modify or delete an existing entry.

» Common Applications - Some popular applications already listed in the drop-down list of
Incoming Protocol.

To add a new rule, follow the steps below.
1. Click the Add New button, the next screen will pop-up as shown in the following figure.

2. Select a common application from the Common Applications drop-down list, then the
Trigger Port field and the Open Port field will be automatically filled. If the Common
Applications do not have the application you need, enter the Trigger Port and the Open
Port manually.

3. Select the protocol used for Trigger Port from the Trigger Protocol drop-down list, either
TCP, UDP, or All.

4. Select the protocol used for Incoming Ports from the Open Protocol drop-down list, either
TCP or UDP, or All.

5. Select Enabled in Status field.
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6. Click the Save button to save the new rule.
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To modify or delete an existing entry:

1. Find the desired entry in the table.

2. Click Edit or Delete as desired on the Edit column.

Click the Enable Selected button to make selected entries enabled.
Click the Disable Selected button to make selected entries disabled.
Click the Delete Selected button to delete selected entries

Once the router is configured, the operation is as follows:

1. A local host makes an outgoing connection to an external host using a destination port
number defined in the Trigger Port field.

2. The router records this connection, opens the incoming port or ports associated with this
entry in the Port Triggering table, and associates them with the local host.

3.  When necessary, the external host will be able to connect to the local host using one of the
ports defined in the Open Ports field.

& Note:

When the trigger connection is released, the corresponding opened ports will be closed.
2. Each rule can only be used by one host on the LAN at a time. The trigger connection of other
hosts on the LAN will be refused.

3. Open Ports ranges cannot overlap each other.

4123 DMZ

Choose menu “Forwarding—DMZ”, and then you can view and configure DMZ host in the screen
(shown in the following figure).The DMZ host feature allows one local host to be exposed to the
Internet for a special-purpose service such as Internet gaming or videoconferencing. The router

forwards packets of all services to the DMZ host. Any PC whose port is being forwarded must
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have its DHCP client function disabled and should have a new static IP Address assigned to it

because its IP Address may be changed when using the DHCP function.

DMZ Stacus: Enabke & DiEsabs

DT Hoak IP Address: 0. 0.0.0

To assign a computer or server to be a DMZ server:
1. Click the Enable button.

2. Enter the IP address of a local PC that is set to be DMZ host in the DMZ Host IP Address
field.

3. Click the Save button.

412.4 UPnP

Choose menu “Forwarding—UPnP”, and then you can view the information about UPnP in the
screen (shown in the following figure). The Universal Plug and Play (UPnP) feature allows the
devices, such as Internet computers, to access the local host resources or devices as needed.

UPnP devices can be automatically discovered by the UPnP service application on the LAN.
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» Current UPnP Status - UPnP can be enabled or disabled by clicking the Enable or Disable
button. This feature is enabled by default.

» Current UPnP Settings List - This table displays the current UPnP information.

e App Description - The description about the application which initiates the UPnP
request.

e External Port - The port which the router opened for the application.

e Protocol - The type of protocol which is opened.
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e Internal Port - The port which the router opened for local host.

e |P Address - The IP address of the local host which initiates the UPnP request.

e Status - Either Enabled or Disabled. "Enabled" means that the port is still active;

otherwise, the port is inactive.
Click the Enable button to enable UPnP.
Click the Disable button to disable UPnP.

Click the Refresh button to update the Current UPnP Settings List.
4.13 Security

Security
- Basic Security

- Advanced Security

- Local Management

- Remote Management

There are four submenus under the Security menu: Basic Security, Advanced Security, Local
Management and Remote Management. Click any of them, and you will be able to configure the

corresponding functions.

4131 Basic Security

Choose menu “Security — Basic Security”, and then you can configure the basic security in the

screen as shown in the following figure.
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Firewall - A firewall protects your network from the outside world. Here you can enable or

disable the router’s firewall.

SPI Firewall - SPI (Stateful Packet Inspection, also known as dynamic packet filtering)
helps to prevent cyber attacks by tracking more state per session. It validates that the
traffic passing through the session conforms to the protocol. SPI Firewall is enabled by
factory default. If you want all the computers on the LAN exposed to the outside world,

you can disable it.

VPN - VPN Passthrough must be enabled if you want to allow VPN tunnels using VPN

protocols to pass through the router.

PPTP Passthrough - Point-to-Point Tunneling Protocol (PPTP) allows the
Point-to-Point Protocol (PPP) to be tunneled through an IP network. To allow PPTP

tunnels to pass through the router, click Enable.

L2TP Passthrough - Layer Two Tunneling Protocol (L2TP) is the method used to
enable Point-to-Point sessions via the Internet on the Layer Two level. To allow L2TP

tunnels to pass through the router, click Enable.

IPSec Passthrough - Internet Protocol security (IPSec) is a suite of protocols for
ensuring private, secure communications over Internet Protocol (IP) networks, through
the use of cryptographic security services. To allow IPSec tunnels to pass through the

router, click Enable.
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» ALG - It is recommended to enable Application Layer Gateway (ALG) because ALG allows

customized Network Address Translation (NAT) traversal filters to be plugged into the
gateway to support address and port translation for certain application layer "control/data"
protocols such as FTP, TFTP, H323 etc.

e FTP ALG - To allow FTP clients and servers to transfer data across NAT, click Enable.

e TFTP ALG - To allow TFTP clients and servers to transfer data across NAT, click
Enable.

e H323 ALG - To allow Microsoft NetMeeting clients to communicate across NAT, click
Enable.

e SIP ALG - To allow SIP clients and servers to communicate across NAT, click Enable.

e RTSP ALG - To allow some media player clients to communicate with some streaming
media servers across NAT, click Enable.

Click the Save button to save your settings.

4.13.2 Advanced Security

Choose menu “Security — Advanced Security”, and then you can protect the router from being
attacked by TCP-SYN Flood, UDP Flood and ICMP-Flood in the screen as shown in the following
figure.
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» DoS Protection - Denial of Service protection. Check the Enable or Disable button to
enable or disable the DoS protection function. Only when it is enabled, will the flood filters be
enabled.
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& Note:

Dos Protection will take effect only when the Traffic Statistics in “System Tool —
Statistics” is enabled.

Enable ICMP-FLOOD Attack Filtering - Enable or Disable the ICMP-FLOOD Attack
Filtering.

ICMP-FLOOD Packets Threshold (5~3600) - The default value is 50. Enter a value
between 5 ~ 3600. When the current ICMP-FLOOD Packets number is beyond the set value,

the router will startup the blocking function immediately.
Enable UDP-FLOOD Filtering - Enable or Disable the UDP-FLOOD Filtering.

UDP-FLOOD Packets Threshold (5~3600) - The default value is 500. Enter a value
between 5 ~ 3600. When the current UPD-FLOOD Packets number is beyond the set value,

the router will startup the blocking function immediately.

Enable TCP-SYN-FLOOD Attack Filtering - Enable or Disable the TCP-SYN-FLOOD
Attack Filtering.

TCP-SYN-FLOOD Packets Threshold (5~3600) - The default value is 50. Enter a value
between 5 ~ 3600. When the current TCP-SYN-FLOOD Packets numbers is beyond the set

value, the router will startup the blocking function immediately.

Forbid Ping Packet From LAN Port - Enable or Disable Forbid Ping Packet From LAN Port.
The default setting is disabled. If enabled, the ping packet from LAN cannot access the router.

This function can be used to defend against some viruses.

Click the Save button to save the settings.

Click the Blocked DoS Host List button to display the DoS host table by blocking.

413.3 Local Management

Choose menu “Security — Local Management”, and then you can configure the management

rule in the screen as shown in the following figure. The management feature allows you to deny

computers in LAN from accessing the router.
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By default, the radio button “All the PCs on the LAN are allowed to access the Router's

Web-Based Utility” is checked. If you want to allow PCs with specific MAC Addresses to access
the Setup page of the router's Web-Based Utility locally from inside the network, check the radio
button “Only the PCs listed can browse the built-in web pages to perform Administrator
tasks”, and then enter each MAC Address in a separate field. The format for the MAC Address is
XXXX XX XX XX: XX (X is any hexadecimal digit). Only the PCs with MAC address listed can use
the password to browse the built-in web pages to perform Administrator tasks while all the others
will be blocked.

After click the Add button, your PC's MAC Address will be placed in the list above.

Click the Save button to save your settings.

& Note:
If your PC is blocked but you want to access the router again, reset the router’s factory defaults.

413.4 Remote Management

Choose menu “Security — Remote Management’, and then you can configure the Remote
Management function in the screen as shown in the following figure. This feature allows you to

manage your router from a remote location via the Internet.

rodi Rlanapemene Medl: Ll

Rrincne BHrapemeans I gidness: L i e ey ey ]

ST

> Web Management Port - Web browser access normally uses the standard HTTP service
port 80. This router's default remote management web port number is 80. For greater security,
you can change the remote management web port to a custom port by entering that number
in the box provided. Choose a number between 1 and 65534 but do not use the number of

any common service port.

> Remote Management IP Address - This is the current address you will use when accessing
your router from the Internet. This function is disabled when the IP address is set to the
default value of 0.0.0.0. To enable this function change 0.0.0.0 to a valid IP address. If set to

255.255.255.255, then all the hosts can access the router from internet.

& Note:

1. To access the router, you should type your router's WAN IP address into your browser's
address (in IE) or Location (in Navigator) box, followed by a colon and the custom port
number. For example, if your router's WAN address is 202.96.12.8, and the port number
used is 8080, please enter http://202.96.12.8:8080 in your browser. Later, you may be asked
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for the router's password. After successfully entering the username and password, you will
be able to access the router's web-based utility.

2. Be sure to change the router's default password to a very secure password.

4.14 Parent Control

Choose menu “Parent Control”, and then you can configure the parent control in the screen as
shown in the following figure. The Parent Control function can be used to control the Internet
activities of the child, limit the child to access certain websites and restrict the time of surfing.

I
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> Parent Control - Check Enable if you want this function to take effect; otherwise, check
Disable.
> MAC Address of Parental PC - In this field, enter the MAC address of the controlling PC, or

you can make use of the Copy To Above button below.

» MAC Address of Current PC - This field displays the MAC address of the PC that is
managing this router. If the MAC Address of your adapter is registered, you can click the
Copy To Above button to fill this address to the MAC Address of Parental PC field above.

Click the Save button to make your settings take effect.
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To add a new entry, please follow the steps below.

1.
2.

5.

Check the Enable Parent Control box.

Enter the MAC address of the PC (e.g. 00:11:22:33:44:AA) you'd like to control in the MAC
Address 1-4 field, or you can choose the MAC address from the MAC Address in current
LAN drop-down list.

Enter the allowed domain name of the website, either the full name or the keywords (e.g.

tp-link) in the Add URL field. Any domain name with keywords in it (www.tp-link.com) will be
allowed. Click the Add button.

Set the time period allowed for the PC controlled to access the Internet. For detailed

information, please go to “Access Control — Schedule”.

Click the Save button.

Click the Delete Selected button to delete the selected entries in the table.

For example: If you desire that the child PC with MAC address 00:11:22:33:44:AA can access
www.tp-link.com on Saturday only while the parent PC with MAC address 00:11:22:33:44:BB is

without any restriction, you should follow the settings below.

1.

Click “Parent Control” menu on the left to enter the Parent Control Settings page. Check
Enable and enter the MAC address 00:11:22:33:44:BB in the MAC Address of Parental PC
field.

Click “Parent Control” menu on the left to go back to the Add or Modify Parent Control Entry
page:

1) Enter 00:11:22:33:44:AA in the MAC Address 1 field.

2) Create a new schedule with Day is Sat and Time is all day-24 hours. Click Add.

3) Enter “www.tp-link.com” in the Add URL field. Click Add.

Click Save to complete the settings.

Then you will see the page as shown in the following figure.

-84 -



(L CIAESTIl AC1200 Wireless Dual Band Router
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4.15 Access Control
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There are four submenus under the Access Control menu: Rule, Host, Target and Schedule.

Click any of them, and you will be able to configure the corresponding function.

4.15.1 Rule

Choose menu “Access Control — Rule”, and then you can view and set Access Control rules in
the screen as shown in the following figure.

This i@ can resivicl Imerrst acivily 10r specilied LAMN hosis. Yol Can s and Combing actess Joninl naes i silertvesy
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[[] Enadé= niermnsd access conin

Dwfault Filtening Ruses
v ABow the packels nol Specibed by any MBAng rukes I pEssTiougn T devion
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Savn

Il Deacrption LAH Heat Target Echeduile Rigle SEatiis Edit

Ak b | Erebie Selected | | Duable Selected | | Delote Seected |

> Enable Internet Access Control - Select the check box to enable the Internet Access

Control function, so the Default Filter Policy can take effect.

Description - Here displays the name of the rule and this name is unique.
LAN Host - Here displays the host selected in the corresponding rule.
Target - Here displays the target selected in the corresponding rule.

Schedule - Here displays the schedule selected in the corresponding rule.

YV VvV VY V V

Enable - Here displays the status of the rule, enabled or not. Check this option to enable a
specific entry.

> Edit - Here you can edit or delete an existing rule.
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YV V VYV V

Add New - Click the Add New button to add a new rule entry.
Enable Selected - Click the Enable Selected button to enable selected rules in the list.
Disable Selected - Click the Disable Selected button to disable selected rules in the list.

Delete Selected - Click the Delete Selected button to delete selected entries in the table.

How to add a new rule:

Click the Add New button and the next screen will pop up as shown in the following figure.
Give a name (e.g. Rule_1) for the rule in the Description field.

Select a host from the LAN Host drop-down list or click “Add LAN Host”.

Select a target from the Target drop-sown list or click “Add Target”.

Select a schedule from the Schedule drop-down list or click “Add Schedule”.

In the Status field, select Enabled or Disabled to enable or disable your entry.

In the Direction field, select IN or OUT.

Select a schedule from the Protocol drop-down list.

Click the Save button.

Descrption:

LAM Host: | Ay Hosd
Targat Ay Host A Tangst
Schedule:  Amy Tme &dd Schedide
Rule: | Dieny
Btatus: Enabsled
Direction: I

Protocal:

For example: If you desire to allow the host with MAC address 00 : 11: 22 : 33 : 44 : AAto access

www.tp-link.com only from 18:00 to 20:00 on Saturday and Sunday, and forbid other hosts in the

LAN to access the Internet, you should follow the settings below:

1.

Click the submenu Rule of Access Control in the left to return to the Rule List page. Select
Enable Internet Access Control and choose "Allow the packets specified by any

enabled access control policy to pass through the router".

We recommend that you click Add New button to finish all the following settings.
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3. Click the submenu Host of Access Control in the left to enter the Host List page. Add a new
entry with the Host Description is Host_1 and MAC Address is 00:11:22:33:44:AA.

4. Click the submenu Target of Access Control in the left to enter the Target List page. Add a

new entry with the Target Description is Target_1 and Domain Name is www.tp-link.com.

5. Click the submenu Schedule of Access Control in the left to enter the Schedule List page.
Add a new entry with the Schedule Description is Schedule_1, Day is Sat and Sun, Start
Time is 1800 and Stop Time is 2000.

6. Click the submenu Rule of Access Control in the left, Click Add New button to add a new

rule as follows:

1) In Rule Name field, create a name for the rule. Note that this name should be unique, for

example Rule_1.
2) In Host field, select Host_1.
3) In Target field, select Target_1.
4) In Schedule field, select Schedule_1.
5) In Status field, select Enabled.
6) Click Save to complete the settings.

Then you will go back to the Access Control Rule Management page and see the following list.

& Diescripgion L&N Host Torget Sebmduly Rule Sealu= Edi
L Rusg_1 Hpet 1 Lagal BrliEdul Pty Erinbd pad Egd
A e Enable Selecten | | Disatees Ssiectsd | |  Deiets Selected
4.15.2 Host

Choose menu “Access Control — Host”, and then you can view and set a Host list in the

screen as shown in the following figure. The host list is necessary for the Access Control Rule.

| Descripbon Address Info Edut
O Hosl_1 182 1680 1-102 162023 EdR
A B | | Llelein Selecied
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> Description - Here displays the description of the host and this description is unique.

» Address Info - Here displays the information about the host. It can be IP or MAC.
> Edit - To modify or delete an existing entry.
Click the Delete Selected button to delete the selected entries in the table.
To add a new entry, please follow the steps below.
1. Click the Add New button.
2. Inthe Mode field, select IP Address or MAC Address.
1) If you select IP Address, the screen shown is Figure 4-79.
® In Description field, create a unique description for the host (e.g. Host_1).
® In IP Address field, enter the IP address.
2) If you select MAC Address, the screen shown is Figure 4-80.
® |n Description field, create a unique description for the host (e.g. Host_1).
® |In MAC Address field, enter the MAC address.

3. Click the Save button to complete the settings.

Add or Edit A Host Entry

Mods; P Address B

D scripbion: Host _1
P Address: 182.168.0:1 19Z.1€0-0.23
Port:

Add or Edit A Host Entry

[FE-T- H L& Address B

Descripticn; Homt_1
MAC Address: (5:41-22:33:dd:Ra

Save Back

For example: If you desire to restrict the internet activities of host with MAC address
00:11:22:33:44:AA, you should first follow the settings below:

1. Click Add New button in the figure above to enter the Add or Modify a Host Entry page.
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In Mode field, select MAC Address from the drop-down list.

In Description field, create a unique description for the host (e.g. Host_1).

In MAC Address field, enter 00:11:22:33:44:AA.

o ~ 0 DN

Click Save to complete the settings.

Then you will go back to the Host Settings page and see the following list.

Ceecriptlan Addresk Info Edlit

Hask_ LT FF28A0 Al Frh

4.15.3 Target

Choose menu “Access Control — Target’, and then you can view and set a Target list in the

screen as shown in the following figure. The target list is necessary for the Access Control Rule.

Target Setings

Descripton Dartais Edit
Taiged_1 WAy p-linic com Edd
Add New | | Debts Sslected |

> Description - Here displays the description about the target and this description is unique.
> Details - The target can be IP address, port, or domain name.

> Edit- To modify or delete an existing entry.

To add a new entry, please follow the steps below.

1. Click the Add New button.
2. In Mode field, select IP Address, MAC Address or URL Address.

1) If you select IP Address, the screen shown is the following figure.

5T H F Addrass

Deseription;
IP Address:

Pairt;

Lanm | Hack

I) In Description field, create a unique description for the target (e.g. Target_1).

-90 -



(L CIAESTIl AC1200 Wireless Dual Band Router

II) InIP Address field, enter the IP address of the target.
IlI) Specify the Target Port manually.

2) If you select MAC Address, the screen shown is the figure above.

Elade: WAL Ackiress B3

TR
MAC AodreRE

S Bach

I) In Description field, create a unique description for the target (e.g. Target_1).
II)  InIP Address field, enter the IP address of the target.
llI) Specify the Target Port manually.

3) If you select URL Address, the screen shown is the following figure.

Modee  URL Address [

st rigalioe: Tac - L
Ak 1R Address | Agdd

Datail

L Rig e g

Dafete | (Wil ot igke efet unl rou save thege changes)

Save _ Back

I) In Description field, create a unique description for the target (e.g. Target_1).

II) In Add URL Address field, enter the domain name, either the full name or the keywords
(for example, tp-link) in the blank. Any domain name with keywords in it
(www.tp-link.com) will be blocked or allowed. Click Add to save the address,

3. Click the Save button.
Click the Delete Selected button to delete the selected entries in the table.

For example: If you desire to restrict the internet activities of host with MAC address
00:11:22:33:44:AA in the LAN to access www.tp-link.com only, you should first follow the

settings below:

1. Click Add New button to enter the Add or Modify an Access Target Entry page.
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In Mode field, select URL Address from the drop-down list.

In Description field, create a unique description for the target (e.g. Target_1).

In Add URL Address field, enter www.tp-link.com. And then click Add to save the entry.

o ~ 0 DN

Click Save to complete the settings.

Then you will go back to the Target Settings page and see the following list.

[l Description Details Edit

[l Target 1 www tp-link.com Edit

4154 Schedule

Choose menu “Access Control — Schedule”, and then you can view and set a Schedule list in
the next screen as shown in the following figure. The Schedule list is necessary for the Access

Control Rule.

Dz craption Edut

R e 1 =1]

AddMew | Oeirte Sdected

» Description - Here displays the description of the schedule and this description is unique.
> Edit - Here you can edit or delete an existing schedule.
To add a new schedule, follow the steps below:

1. Click Add New button shown in the figure above and the next screen will pop-up as shown in

the following figure.
2. In Description field, create a unique description for the schedule (e.g. Schedule_1).

3. Select the Day or days from the drop-down list. And then select the Start Time and Stop
Time from the drop-down list. Click Add to save the entry.

4. Click Save to complete the settings.

Click the Delete Selected button to delete selected entries in the table.
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For example: If you desire to restrict the internet activities of host with MAC address
00:11:22:33:44:AA to access www.tp-link.com only from 18:00 to 20:00 on Saturday and

Sunday, you should first follow the settings below:
1. Click Add New button to enter the Advanced Schedule Settings page.
In Description field, create a unique description for the schedule (e.g. Schedule 1).

In Day list, select Each Week from the drop-down list and click Sat and Sun.

A L N

In Time list, select 1800 for Start Time field and 2000 for Stop Time. And then click the Add

button.

5. Click Save to complete the settings.

4.16 Advanced Routing

Sdvanced Routing
- Bfatic Route List

- Systam Rowting Tabls

There are two submenus under the Advanced Routing menu: Static Route List and System

Routing Table. Click any of them, and you will be able to configure the corresponding function.
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4.16.1 Static Route List

Choose menu “Advanced Routing — Static Route List”, and then you can configure the static
route in the next screen (shown in the following figure). A static route is a pre-determined path that

network information must travel to reach a specific host or network.

L] Destimanion IP Address Lubmei Mask Cateway Status Edit
Ak Hew Ergile Selecied | | Dizable Selecied Cietets Selecied
|__ Refesh |

To add static route entries:

1. Click Add New shown in the figure above, you will see the following screen.

Static Routes

Liczdnaden [P Address:

|
Sulvowl Wusk: |
Tautemy; |
Imetace: | - geta)
Simnm: | Frabksd B3
A | | Faik

2. Enter the following data:

> Destination IP Address - The Destination IP Address is the address of the network or

host that you want to assign to a static route.

> Subnet Mask - The Subnet Mask determines which portion of an IP Address is the

network portion, and which portion is the host portion.

» Gateway - This is the IP Address of the gateway device that allows for contact between
the router and the network or host.

3. Select Enabled or Disabled for this entry on the Status drop-down list.
4. Click the Save button to make the entry take effect.

Other configurations for the entries:

Click the Delete button to delete the entry.

Click the Enable Selected button to enable the selected entries.

Click the Disable Selected button to disable the selected entries.
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Click the Delete Selected button to delete the selected entries.

4.16.2 System Routing Table

Choose menu “Advanced Routing System Routing Table”, and then you can view the
System Routing Table in the next screen (shown in the following figure). System routing table views
all of the valid route entries in use. The Destination IP address, Subnet Mask, Gateway, and

Interface will be displayed for each entry.

System Routing Table

&) D stination Network Subnet Mask Gatewmay Indterface
1 1692 166.00 235 255 2550 Q00 LAN & WLAN
[ Refresh |

> Destination Network - The Destination Network is the address of the network or host to

which the static route is assigned.

> Subnet Mask - The Subnet Mask determines which portion of an IP address is the network

portion, and which portion is the host portion.

» Gateway - This is the IP address of the gateway device that allows for contact between the

router and the network or host.

> Interface - This interface tells you either the Destination IP Address is on the LAN & WLAN

(internal wired and wireless networks), or on the WAN (Internet).

4.17 Bandwidth Control

] Enabis Bamndwidth Coninol

Egress Bandwidth; 51z KEgs
Ingress Bandwidtn: Z0-8 Kbges
Save
Bandwidth Control Rules
Egress Bandwsdth Ingress Bandwidth
O Daseripticn Priarity Szatus Edit
M Max Féin Max
Al Mo | | Enatée Selected | | [isable Selected | | Delete Selected
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Choose menu “Bandwidth Control”, and then you can configure the bandwidth control in the

screen as shown in the figure above.

You can configure the Egress Bandwidth and Ingress Bandwidth in this page. Their values you
configure should be less than 10000Kbps. You can also view and configure the Bandwidth Control

rules in this page.

» Enable Bandwidth Control - Check this box so that the Bandwidth Control settings can take
effect.

> Egress Bandwidth - The upload speed through the Internet port.

> Ingress Bandwidth - The download speed through the Internet port.

Click Save to make the settings take effect.

> Description - This is the information about the rules such as address range.

>  Priority - The priority of the rule, ranging from 1 to 8. 1 stands for the highest priority

> [Egress bandwidth - This field displays the max and mix upload bandwidth through the
Internet port, the default is 0.

> Ingress bandwidth - This field displays the max and mix download bandwidth through the
Internet port, the default is 0.

» Status - This displays the status of the rule.

> Edit - Click Edit to edit the rule. Click Delete to delete the rule.

To add/modify a Bandwidth Control rule, follow the steps below.

1. Click Add New shown in the figure above, you will see a new screen shown in Figure 4-92.

2. Enter the information like the screen shown below.

[rahls
P S
Prirl Hangs

Fraioood Al

Frmily: T ey gttt ey |

blin o rectesi ety by ax HerbwesdihiAips)
E gais B Bwidi

Ingreas Flanowi s

3. Click the Save button.
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4.18 IP & MAC Binding

IP & MAC Binding

- Binding Settings

- ARP List

There are two submenus under the IP &MAC Binding menu: Binding Settings and ARP List.
Click any of them, and you will be able to scan or configure the corresponding function. The

detailed explanations for each submenu are provided below.

4.18.1 Binding Settings

This page displays the IP & MAC Binding Setting table; you can operate it in accord with your

desire (shown in the following figure).

ARF @inding | Enabie & Disape [
O MAZ Addrass P Address End Edii
__ AddMew | | EnebleSelectes | | Disatio Selecied | | Delete Seocked |
Refesh |

MAC Address - The MAC address of the controlled computer in the LAN.
IP Address - The assigned IP address of the controlled computer in the LAN.

Bind - Check this option to enable ARP binding for a specific device.

YV V VYV VYV

Edit - To edit or delete an existing entry.

When you want to add or modify an IP & MAC Binding entry, you can click the Add New button
or Edit button, and then you will go to the next page. This page is used for adding or modifying

an IP & MAC Binding entry (shown in the following figure).

This page Allows you b0 et IP-RAC Binding niries

MAC Address:
P Address;
Bind: ¥
Save Back

To add IP & MAC Binding entries, follow the steps below.
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1. Click the Add New button.

2. Enter the MAC Address and IP Address.

3. Select the Bind checkbox.

4. Click the Save button to save it.

To modify or delete an existing entry, follow the steps below.
1. Find the desired entry in the table.

2. Click Edit or Delete as desired on the Edit column.

4.18.2 ARP List

To manage the computer, you could observe the computers in the LAN by checking the
relationship of MAC address and IP address on the ARP list, and you could also configure the
items on the ARP list. This page displays the ARP List; it shows all the existing IP & MAC Binding
entries (shown in the following figure).

BULE glifd adch P fudlili s A P
L300 e hE o Fas 1E8 0 100 Uninadai
Load Selecled Deieis Seiecledld
Falresh

1. MAC Address - The MAC address of the controlled computer in the LAN.

2. IP Address - The assigned IP address of the controlled computer in the LAN.

3. Status - Indicates whether or not the MAC and IP addresses are bound.

Click the Load Selected button to load the selected items to the IP & MAC Binding list.
Click the Delete Selected button to delete the selected items to the IP & MAC Binding list.
Click the Refresh button to refresh all items.

& Note:

An item could not be loaded to the IP & MAC Binding list if the IP address of the item has been
loaded before. Error warning will prompt as well. Likewise, "Load All" only loads the items without
interference to the IP & MAC Binding list.

4.19 Dynamic DNS

Choose menu “Dynamic DNS”, and you can configure the Dynamic DNS function.

The router offers the DDNS (Dynamic Domain Name System) feature, which allows the hosting of
a website, FTP server, or e-mail server with a fixed domain name (named by yourself) and a
dynamic IP address, and then your friends can connect to your server by entering your domain
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name no matter what your IP address is. Before using this feature, you need to sign up for DDNS

service providers such as www.comexe.cn, dyn.com/dns, or www.no-ip.com. The Dynamic DNS

client service provider will give you a password or key.

4191 No-ip.com DDNS

If the dynamic DNS Service Provider you select is www.no-ip.com, the page will appear as

shown in the following figure.

Senvice Provicer | wwe no-p com o IR AL

Diomain Kaemss:

{2 10,0 B Y
Faswaord:

Erizble DIDM5:
Connection Fatus: Detoncecied

:.l'.-l?h

To set up for DDNS, follow these instructions:
1. Enter the Domain Name you received from dynamic DNS service provider.
Enter the Username for your DDNS account.

Enter the Password for your DDNS account.

A ow DN

Enable DDNS.
5. Click the Login button to login to the DDNS service.
Connection Status - The status of the DDNS service connection is displayed here.

Click Logout to log out the DDNS service.

& Note:

If you want to login again with another account after a successful login, please click the Logout
button, then input your new username and password and click the Login button.

4.19.2 Comexe.cn DDNS

If the dynamic DNS Service Provider you select is www.comexe.cn, the page will appear as

shown in the following figure.
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Service Provider  wesw Cormaxe o = Y R
Domain Hamai:
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Damain Mamesk
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To set up for DDNS, follow these instructions:

1. Enter the Domain Name your dynamic DNS service provider gave.
2. Enter the Username for your DDNS account.

3. Enter the Password for your DDNS account.

4. Enable DDNS.

5. Click the Login button to login the DDNS service.

Connection Status -The status of the DDNS service connection is displayed here.

Click Logout to log out of the DDNS service.
& Note:

If you want to login again with another account after a successful login, please click the Logout
button, then input your new username and password and click the Login button.

4.19.3 Dyn.com/dns DDNS

If the dynamic DNS Service Provider you select is dyn.com/dns, the page will appear as shown
in the following figure.
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Sernce Provider:  dyn com/dns’ B GO0D regisieT
Dieanaen M

Ls@rname:

Pais e rd:

Enabds DDN3:

Canmscmon Status: Do ot led

To set up for DDNS, follow these instructions:

1. Enter the Domain Name you received from dynamic DNS service provider.
Enter the Username for your DDNS account.

Enter the Password for your DDNS account.

Enable DDNS.

o ~ w0 N

Click the Login button to login to the DDNS service.
Connection Status -The status of the DDNS service connection is displayed here.

Click Logout to logout of the DDNS service.

& Note:

If you want to login again with another account after a successful login, please click the Logout
button, then input your new username and password and click the Login button.

4.20 IPv6

IPvE
- |IPvE Status
- IPvE WAN

- IPvE LAN

There are three submenus under the IPv6 Support menu: IPv6 Status, IPvé WAN and IPv6 LAN.
Click either of them, and you will be able to scan or configure the corresponding function. The
detailed explanations for each submenu are provided below.
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4.20.1 IPv6 Status

WWAE
Catnmmd ian Typmi T 7
Camumidivan Sluli: s welec
MM ke Tl vt : L.
IFE I'I-nruull-i'.ul-m-l-u:ll: Ly
Fritnangy IFvE MHES:
sacmndam IFuE LIHS:

[Pz LAM
1P Addrezs 1YRE: Ao
Frmlic [ mingih:

INefs Fubilissa:  W0A

The IPv6 Status page displays the router's current IPv6 status and configuration. All information
is read-only.
> WAN

e Connection Type - The IPv6 connection way for WAN

¢ Connection Status - The status of IPv6 connection

e |Pv6 Address - The WAN IPv6 address

e IPv6 Default Gateway - The router's default gateway

e Primary IPv6 DNS - The primary IPv6 DNS address

e Secondary IPv6 DNS - The secondary IPv6 DNS address

e [IPv6 Address Type - There are two types of assignation for IPv6 address: RADVD
(Stateless address auto-configuration) and DHCPv6 (Dynamic Host Configuration
Protocol for IPv6) Server.

o Prefix Length - The prefix length of IPv6 address
e |IPv6 Address - The LAN IPv6 address
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4.20.2 IPv6 WAN

LI TEEEEEES——— -

Connection Type: | Cymamic 196 -

i fiddros:

Prefia Length: i

Pl Gartewany: B
Addrassing Type:  DHCPYE

MTL[Byleal: LEEG (1500 an defaull, S0 mol change Uifess necEIaiy )

Enahle ML Froxy:
Sed [Fvli ONS Sesver mamunily:

Hiceal Blaimie: heeher 50

» Connection Type - Choose the correct WAN connection type based on your ISP network
topology.

e Dynamic IPv6 - Connections which use dynamic IPv6 address assignment.
e Static IPv6 - Connections which use static IPv6 address assignment.
e PPPOEV6 - Connections which use PPPoEV6 that requires a user name and password.

e Tunnel 6to4 - Connections which use 6to4 address assignment.

Different types of WAN connection require you to do different settings. Below are the detailed

explanations for the respective type.
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1) Dynamic IPv6

T —

Conmection Type: Dynami [PvE =

1Pvh Addisss
Prefix Length 1]
IPvE Gatoway:
Addressing Type: | DHODWE [=
BITLH Byteng 1500 (1500 s deled), do nit chasge unless necessan)

Enablo BLD Proxy
Sed IPvE DHS Server manually

Hu=m Hame- hr=has CHD

IPv6 Address - The IPv6 address assigned by your ISP dynamically.
Prefix Length - The length of IPv6 address prefix.

IPv6 Gateway - Enter the default gateway provided by your ISP.

Y V VYV V

Addressing Type - There are two types of assignation for IPv6 address: SLAAC (Stateless
address auto-configuration) and DHCPv6 (Dynamic Host Configuration Protocol for IPv6)

Server.

Y

MTU(Bytes) - The normal MTU (Maximum Transmission Unit) value for most Ethernet
networks is 1500 Bytes. For some ISPs, you may need to modify the MTU. But this is rarely
required, and should not be done unless you are sure it is necessary for your ISP connection.

If your ISP gives you one or two DNS IPv6 addresses, select Set IPvé DNS Server manually and
enter the IPv6 DNS Server and Secondary IPv6 DNS Server into the correct fields. Otherwise,

the DNS servers will be assigned from ISP dynamically.

» Enable MLD Proxy - Enable the Multicast Listener Discovery (MLD) Proxy function if you need.
> IPv6 DNS Server - Enter the DNS IPv6 address provided by your ISP.

» Secondary IPv6 DNS Server - Enter another DNS IPv6 address provided by your ISP.

& Note:

If you get Address not found error when you access a Web site, it is likely that your DNS servers

are set up improperly. You should contact your ISP to get DNS server addresses.
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2) Static IPv6

Cannection Typs Samm: [P0

IP%E Bddress:
Pradix Lamgh &4
IP6 (aneway T fptrznal]
1M DMS Sareai ¥ B (gl
Sacondary 1P DNS Saiai T fexpliaual)
Hida
M| Blyteai 1500 (1500 ax defsill. do nok change urless necessary

Enable MLD Proky: [

Save

IPv6 Address - Enter the IPv6 address provided by your ISP.
Prefix Length - The length of IPv6 address prefix.

IPv6 Gateway - Enter the default gateway provided by your ISP.
IPv6 DNS Server- Enter the DNS IPv6 address provided by your ISP.

Secondary IPv6 DNS Server - Enter another DNS IPv6 address provided by your ISP.

YV V VY YV VYV V

MTU(Bytes) - The normal MTU (Maximum Transmission Unit) value for most Ethernet
networks is 1500 Bytes. For some ISPs, you may need to modify the MTU. But this is rarely

required, and should not be done unless you are sure it is necessary for your ISP connection.

» Enable MLD Proxy - Enable the Multicast Listener Discovery (MLD) Proxy function if you need.
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3) PPPoEv6

Connsciian Typs: PPFoEw

FPFF Useamamas:
PPP Passsord

Confirm passwond

Aarthomicstion Type: ALITO ALITH

Addressing Type: DHCP
Sarice Hams [d8 nel changs wikies neceany)
Sorear Hams [ do nok changs unkiss MHcEssany|
BTN Brgtiaa 1450 1480 am debault, do nof change unless necessary

Enable MLD Proxy
Use |Pvh address speci@ed by 15P
St IPE ONS Serdar manually:

Saye

» PPP Username/Password - Enter the User Name and Password provided by your ISP.
These fields are case-sensitive.

> Authentication Type — Choose one authentication type from AUTO-AUTH, PAP, CHAP and
MS-CHAP.

» Addressing Type - There are two types of assignation for IPv6 address: SLAAC (Stateless
address auto-configuration) and DHCPv6 (Dynamic Host Configuration Protocol for IPv6)
Server.

» MTU(Bytes) - The normal MTU (Maximum Transmission Unit) value for most Ethernet
networks is 1500 Bytes. For some ISPs, you may need to modify the MTU. But this is rarely
required, and should not be done unless you are sure it is necessary for your ISP connection.

> Enable MLD Proxy - Enable the Multicast Listener Discovery (MLD) Proxy function if you need.

Use IP address specified by ISP - Input a static IPv6 address from the ISP.

Set IPv6 DNS Server manually - Enter the IP address of the IPv6 DNS server and
secondary IPv6 DNS server.
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4) Tunnel 6to4

Connection Type: | Tunnel ftod |

WAMN Comnectlon:  swan_ipis_3

Save

This type is used in the situation that your WAN connection is IPv4 while LAN connection is IPv6.
» WAN Connection - Display the available wan connection.
Click the Save button to save your settings.

4.20.3 IPv6 LAN

IPvE LAN Settings

The paramesiers of Pl LAN can be configueed an Bhis page:
Kol Onby the detaull group wil support 1P 3t Ths momsi

Gaaup: Disslauh
Addross Awo-Configuration Typa: @ RALVD () [0S Sereer
Unabilbe ROHSS: ]
Enable ULA Prefix: [

Site Prefix Configuration Type: & Delegaled (7 Statc
Penfix Delegated WA Connection:  ssan_ipossf 3

' Save |

> Address Auto-Configuration Type - Choose the IPv6 address auto-configuration type, either
RADVD or DHCPv6 Server.

> Site Prefix Configuration Type - Choose the site prefix configuration type, either Delegated

or Static.

- 107 -



(L CIAESTIl AC1200 Wireless Dual Band Router

4.21 System Tools

Systemn Tools

- Time Settings

- Diagnostic

- Firmware Upgrade
- Factory Defaults

- Backup & Restore
- Rehoot

- Password

- Systemn Log

- Statistics

Choose menu “System Tools”, and you can see the submenus under the main menu: Time
Settings, Diagnostic, Firmware Upgrade, Factory Defaults, Backup & Restore, Reboot,
Password, System Log and Statistics. Click any of them, and you will be able to configure the

corresponding functions. The detailed explanations for each submenu are provided below.

4.211 Time Settings

Choose menu “System Tools—Time Settings”, and then you can configure the time on the
following screen.

Time Lome: (A T-08.00) Pacilic Time (LS & Canada), Tipiana =|
Dt 2015 Year [z Morth (5 Dy

T 16 Hour (4%  Minute (54  Second | Galfrom PG

NTP Server 1: (optnml)

HTP Seiver 2: |motianal|

Enabde Daylight Savimg:
Srart s mar =] [LastT= [qum =
Emnd: 205 | Ol = | Last Sim | = ! |0

| et AT {Omfy when the Inlemet connecton i acte)

Save

» Time Zone - Select your local time zone from this pull down list.
» Date - Enter your local date in MM/DD/YY into the right blanks.

» Time - Enter your local time in HH/MM/SS into the right blanks.
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> Get From PC - Enter your PC’s current time into the right blanks.

> NTP Server 1/ NTP Server 2 - Enter the address or domain of the NTP Server 1 or NTP
Server 2, and then the router will get the time from the NTP Server preferentially. In addition,
the router built-in some common NTP Servers, so it can get time automatically once it

connects the Internet.
> Enable Daylight Saving - Check the box to enable the Daylight Saving function.

» Start - The time to start the Daylight Saving. Select the month in the first field, the week in the
second field, the day in the third field and the time in the last field.

» End - The time to end the Daylight Saving. Select the month in the first field, the week in the
second field, the day in the third field and the time in the last field.

To set time manually:

1. Select your local time zone.

2. Enter the Date in Month/Day/Year format.

3. Enter the Time in Hour/Minute/Second format.

4. Click Save.

To set time automatically:

1. Select your local time zone.

2. Enter the address or domain of the NTP Server 1 or NTP Server 2.

3. Click the Get GMT button to get system time from Internet if you have connected to the

Internet.
To set Daylight Saving:

1. Check the box to enable Daylight Saving.

2. Select the start time from the drop-down lists in the Start field.
3. Select the end time from the drop-down lists in the End field.
4. Click the Save button to save the settings.
Enable Daylight Saving:
Start: 2015 |Mar Last sun 01:00
End: 2015 |Oct Last sun 02:00
Get GMT | (Only when the Internet connection is active).
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& Note:

1.

This setting will be used for some time-based functions such as firewall. You must specify
your time zone once you login to the router successfully, otherwise, these functions will not
take effect.

The time will be lost if the router is turned off.

The router will automatically obtain GMT from the Internet if it is configured accordingly.

The Daylight Saving will take effect one minute after the configurations are completed.

4.21.2 Diagnostic

Choose menu “System Tools — Diagnostic”, and then you can transact Ping or Traceroute

function to check connectivity of your network in the following screen.

Diagnostic Tools

Diagnostic Faramaters

Magnostic Tesd 5 Fing () Tesceroan | Exarl
IP mthiress/ Dol rulims:
Ping Coant i pingi1 - 5§
Ping Packen Slze 4 {1 - GESI5 Hybes)
Fing Timmatoigr 1 {1 - 68 Secands]
Tiaceioiila Mas TTL i1 -38

DHagnostic Results

Diagnostic Tool - Check the radio button to select one diagnostic too.

Ping - This diagnostic tool troubleshoots connectivity, reachability, and name resolution to a

given host or gateway.

Traceroute - This diagnostic tool tests the performance of a connection.
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YV V VYV V

& Note:

You can use ping/traceroute to test both numeric IP address or domain name. If
pinging/tracerouting the IP address is successful, but pinging/tracerouting the domain name
is not, you might have a name resolution problem. In this case, ensure that the domain name

you are specifying can be resolved by using Domain Name System (DNS) queries.

IP Address/Domain Name - Enter the IP Address or Domain Name of the PC whose

connection you wish to diagnose.

Ping Count - Specifies the number of Echo Request messages sent. The default is 4.
Ping Packet Size - Specifies the number of data bytes to be sent. The default is 64.
Ping Timeout - Time to wait for a response, in milliseconds. The default is 800.

Traceroute Max TTL - Set the maximum number of hops (max TTL to be reached) in the

path to search for the target (destination). The default is 20.

Click Start to check the connectivity of the Internet.

The Diagnostic Results page displays the result of diagnosis.

If the result is similar to the following screen, the connectivity of the Internet is fine.

Diagnostic Results

------------------------------------------------------------------------------------

VPinging 202.108.22 .5 with 64 bytes of data: ‘

VReply from 202.108.22.5. ytes=64 time=1 TTL=127 seq=1 i
ERepIﬁ;frnm 202.108.22.5 tytes=64 time=1 TTL=127 seq=2 :
VReply from 202.108.22.5. tytes=64 time=1 TTL=127 seqg=3
EREpIﬁ,rfrnm 202.108.22.5 wtes=64 time=1 TTL=127 seq=4 '

/" Ping statistics for 202.108.22.5
i Packets: Sent=4, Received = 4, Lost=01{0% loss),

Minimum =1, Maximum =1, Average =1

& Note:

Only one user can use the diagnostic tools at one time.
"Ping Count", "Ping Packet Size" and "Ping Timeout" are Ping Parameters, and "Traceroute

Max TTL" is Traceroute Parameter.

4.21.3 Firmware Upgrade

Choose menu “System Tools — Firmware Upgrade”, and then you can update the latest

version of firmware for the router on the following screen.
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Firmnwaie File Path: Bxcess...
Flimwmre verslon: 091 07 w0045 0 Build 150122 Rel 373570
Haathaipre weasbon:  Anchen CH0 v 00000000

Upgrade

>

>

Firmware Version - Displays the current firmware version.

Hardware Version - Displays the current hardware version. The hardware version of the

upgrade file must accord with the router’s current hardware version.

To upgrade the router's firmware, follow these instructions below:

1.
2.

Download a most recent firmware upgrade file from our website (www.tp-link.com).

Enter or select the path name where you save the downloaded file on the computer into the

Firmware File Path blank.
Click the Upgrade button.

The router will reboot while the upgrading has been finished.

Note:

New firmware versions are posted at www.tp-link.com and can be downloaded for free. There

is no need to upgrade the firmware unless the new firmware has a new feature you want to
use. However, when experiencing problems caused by the router rather than the

configuration, you can try to upgrade the firmware.

When you upgrade the router's firmware, you may lose its current configurations, so before
upgrading the firmware please write down some of your customized settings to avoid losing

important settings.

Do not turn off the router or press the Reset button while the firmware is being upgraded. Loss

of power during the upgrade could damage the router.
The firmware version must correspond to the hardware.

The upgrade process takes a few moments and the router restarts automatically when the

upgrade is complete.

4.21.4 Factory Defaults

Choose menu “System Tools — Factory Defaults”, and then and you can restore the

configurations of the router to factory defaults on the following screen
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Factory Defaults

Click o resiore all sefiings within this device back o faciony defaulls | s sirongly recommended that you Back up your
cumant configuralions pefone you resione Taciony defauls

| Resiore

Click the Restore button to reset all configuration settings to their default values.
»  The default User Name: admin

»  The default Password: admin

»  The default Subnet Mask: 255.255.255.0

& Note:
All changed settings will be lost when defaults are restored.

4.21.5 Backup & Restore

Choose menu “System Tools — Backup & Restore”, and then you can save the current
configuration of the router as a backup file and restore the configuration via a backup file as

shown in the following figure.

Yo £an reslong a préviously saved oonligurabion Hn Tie

Configuration File; LT Restore |

> Click the Backup button to save all configuration settings as a backup file in your local

computer.
» To upgrade the router's configuration, follow these instructions.
e Click the Browse button to find the configuration file which you want to restore.

e Click the Restore button to update the configuration with the file whose path is the one

you have input or selected in the blank.

&F Note:

The current configuration will be covered with the uploading configuration file. Wrong process will
lead the device unmanaged. The restoring process lasts for 20 seconds and the router will restart

automatically then. Keep the power of the router on during the process, in case of any damage.
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4.21.6 Reboot

Choose menu “System Tools — Reboot”, and then you can click the Reboot button to reboot
the router via the next screen.

System Reboot

Sk Rebaod 4 eestart e covins wlihoid annleeg ary charoes 1awnir curncrk sofines

[ et

Some settings of the router will take effect only after rebooting, which include

e Change the LAN IP Address (system will reboot automatically).
e Upgrade the firmware of the router (system will reboot automatically).
e Restore the router's settings to factory defaults (system will reboot automatically).

e Update the configuration with the file (system will reboot automatically).

4.21.7 Password

Choose menu “System Tools — Password’, and then you can change the factory default user

name and password of the router in the next screen as shown in the following figure.

semame and password can conain bebween 1 - 15 characiers and may nol include spaces
Old Usar Hama:
Ol Paswward:
Kaw Usar Hama:
Hew Passsaord:
Canfirm pakieard:

S | Clear Al

It is strongly recommended that you should change the factory default user name and password
of the router, because all users who try to access the router's Web-based utility or Quick Setup
will be prompted for the router's default user name and password.

&F Note:

The new user name and password must not exceed 14 characters in length and not include any

spaces. Enter the new Password twice to confirm it.
Click the Save button when finished.

Click the Clear All button to clear all.
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4.21.8 System Log

Choose menu “System Tools — System Log”, and then you can view the logs of the router.

Losg Type: ALL | Log Lewel: | D=bug et
It Thma Typn Ll Consamt
1 157100902 20 15:91 HTTRD Notice Lo lag
| Refresh Clearlog | | Sawmlog | | Log Setings

Log Type - By selecting the log type, only logs of this type will be shown.

Log Level - By selecting the log level, only logs of this level will be shown.

Refresh - Refresh the page to show the latest log list.

Clear Log - All the logs will be deleted from the router permanently, not just from the page.

Save Log - Click to save all the logs in a txt file.

YV Vv Vv VY V V¥V

Log Settings - Click to change the log settings.

4.21.9 Statistics

Choose menu “System Tools — Statistics”, and then you can view the statistics of the router,
including total traffic and current traffic of the last Packets Statistic Interval.

Trafle Saamsis--LAN

Trafic Stansdes O Enable & Disabe | Lane
SuEDEticd Interval 105 seionds
Slahishecs List
Tokal Curment
IP Addrass Cperataon
MAC Fackets Bytes Packeis Bytas ICMP Te UDPF Tx BYM Tx
Address

Curresnil 2] = Dlark

Reset Al ] 1 Diplete All ] | Redresh
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>  Statistics Status - Enable or Disable. The default value is disabled. To enable it, click the

Enable button. If it is disabled, the function of DoS protection in Security settings will be
disabled.

> Statistics Interval (5-60) - The default value is 10. Select a value between 5 and 60
seconds in the drop-down list. The Packets Statistic interval indicates the time section of the
packets statistic.

Click Reset All to reset the values of all the entries to zero.
Click Delete All to delete all entries in the table.

Click the Refresh button to refresh immediately.

Statistics Table:

IPIMAC Address The IP and MAC address are displayed with related statistics.

The total number of packets received and transmitted by the
Packets
Total router.

Bytes The total number of bytes received and transmitted by the router.

The total number of packets received and transmitted in the last

Packets
Packets Statistic interval seconds.
Byt The total number of bytes received and transmitted in the last
es
Packets Statistic interval seconds.
ICMP The number of the ICMP packets transmitted to WAN per second
T at the specified Packets Statistics interval. It is shown like
X
Current “current transmitting rate / Max transmitting rate”.

The number of UDP packets transmitted to the WAN per second
UDP Tx | at the specified Packets Statistics interval. It is shown like

“current transmitting rate / Max transmitting rate”.

The number of TCP SYN packets transmitted to the WAN per

second at the specified Packets Statistics interval. It is shown like

TCP

SYN Tx
“current transmitting rate / Max transmitting rate”.

Reset Reset the value of he entry to zero.

Operation

Delete Delete the existing entry in the table.

There would be 5 entries on each page. Click Previous to return to the previous page and Next to
the next page.
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4.22 Logout

Choose "Logout”’, and you will be back to the login screen as shown in the following figure.

TP-LINK R0 Mot o Bt e
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Appendix A: FAQ

1.

How do | configure the router to access Internet by ADSL users?
1) First, configure the ADSL Modem configured in RFC1483 bridge model.

2) Connect the Ethernet cable from your ADSL Modem to the Internet port on the router.

The telephone cord plugs into the Line port of the ADSL Modem.

3) Login to the router, click the “Network” menu on the left of your browser, and click "WAN"
submenu. On the WAN page, select “PPPoE/Russia PPPoE” for WAN Connection Type.
Type user name in the “User Name” field and password in the “Password” field, type

password in the “Confirm Password” field again, finish by clicking “Connect”.

Conmactan Typa: FFPOE . Db

PPP Ussmome

PPF Pasdrsenid

Confirm password:

4) If your ADSL lease is in “pay-according-time” mode, select “Connect on demand” or
“Connect manually” for Internet connection mode. Type an appropriate number for “Max
Idle Time” to avoid wasting paid time. Otherwise, you can select “Always on” for Internet

connection mode.

Cormmecian lode " AUBREETE

Aullvistication Type ALUTE ALiTH

& Note:

1. Sometimes the connection cannot be disconnected although you specify a time to Max
Idle Time, since some applications is visiting the Internet continually in the background.
2. If you are a Cable user, please configure the router following the above steps.

How do | configure the router to access Internet by Ethernet users?

1) Login to the router, click the “Network” menu on the left of your browser, and click "WAN"
submenu. On the WAN page, select “Dynamic IP” for "WAN Connection Type", finish by

clicking “Save”.
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2) Some ISPs require that you register the MAC Address of your adapter, which is
connected to your cable/DSL Modem during installation. If your ISP requires MAC
register, login to the router and click the "Network" menu link on the left of your browser,
and then click "MAC Clone" submenu link. On the "MAC Clone" page, if your PC’'s MAC
address is proper MAC address, click the "Clone MAC Address" button and your PC’s
MAC address will fill in the "WAN MAC Address" field. Or else, type the MAC Address
into the "WAN MAC Address" field. The format for the MAC Address is
XX XX XX XX: XX:XX. Then click the "Save" button. It will take effect after rebooting.

WIAN MAC Address Q0 §5.45-5 02 Heaioen Factary MAC
Your PC'y MAC Addres s Clans MAL Addrss

Sme

| want to use Netmeeting, what do | need to do?
1) If you start Netmeeting as a host, you don’t need to do anything with the router.

2) If you start as a response, you need to configure Virtual Server or DMZ Host and make
sure the H323 ALG is enabled.

3) How to configure Virtual Server: Log in to the router, click the “Forwarding” menu on the
left of your browser, and click "Virtual Servers" submenu. On the "Virtual Servers"
page, click Add New. Then on the “Add or Modify a Virtual Server Entry” page, enter
“1720” for the “Service Port” blank, and your IP address for the “IP Address” blank, taking
192.168.0.169 for an example, remember to Enable and Save.

| Serace Port i Address Imema Port Frofocol St Exim
O 1720 193 168.0. 150 1720 TCPorlDF | Ernabesd Eatt
| #d Hew | | Enabls Selected | | Disable Sslected | | Delste Selected |
| Rehesh |

-119 -



(L CIAESTIl AC1200 Wireless Dual Band Router

Service Part: [P0 or XX
IF Address:
Infernal Pgrt: [ of keep empty. W TS emply. Inemal pon

equaks o Service por)

Provocol: ALL W |

Status; | Enabled |

Comstan Tervics Pam - Fleats Selec— [0
Saee Back |

& Note:
Your opposite side should call your WAN IP, which is displayed on the “Status” page.

4) How to enable DMZ Host: Log in to the router, click the “Forwarding” menu on the left of
your browser, and click "DMZ" submenu. On the "DMZ" page, click Enable radio button
and type your IP address into the “DMZ Host IP Address” field, using 192.168.0.169 as

an example, remember to click the Save button.

OMZ 5tatus: {0 Enable & Dsabie

DWIZ Host IP Address: =R

| Save

5) How to enable H323 ALG: Log in to the router, click the “Security” menu on the left of
your browser, and click “Basic Security” submenu. On the “Basic Security” page,
check the Enable radio button next to H323 ALG. Remember to click the Save button.
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Firewall
Fnahla 5P Firewall; &
VPN
PPTP Pass-thraugh: (5} Enable ) Disable
L2TP Passthrough: (5 Eneble O [heable
IPSec Passthrough: (& Enable O Disable
ALG

FTP ALLG: (& Enable O Deable
TETP ALG: | Enable ) haable

(&
(I'IKES ALG: = Eﬂuh@-ﬁ- Dhaabla
SIP ALG: (% Enable O [isable
RTSP ALG: (% Enable & Disabla

| sawe

4. | want to build a WEB Server on the LAN, what should | do?

1) Because the WEB Server port 80 will interfere with the WEB management port 80 on the

router, you must change the WEB management port number to avoid interference.

2) To change the WEB management port number: Log in to the router, click the “Security”
menu on the left of your browser, and click "Remote Management" submenu. On the
"Remote Management" page, type a port number except 80, such as 88, into the "Web

Management Port" field. Click Save and reboot the router.

Remote Management

wrHh PHicigaumn P l; £5

Heamuld RHiciginsnl H ndiline: Carn Ene SestasIasiarsl:

X5 ]

& Note:

If the above configuration takes effect, you can visit and configure the router by typing
http://192.168.0.1:88 (the router's LAN IP address: Web Management Port) in the address

field of the Web browser. If the LAN IP of the modem connected with your router is
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192.168.0.x, the default LAN IP of the router will automatically switch from 192.168.0.1 to
192.168.1.1 to avoid IP conflict; in this case, please try hitp://192.168.1.1:88.

3)

Log in to the router, click the “Forwarding” menu on the left of your browser, and click
the "Virtual Servers" submenu. On the "Virtual Servers" page, click Add New, then on
the “Add or Modify a Virtual Server” page, enter “80” into the blank next to the “Service
Port”, and your IP address next to the “IP Address”, assuming 192.168.0.188 for an

example, remember to Enable and Save.

[T Sorvice Port P Auidres Itarmal ot Prodocol AT Edfit
il a0 192.160,0.180 B TCPerUDP | Enstisd Edil
[ Addtew | [ Ensbie Seiected | [ Dwabie Selected | [ _Deiets Seleciee ]

i[

Service Port: (XN, or X))
IF Acdruss:
Infernal Port: [N & kEap amply. ¥ T amply. Inlenal pon
eijua i Service por)

Protocol: | ALL e |

SEEfiE! | Enabled |

Comman Service Fom: | —-Flease Seec— |0

Sapm Eack |

The wireless stations cannot connect to the router.

1)
2)

3)

4)

Make sure the "Wireless Radio Band" is enabled.
Make sure that the wireless stations' SSID accord with the router's SSID.

Make sure the wireless stations have right KEY for encryption when the router is

encrypted.

If the wireless connection is ready, but you can’t access the router, check the IP Address

of your wireless stations.
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Appendix B: Configuring the PC

In this section, we’ll introduce how to install and configure the TCP/IP correctly in Windows XP.
First make sure your Ethernet Adapter is working, refer to the adapter’s manual if needed.

1. Install TCP/IP component

1) On the Windows taskbar, click the Start button, point to Settings, and then click Control
Panel.

2) Click the Network and Internet Connections icon, and then click on the Network
Connections tab in the appearing window.

3) Right click the icon that showed below, select Properties on the prompt page.

Las o High- Speed InbErmet

!* ﬂ Cusable
Statis
Répa

Eaicdge ConhEcTi
rests Shotout

FEnaTE

4) In the prompt page that showed below, double click on the Internet Protocol (TCP/IP).

3
Genend | gurtmntication | Advanced |
Carme] umrg

l' Flemsiek FITLE 2 F oy PO Faal E

Tha cgrhechon sy tha follcesg feni

| M0 Pochoel S =
F ¥=AEGI5 Protocod BEEE BOZ 1a] w34 30
Ll it Protnad [TOFAF | =
"
| | =]
fentad | | Pagartem: ]
Chapcnphon

Trgrremyrieen Condol Pasioeel/inismel Peoioes] Ties delgd
b e Peed il probocod fhal proeades Comierscadnn
mo0a b s inhmcomnached etk

I Ghop icon im natificstion wes shen connached
Fr Rty pei wis Ful Corwichon Do Sedsd of no Connecirely

il Carcel
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5) The following TCP/IP Properties window will display and the IP Address tab is open on
this window by default.

6) Select Obtain an IP address automatically and Obtain DNS server automatically, as
shown in the Figure below:

Tnbes et Frotng il [TTF 1) Prapesties Tl =

Gt | dbvise Cordepaslo |

Viead g el 1P pestergy aigres] silcand ¥ aha rebwmes juppein
hnq:E,l Citmaveun m-ﬂtnﬂ“.ﬁrﬂﬁh
Fw shivaaite P nethrgn

& Dl i F i dibodde ol
™ Lips e ol IF akdieers
]

——
—

1= (O DS pemevns aichurr manrrosies sl
17 Ui o fplomarng DAIT seevs sidienien
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Appendix C: Specifications

General
IEEE 802.11ac, IEEE 802.11n, IEEE 802.11g, IEEE 802.11b, IEEE
Standards 802.11a, IEEE 802.11e, IEEE 802.11i, |IEEE 802.1X, IEEE 802.3X,
IEEE 802.3, IEEE 802.3u, IEEE 802.3ab
TCP/IP, PPPoE, DHCP, ICMP, NAT, SNTP, IGMPv3, L2TP, PPTP,
Protocols
IPv6, MLD
1 10/100M Auto-Negotiation Internet RJ45 port;
Ports 4 10/100M Auto-Negotiation Ethernet RJ45 ports supporting Auto
MDI/MDIX;
1 USB port supporting storage/FTP/Media/Print Server;
10BASE-T: UTP category 3, 4, 5 cable (maximum 100m)
Cabling Type EIA/TIA-568 100Q STP (maximum 100m)
100BASE-TX: UTP category 5, 5e cable (maximum 100m)
EIA/TIA-568 100Q STP (maximum 100m)
LEDs Power, 2.4G Wireless, 5G Wireless, Internet, Ethernet, USB, WPS

Safety & Emissions

FCC, CE

Wireless

Frequency Band*

2.4GHz, 5GHz

Radio Data Rate

11b: 1/2/5.5/11Mbps

11alg: 6/9/12/18/24/36/48/54/Mbps
11n: up to 300Mbps

11ac: up to 867Mbps

Frequency Expansion

DSSS (Direct Sequence Spread Spectrum)

11ac: 256-QAM for OFDM

Modulation 11n/g/a: QPSK,BPSK,16-QAM, 64-QAM for OFDM

11b: CCK,DQPSK,DBPSK
Security WEP, WPA/WPA2, WPA2-PSK/WPA-PSK

2.4G: 5G:

11g 54M: -76dBm 11a 54Mbps:-76dBm
Sensitivity @PER 11n HT20 MCS7: -74dBm 11ac VHT20 MCS8: -70dBm

11ac VHT40 MCS9: -65.5dBm
11ac VHT80 MCS9: -61.5dBm

11n HT40 MCS7: -71dBm

Environmental and Physical

Temperature

Operating: 0°C~40C (32°F~104°F")

Storage: -40C~70C (-40°F ~158°T")

Humidity

Operating: 10% - 90% RH, Non-condensing

Storage: 5% - 90% RH, Non-condensing

* Only 2.412GHz~2.462GHz is allowed to be used in USA, which means only channel 1~11 is available for

American users to choose.
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Appendix D: Glossary

>

802.11ac - IEEE 802.11ac is a wireless computer networking standard of 802.11.This
specification will enable multi-station WLAN throughput of at least 1 gigabit per second .This
is accomplished by extending the air interface concepts embraced by 802.11n: wider RF
bandwidth, more MIMO spatial streams, multi-user MIMO, and high-density modulation (up to
256 QAM).

802.11n - 802.11n builds upon previous 802.11 standards by adding MIMO (multiple-input
multiple-output). MIMO uses multiple transmitter and receiver antennas to allow for increased
data throughput via spatial multiplexing and increased range by exploiting the spatial diversity,
perhaps through coding schemes like Alamouti coding. The Enhanced Wireless Consortium
(EWC) [3] was formed to help accelerate the IEEE 802.11n development process and
promote a technology specification for interoperability of next-generation wireless local area
networking (WLAN) products.

802.11b - The 802.11b standard specifies a wireless networking at 11 Mbps using
direct-sequence spread-spectrum (DSSS) technology and operating in the unlicensed radio
spectrum at 2.4GHz, and WEP encryption for security. 802.11b networks are also referred to
as Wi-Fi networks.

802.11g - specification for wireless networking at 54 Mbps using direct-sequence
spread-spectrum (DSSS) technology, using OFDM modulation and operating in the
unlicensed radio spectrum at 2.4GHz, and backward compatibility with IEEE 802.11b devices,
and WEP encryption for security.

DDNS (Dynamic Domain Name System) - The capability of assigning a fixed host and domain

name to a dynamic Internet IP Address.

DHCP (Dynamic Host Configuration Protocol) - A protocol that automatically configure the

TCP/IP parameters for the all the PC(s) that are connected to a DHCP server.

DMZ (Demilitarized Zone) - A Demilitarized Zone allows one local host to be exposed to the

Internet for a special-purpose service such as Internet gaming or videoconferencing.

DNS (Domain Name System) - An Internet Service that translates the names of websites into

IP addresses.
Domain Name - A descriptive name for an address or group of addresses on the Internet.

DSL (Digital Subscriber Line) - A technology that allows data to be sent or received over

existing traditional phone lines.

ISP (Internet Service Provider) - A company that provides access to the Internet.
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MTU (Maximum Transmission Unit) - The size in bytes of the largest packet that can be

transmitted.

NAT (Network Address Translation) - NAT technology translates IP addresses of a local area

network to a different IP address for the Internet.

PPPoE (Point to Point Protocol over Ethernet) - PPPoE is a protocol for connecting remote

hosts to the Internet over an always-on connection by simulating a dial-up connection.

SSID - A Service Set Identification is a thirty-two character (maximum) alphanumeric key
identifying a wireless local area network. For the wireless devices in a network to
communicate with each other, all devices must be configured with the same SSID. This is
typically the configuration parameter for a wireless PC card. It corresponds to the ESSID in

the wireless Access Point and to the wireless network name.

WEP (Wired Equivalent Privacy) - A data privacy mechanism based on a 64-bit or 128-bit or
152-bit shared key algorithm, as described in the IEEE 802.11 standard.

Wi-Fi - A trade name for the 802.11b wireless networking standard, given by the Wireless
Ethernet Compatibility Alliance (WECA, see http://www.wi-fi.net), an industry standards group

promoting interoperability among 802.11b devices.

WLAN (Wireless Local Area Network) - A group of computers and associated devices
communicate with each other wirelessly, which network serving users are limited in a local

area.
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